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PE3IOME
KuiBcbKkuii HANIOHAJBbHUH YHIBepCUTET OyIiBHUITBA | apXiTEKTypH
XIMYEHKO OJIEKCI CEPTTHOBHAY
(dakyabTeT aBTOMaTH3aWIl i iIHpOpPMaNIHHMX TEXHOJIOTIN,
rpyna ICTm-24
Tema kBasigikauiifHol BUILyCKHOI po0oTH: «MeToau BUSIBJICHHS Ta HelTpadizauil
3arpo3 AJiq 0e3neKky JaHUX B CHCTeMAaX eJIeKTPOHHOI KOMepuiD»
OCBIiTHIil piBeHb: MaricTp,
crneniajgbHicTh: 126 «IH(popManiiiHi cucTeMu i TeXHOJIOTID,
Haykosuii kepiBHuk: bopogaBka €Breniit Bosiogumuposuny,
JOKTOP TeXHIYHMX HAYK, po¢ecop, 3aBiayBay Kapeapu iHGopmaniiHux

TEXHOJIOTiii MPOEKTYBAHHA TA NPUKJIATHOI MATEMATUKHU

O6csr podoru. Kpamidikariiina BUIyckHa podoTa Maricrpa CKIagaeThes 3: 5
posainiB, 140 cTopiHok, 42 pUCYHKIB, 4 TaOIUIlb, 3aBJAHHS, aHOTAIIl1, BCTYIY,
BHCHOBKIB, CTUCKY BUKOPUCTAaHUX JPKEPEI Ta 2 J0JaTKIB.

AKTyaJbHIicTh TeMH. PoOoTa nprcBsUeHa po3po0I1Il 3aXHUILEHOI BEO-
OpIEHTOBAHOT CUCTEMHU OOPOOKH 3aNUTIB JUIsl CPepH eNEeKTPOHHOT KOMEpIIii.
AKTyanbpHICTh TEMU 3yMOBJIEHA CTPIMKUM 3pOCTaHHSAM KUIBKOCTI Ki0epaTak Ha OHJIalH-
pecypcu, 30kpema DDoS-atak Ta cipo0 HECaHKIIOHOBAHOT'O IOCTYITY, 1110 IPU3BOAUTD
710 3Ha4HMX (DIHAHCOBHX BTpaT Oi3Hecy. ICHyI0U1 PillIEHHS YacTo € JOPOroBapTICHUMHU
a00 CKJIATHUMU B IHTETpAIlil I MaJoro Ta CepeHLOTo Oi13HeCy. Y BIAMOBIb HA
noTpedy B IOCTYITHOMY Ta €(peKTUBHOMY 3aXHUCT1, pO3pOOKa CIeliaai30BaHOi CUCTEMH 3
IHTErPOBAaHUMH MEXaHI13MaMHU MOHITOPUHTY 3arpo3 Ta OOMEKEHHSI HABAHTAKEHHS €
JIOPEYHOIO Ta CBOEYACHOIO.

¥ BeTyni 00TpYyHTOBAHO aKTyallbHICTh TEMH, CPOPMYITHOBAHO METY Ta OCHOBHI
3aBaHHs POOOTH, BU3HAYEHO 00’ €KT 1 MPEAMET JOCTIHKEHHS, @ TAKOXK OKPECICHO
HAYKOBY HOBHM3HY Ta MPAaKTUYHY 3HAUYIICTh OTPUMAHUX PE3YJIbTaTIB.

Y nepumomy po3aini «AHai3 npeIMeTHOI 00J1aCTl Ta MOCTaHOBKA 3aa4i»

IPOBEJCHO KOMIUIEKCHE JOCIIPKEHHS c(hepH eNeKTPOHHOT KOMEpIIii K 00’ €KTa



3axuCTy. 3aiicHeHo Kinacudikarlito iHGpopMaIlIiHUX aKTUBIB, 110 ITUPKYIIIOIOThH y BEO-
CUCTEMAaX, 30KpeMa MepCoHaNbHUX, MJIATIHKHUX Ta KOMEPUIHHUX JAHHUX, a TAKOX
BU3HA4YEHO PiBHI iX KpUTUIHOCTI. ChopMyiboBaHO 0a30Bi BUMOTHU A0 O€3MEKU CUCTEMH
Ha ocHOBI Tpiagu CIA (koHOIIEHITIHHICTD, UTICHICTD, JOCTYITHICTD) Ta JOJaTKOBUX
BJIACTUBOCTEH, TAKUX SIK aBTEHTUYHICTh 1 HEBIIMOBHICTh. [IpoaHanizoBaHo cTaH
HOPMAaTUBHOTO PETYJIIOBaHHS Ta CTaHJapTU3allli B ramy3i kibepoesneku. Ha ocHOBI
OTJISTy ICHYIOUHX PIIIEHb Ta BUSABJICHUX HEOJIIKIB OOTPYHTOBAHO aKTYaJIbHICTh
PO3pOOKH BJIACHOT CUCTEMH 3aXUCTY Ta CPOPMYIJILOBAHO YITKY MOCTAHOBKY 3a/aul
JIOCIIHKEHHS.

Y apyromy po3aijii «OCHOBHU 3arpo3 Ta METOH iX BUSBJICHHS» BUKIAICHO
TEOpPETUUHUM Oa3uc MoOyJ0BU CUCTEM 3aXUCTy. PO3p00IieHO neTanbHy Kiacu(ikaliiio
3arpo3 s e-commerce matgopmM, OXOIUTIOI0YH aTaku Ha BeO-moxatku (SQL Injection,
XSS), mepexeBy iHppacTpykTypy (DDoS) Ta kopucTyBauiB (colianbHa 1HXEHEPIA).
[IpoBeneHO MOPIBHSAIBLHUYN aHATI3 METO/IB JACTEKIIT 3arpo3, 30KpeMa CUTHATYPHOTO
aHaJji3y, METO/I1B BUSBJICHHS aHOMAJIIH Ta IMiAXOA1B Ha 0a31 MalTMHHOT'O HaBYaHHS.
Posrnsnyto apxitektypHi komnoneHTu 3axucty (WAF, SIEM, IDS/IPS) ta ctparerii
pearyBaHHs Ha iHIUACHTH. OKpeMy yBary mpuaiIeHO MAaTEMAaTUIHOMY MOJICITIOBAaHHIO
MPOIIECIB 3aXKCTy: (OPMaTi30BaHO MOHSITTS CYKYITHOTO PH3UKY Ta HABEJACHO MOJICIb
OLIIHKHY BIUTMBY 3arpo3 Ha KJIKOYOBI NapaMeTpu 1H(popMaiiiHOT Oe3MeKH.

Y tperbomy po3aini «IIpoexTyBaHHS apXITEKTypH CUCTEMI PO3POOICHO
3arajibHy CTPYKTYpPY KJIIE€HT-CepBepHOi cuctemu Ha 6a3i marepny MVC. Cipo€eKkToBaHO
cXeMmy persiiitHoi 6a3u manux A 306epirans iHopmarlii mpo KOPpUCTyBaviB, TOBaApH
Ta 3aMOBJICHHS, a TAKOXX OOIPYHTOBaHO BUOip TexHosoriuHoro cteka (Python, Flask,
SQLAIchemy) aist peanizaiiii cepBepHOT JIOT1KH.

Y uyerBepTomy po3aiji «IIporpamua peanizariisi Ta TECTYBaHHS CHCTEMID)
BUKJIQJICHO €Tamy pO3pOOKH MPOrpaMHHUX MOJIYJIIB, 30KpeMa IiJICHCTEMH MOHITOPHHTY
3arpo3 ThreatMonitor Ta mexanizmy Middleware anst ginsTparnii 3anurtiB. HaBeneHo
pe3ynbTaTH PYHKIIOHATHHOTO Ta HABAHTAXKYBAJILHOTO TECTYBaHHS, 1110
HiATBEPAXKYIOTh CTIMKICTh CUCTEMU /10 aBTOMAaTU30BAHMX aTaK Ta KOPEKTHICTh 0OpOOKHU

O13HeC-NPOoLECIB.



Y w’saromy po3aiii «Epronomiuamii ananis» NpoBeACHO OIIHKY
KOPHUCTYBaIIbKOT0 1HTEpQelcy Ha BIAMOBIAHICTh MIXKHAPOIHUM CTaHAApTaM F03a01TiTI
(1ISO 9241-110). ITpoanamizoBaHo 1cuxo¢izioNOTIYHMIA BIUTMB 00PaHOT KOJIIPHOT raMu
Ta TUNorpadiku, 0OTPYHTOBAHO 3PYUYHICTh MAHEN1 aAMIHICTPYBaHHS JJIs ONIEPATUBHOTO
pearyBaHHsI Ha 1HIIUJICHTH O€3MEKH.

Kuo4oBi ciioBa: enekTpoHHa KoMepilisi, Oe3neka JaHuX, 3arpo3a, kibepoesneka,
aBTeHTH(IKaIIsI, BeO-10/1aTOK.

Keywords: e-commerce, data security, threat, cybersecurity, authentication, web
application.

SAxkicTh opopmienHs: npoekTy. KpamidikamiiitHa BUImyckHa poOoTa Maricrpa
odopmIieHa Y BIAMOBIIHOCTI IO IIF0YUX HOPMATUBHUX JOKYMEHTIB T4 METOIUYHUX
BKa31BOK JI0 BUKOHAHHS TUTIJIOMHUX POOIT JUTsl CTYJIEHTIB CIenianbHOCTI 126
«IHpopmaIiiiiHi CUCTEMH 1 TEXHOJIOTIIY.

3arajibHUIl BUCHOBOK CTOCOBHO POOOTH Ta MPUCBOEHHS ABTOPOBi OCBITHHO-
kBaJgigikaniiinoro piBHa «marictp». Po6oTa BukoHaHa Ha BUCOKOMY PiBHI1, CTYICHT
IPOJIEMOHCTPYBAB BUCOKUH PiBEHb TEOPETUYHOI MIATOTOBKU Ta CHOPMOBAHUX
MPAKTUIHUX HABUYOK B 00JIACTI Cy4acHUX 1HPOPMAIIMHIX TEXHOJOTIN. 3aCIIyTOBY€E

OIIHKY «B1JIMIHHOY.

HaykoBuii kepiBHUK: boponaska €. B.

(i mmc) (mpi3BHILE T2 1HIIIAH)

ITocana, micmie poOoTH:
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AHOTALIA

Ximuenko O. C. «MeTtonu BUSIBICHHS Ta HEUTpasizaii 3arpo3 s 6e3nekn
JTAHUX B CHCTEMaX CJICKTPOHHOI KOMEPITiiy.

KBanigikariiiina BulryckHa poOoTa mMarictpa 3a creuiajbHICTIO: 126
«IHopMaliiiHi cucTeMH 1 TEXHOJIOT1i». — KUiBChbKMIA HalllOHATbHUN YHIBEPCUTET
OyniBHUIITBA 1 apXiTekTypH. — Kuis, 2025.

PoGoTa npucBsueHa 10CIiHKEHHIO METO/I1B BUSIBJICHHS Ta HEUTpasti3allii 3arpo3
JUIs OC3IIEKH B CHCTEMax eIeKTPOHHOT kKoMepilii. OcoOauBY yBary npHIiIcHO
JOCJIDKCHHIO BUJIIB JJAHUX €JIEKTPOHHOT KOMEPIIii, MOKJIMBUX BHUJIIB 3arpo3 JJIs HUX 1
METO/IIB JJIs1 iX MOILIYKY Ta 3a00IraHHS.

Kirro4oBi ciioBa: eekTpoHHA KOMEPITis, Oe3MeKa JaHuX, 3arpo3a, kibepoesrieka,

aBTeHTH(IKaIisI, BeO-10/1aTOK.

SUMMARY

Khimchenko O. S. "Methods for detecting and neutralising threats to data security
In e-commerce systems."

Master's degree final thesis in the specialty: 126 "Information Systems and
Technologies.” — Kyiv National University of Construction and Architecture. — Kyiv,
2025.

The work is devoted to the study of methods for detecting and neutralising threats
to security in e-commerce systems. Particular attention is paid to the study of types of e-
commerce data, possible types of threats to them, and methods for detecting and
preventing them.

Keywords: e-commerce, data security, threat, cybersecurity, authentication, web

application.
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Beryn

Po3BuTok iHGOpMAIIHHUX TEXHOJIOTIA Ta IUQPOBI3AIisl E€KOHOMIKU CIPHUSIN
CTPIMKOMY 3POCTaHHIO €JIEKTPOHHOI KOMeEpIii, fKa CTajla HEB1I’€MHOI YaCTHHOIO
MOBCSKJICHHOTO JKUTTS MITBHOHIB  KopucTyBauiB. CbOTrojHI  OHJIAWH-TIOKYTIKU
3MI1CHIOIOTH JIFOJM PI3HUX BIKOBUX KaTEropiil 1 COLIabHUX CTATYyCIB, a 00cATH Lu(poBoi
TOPT1BJIl MOCTIHO 3pOCTaI0Th, OXOIUIIOOYH K TPAJAULIHHUA pUTENI, TaK 1 HOB1 MOJIENI:
MapKeTIuieicH, iatdopmMu 00CIyroByBaHHS, MOOLIbHI TIOJATKH Ta 1HII KaHAJIH.

AKTyanpHICTh TeMH pOOOTH 3yMOBJE€HAa THUM, IO pPa3oM 3 PO3LIKUPEHHSIM
€JIEKTPOHHOI KOMEpIIii, €eKCIOHEHITIATBHO 3POCTAI0Th MAcIITabu Ta CKIAAHICTh 3arpo3
iHdopmariiiHii 6e3neni. CucteMu €-KoMepIlli 0OpoOIISIIOTh W aKyMYJTIOIOTh BEJTHYE3H1
00CArM KpUTUYHO BAXJIMBUX JAHUX: IEPCOHANIBHY 1H(OPMAI[II0 KOPUCTYBayiB, MIATIKHI
PEKBI3UTH, KOMEPIIIHHI TAEMHUIII Ta 1CTOPii TpaH3akilid. Taka KOHIIEHTpaIlis YyTIUBOI
iHdopmanii poOuth 1i 1wIaTGopMHU NPUBAOIMBOIO MIMICHHIO ISl KiOE€p3JIOYMHIIIB,
XaKepiB Ta 1HIITUX 3arpo3.

Ha cboroi mpo10BKY€EThCS MOCTIMHE 3pOCTaHHA KIJIbKOCT1 YCIIIIHUX KiOepaTak
Ha CUCTEMH E€JEKTPOHHOI KOMEpIii, 110 NPU3BOIATh O BUTOKIB JAaHUX, (PIHAHCOBHUX
30UTKIB JUIsl KOMIAHIA Ta BTPATH JOBIPH CIIOXUBAYiB 10 IUGPOBUX KaHATIB TOPTIBII.
[Tpu nboMy TpaaMIliiiHI METOI 3aXUCTY JaHMX, X04a i e(h)eKTUBHI, YACTO BUSBISIOTHCS
HECIIPOMOXHUMU MPOTUJIISITH HOBITHIM, CKJIQJHO OPTraHi30BaHUM aTakam, SiKi MOCTIMHO
BJIOCKOHATIOIOTHCS Ta aJJaNTYIOTHCS JI0 ICHYIOUMX MEXaH13MIB MPOTHUII.

Meta po6oTu mnojsirae y po3poOii Ta OOrpyHTYBaHHI KOMILUIEKCY METO/IiB
BUSIBJICHHS Ta HEWTpamizamii 3arpo3 A Oe3NeKH JaHUX y CHCTeMax eJIeKTPOHHOI
KOMEpIIi IS aBTOMaTh3allli Ta CHOPOIIEHHS OIIIHKK CTaHy O€3IMeKu, a TaKoX
3a0e3MeyeHHs! BUIKOTO Ta CBOEYACHOTO pearyBaHHs Ha BUSBJICHI 3arpO3H.

O006’exkTOM IOCTIIZKEHHS € JaHl y CHUCTeMax €-KoMepIlli, 3arpo3u Oe3meri Ta
npolecd iX BUABJICHHS Ta HeWTpamizaiii, IO OXOIUIIOIOTh aBTEHTHU(IKALIIO
KOPHUCTYBauiB, YIPABIIHHS JOCTYIIOM, MOHITOPUHI OIEpaliil Ta pearyBaHHsS Ha

IHIAICHTH.
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IIpeameTom nocaigKeHHsI € METOAM Ta AITOPUTMU BUSBJICHHS 3arpo3, MOJICTbHI
miaXoau 10 Kiacuikarlii aTak Ta aHOMaJIH, a TaKOX MEXaHI3MHU KpUITOrpadiyHOro
3aXUCTY AAHMUX Ta YOPaBIiHHS ayTeHTU(IKAII€0 B €-COMMErce cucremax.

Metoau nocJigzkeHns. [[s1 1oCSATHEHHS TTOCTABICHOT METH TPOBEICHUN aHai3
ICHYIOUMX MIAXOAIB 0 KiOepOe3neku, po3poOeHHsI alrOpuTMIB BUSIBIICHHS 3arpo3 Ta
MPOEKTYBAaHHS apxXiTeKTypu iH(opMaiiitHoi cucteMu. OCHOBHI MPOEKTHI PIIICHHS
nepeadavaroTh Po3poOJeHHS TIOPUAHOI CHCTEMHU, IO IMOEIHYE IMPaBUIO-OPIEHTOBAHI
METO/M BUSIBJICHHS 3 aHATI30M aHOMAaJTIM y MOBEAIHIII KOPUCTYBAUiB Ta Omeparliil.

OTxe, maHe marictepchbke JOCTI/HKEHHS CIPSMOBAaHE HAa CTBOPEHHS MPAKTHYHOI
iHpopMariitHoi cucTeMu I BHSBICHHsS Ta HeWTpauizalii 3arpo3 Oesmeri JaHuX Y
maTdopmax eIeKTPOHHOI KOMepIii, 110 3a0e3MeYuTh HaAIHHUN 3aXUCT IEPCOHANTBHOT Ta
¢dinancoBoi iHGOpPMAIIiT KOPUCTYBAUIB, CIIPUATUME MiHIMI3allii PU3UKIB I KOMIIAHIN Ta

I1BULIUTH 3arajibHUI piBEHb AOBIPU JO HUPPOBUX KaHAIIB TOPTIBIIL.
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Po3ain 1. Anani3 npeamMeTHoi 00J1aCTi Ta MOCTAaHOBKA 3a1a4i

1.1 Onuc npeameTHoi odJacTi

Jlana ocBiTHBO-KBai(hiKaliifHa poOOTa IPUCBIUCHA JOCIIIKCHHIO 3arpo3 0e3melri
JAHUX B CUCTEMax EJIEKTPOHHIA KOMepIli 1 CTBOPEHHIO 1H(POpPMAILIMHOI cUCTeMH 3
BUKOPUCTAaHHSM METO/IIB iX BHSBJIEHHS Ta HelTpamizamii. OCHOBHOIO METOIO MPOEKTY €
MOKpAIIeHHs] Ta MPUCKOPEHHS OI[IHKM CTaHy Oe€3leKkd Ta pearyBaHHS Ha BUSBIICHI
3arpo3Hu.

[TpenMeTHOO O0JIACTIO I1i€T pOOOTH € eNeKTpOHHA KoMepIlis (e-commerce) —
rajiy3b €KOHOMIKH, B SIKIil pekjiaMa, MpOCyBaHHS MPOAYKTIB, TOPTOBEJbHI yroau Ta
(1HaHCOBI TpaH3aKIil 3AIMCHIOIOThCA Oe3nocepenHbo B IHTepHeTi. Komm BuM mioch
KYIyETE YU IPOJAETE Y MEPEXKi, 1€ 1 € €-COMMErce.,

3 momsiAy BUPOOHUKIB Ta TMOCTAYaJIbHUKIB €JICKTPOHHA KOMEpIUsS — II€
IPOCYBaHHS Ta HAJaHHS CBOiX TOBApPiB UM MOCTYT yepe3 [HTepHeT. A 3 TOTIs Iy TOKYMIIB
(KJT€HTIB) 1€ MEPerJIsi TOPrOBUX IPOIO3UIlIA, BHOIp, 3aMOBJICHHS Ta OoIulaTa MpsMO B
MEpEexi.

PosrisapMO HalimomupeHini Ha ChOTO/THI MPUKIIATU SIEKTPOHHOT KOMEPITii:

e po3apioHa Ta ryproBa Topribiasi. OquH 3 TOJOBHUX HampsMKiB e-Commerce.

[Ipuknaznis takux miaatdopm icHye 6e3niu: Amazon, Aliexpress, Etsy ta 6araro

iHmmx (puc. 1.1).

3aMOBJIEHHS -
TOBapy
< BnacHui cknap,
"~ Onnata nnargopmu BigBaHTaXeHHsA
3aMOBJIEHHA <
Mokyneub / OHnaitH-nnaTgopma TORARY,
KnieHt / MarasuH

T (H.p., Amazon, Rozetka)

[locTaBka ToBapy KMieHTY

Cnyx6a gocTaBku

Pucynox 1.1 — Ipunyun po3opionoi ma 2ypmoeoi mopeieni
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e Jlpommumninr. Ilpogak mnpomykTy BiA CTOPOHHBOTO BHpPOOHHMKA YU
MocTavaibHUKA. [IpONIIUIIIHIOM YacTO 3aiMarOThCsl HEBENIMKI OHJIaifH-Mara3uHu
Ta IHAUBIAYaIbHI TiAnpuemill. TunoBuil npukiajg — npojax Tosapis 3 Kurato Ha

Prom.ua uu OLX (puc. 1.2).

Po6uTb y Bac
3aMOBNEHHA Mnatutb Bam

Ak npautoTh

Mokyneup n p 0 n LLI Vl n e p M Bu mprTe Binon(m

i 3aMOBIAETe TOBAP Ha
dAipecy mokynua -

M

_ToBap MocrayanbHuk
BiANpaBnAe 06pobnse
MOKyNLeBi 3aMOBJIEHHA

Pucynox 1.2 — Ipunyun pobomu oponwuniney
o Kpayapanauur. 30ip KOMTIB 31 CIOXKKBAUIB 3 METOIO OTPUMAHHS CTAPTOBOTO

KamiTaly, o0 BUBECTH MNPOAYKUiI0 Ha puHOK (puc. 1.3). Ax npuxnan, 3
kpayHadaunaury mnouanachk ictopiss VR-rapuitypu Oculus Rift, sika cporomni

HaJICXKUTh XOJIIMHTY Meta i Bimoma sik Meta Quest.
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NigTpumka

5 [loBpoumMHLi NiATPUMYIOTE NPOEKT
& KOLWTaMK

0o6poumnHui ABTOp NPOEKTY

Moaw, Aki nigTpumani NpoexT OTpyMaBLLK NIATPUMKY, BiH peaniaye

npoexT

BuHaropoau

Micns peanisauii npoekTy aBTOP HaJICMNAE BUHAropoam
AOBPOYMHLAM, AK NOBAKY 38 NIATPUMKY

Pucynox 1.3 — Ipunyun xpayoghanouney

e HudpoBi npoayxkru. Hampuknan, xmapHi miaTGopMu uisi MEHEHKMEHTY,

HaBYaHHS, KoMyHikamii Tomo (Bigx Duolingo mo Slack). Bonum wacto

INOMIUPIOIOTHCA 3a TMCPCAINIATHOKO MOJACIUIIO, YH IMPOIIOHYKOTH TUIaTHUMN

dbynkuionan (puc. 1.4).

OdbopmneHHs Xmapa
nianucku /
peecTpauis
.
)
PerynapHui
nnarix
KopuctyBay : Ludpoea nnatpopma
(nianucka) / Saas

(H.p., Slack, Duolingo)

HapaHHA MUTTEBOrO AOCTYNY A0 CepBicy Yepes xmapy

Pucynox 1.4 — I[punyun pobomu yugposux npooykmis
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Iocnyrm ongaiiH. Becbh cHoekTp cepBiCiB, SKI MOXHa 3alpOINOHYBaTU
NOTEHIIMHUM KiieHTaM B Mepesxi. Big Uber 1o 3aMoBIIeHHS MM Yepe3 A0/1aTOK

HalOIMXKYOro 10 Bac pecropany (puc. 1.5).

_._ Kowmicis
g N\
P Mowyk Ta
3anuTt nocnyru NpU3HaYeHHs
Yyepes A0AaToOK

s BUKOHaBLA

i

IHpopMyBaHHSA MigTBEpPOXXEHHSN
KnieHTa rOTOBHOCTI
Mnatgpopma- BukoHaBelb
B — arperatop . — nocnyru
" (H.p., Uber, Glovo App) _ (H.p., Driver, Courier,
T ABTOMaTWYHa onnara Bunnara 3apo6iTky Restaurant)
yepes [0[aToK BUKOHaBL{O i

HapaHHa nocnyru odnaiH

Pucynox 1.5 — IIpunyun pobomu cepsicy ounaiin nociye
E-commerce po3ausitoTh Ha NHIICTh OCHOBHMX BHJIIB 3aJICKHO BiJ] B3aeMOIl

CTOpIH: KJIIEHTIB, O13HeCy Ta aaAMiHICTpaliil. BunamMu Ta THmamMu eneKTpOHHOI KOMEpIIii

€.

B2B — enexkrponna xomepiiis s 0i3Hecy. Lle pi3HOBUA €neKTPOHHOI KOMepIii,
KU TIpaloe 3a mpuHimnoM "Bim Oi3Hecy - 0Oi3necy" (Business-to-Business).
To6T0, 32 TOMOMOTOIO0 A1KUTAITY OJHA KOMIIaHIs HaJla€ CBOi OCTYTH abo ToBapu
1HII1M KOMTIaH1i, a He pO3/IpIOHOMY CIOXKHBAYEBI.

B2C - enekTpoHHa KoMmepilis s croxuBada. Hapasi momens Business-to-
Consumer (B2C) — e HaWmmommpeHIimmiA BUI €ISKTPOHHOI Komepiiii. B Takii
MOJIeNli KOMIIaHIS HaJa€e CBOi TOBapH, MOCIYTHM Ta CEpBICH Oe3mocepeaHbo
po3ApiOHOMY CHOXKMBauyeBl. BUIbIIICTh MOMYJISIPHUX OHJIAWH-pUTEHNEPIB (BiA
Amazon, no Rozetka), migmagarors mig karteropiro B2C, mpoparoum ToBapu
mmpokomy 3arainy. OctaHHIME pokamu B TuiommHy B2C iy Th HaBiTH BUPOOHUKH.
Hanpuknazn, Nike npoaae cBoi KpOCIBKM MpsIMO Ha O(IL[IHHOMY CaidiTi, OMUHAIOUN
puteiiepiB. Bynb-akuii KOpUCTYBa4 MOXE 3aMOBHUTH cO01 Mapy 0e3mocepeiHbO0 y

BUPOOHUKA.
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o C2C - enexkTpoHHa KOMEpINS MK crmoxuBadamu. lle Momens eIeKTpOHHOI
KOMepLii, B MeXax SIKOi OJMH CIOKMBay MPOJAE IIOCh IHIIUM CIIOKHBAYaM,
Matoud 3 HUMHU piBHUHM craryc (Consumer-to-Consumer). Taka monenb mMoxe
CTOCYBaTHUCS W HaJaHHS MEBHUX MOCIyr abo cepsiciB. [Ipukman Takoi komepiii
MO’KHA 1Mo0aynTH Ha mopTanax Ha kmranT eBay ta OLX. KopuctyBaui MoxyTh
BUCTABIISAITU HA MPOAAX MPAKTUYHO Oyab-iKi TOBAapH, 3HAXOJUTU TOKYIILIB 1
3aKpUBaTU Yrojau. SIcHa pid, BUPOOHWUKM W TMOCTAYAIBHWKW B IIEM MpoIec He
3aJTy4eHl.

e C2B — enexkTpoHHa KOMEpIIis Bij criokuBauya 10 Oi3Hecy. Lle dakTuuHO mpsma
npotusiexHicTh B2C, OCKUIBKM B I[bOMY BHUMAJKy BXKE CIOKMBAau HAJA€ TEBHI
ToBapu Ta mocayru Oi3Hecy (Consumer-t0-Business). HalinpocTimmuii mpukia;
MaiicTep CTBOPIOE MEBHY XEHA-MENJ NpOAyKUI0 (Hexail me OyayTh MIKIPSHI
OpacieTn) Ta MPOIOHYE IX Ha MPOJaK pUTEHIepaM Yu OHJIalH-TuIaTGopMam Ass
NOIaJbIIOTO TTpojaxy. [{o i€l sk kaTeropii MOKHa BITHECTH 1 HaJIaHHSI ITOCIIYT Ha
¢pinanci. Taki miardopmu sik Upwork ta Fiverr 103BoJisit0Th MpUBaTHUM 0cO0am
MPOIIOHYBATH CBOi MOCIYTM KOMEPIUIMHUM KIII€EHTaM: BiJ] KOMIpAaWTUHTY Ta BeO-
JU3aitHy, 10 BIIECOMOHTAXY.

e B2A - 6izHec-aaminicTpyBanHs. Mogens B2A (Business-to-Administration) a6o
B2G (Business-to-Government) nogiona B2B. Aue y 11 mexxax 0i3Hec Haaae CBOI
ToBapu a00 TOCIYyTHM HE IHIIMM MIJNPUEMCTBAM, a JACP’KABHUM YCTAaHOBAM.
Enextponna komepritis B2A — 11e nep:kaBHI TeHACpHU Ha OHJIAWH-MalIaHINKAX;
KOHTPAKTH Ha MOCTAa4aHHS TOBAPIB/TIOCIYT JUIsl YPAJOBUX YCTAaHOB Ta MICHEBHUX
aJMIHICTpallii; MOCIyIH EJEKTPOHHOTO YpsAIy Ta IOB f3aHlI 3 HUMH OHJIAHH-
TUTATEX1 TOMIO.

e C2A — enexTpoHHA KOMEPIIiS MiX CIIOKMBavyaMHU Ta aaMiHicTparieto. [Toku mo He
Ay’K€ MONYJIAPHUN THUIl €JIEKTPOHHOI KOMEpIIi, SKUW BKJIIOYAE TPAH3AKIII MIX
KOpUCTYBa4aMH Ta oOpraHamu JjepxkaBHoro ympasiiHHg (Consumer-to-
Administration). Hanpuknaz, 3anuc Ha mpuiiom 70 JiKaps Ta oriaTa MEIUYHUX
nociyr, (OpMyBaHHS TMOJATKOBUX JEKJIapallii Ta BIIMOBIMHI TUIATEXI,

IUCTaAHIHE HaBYaHHS TOLLIO. 3araigom C2A-Moenb BUXOIUTH 3a
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MeX1 BUBHAUYCHHS EJICKTPOHHOT KOMEpIlii, aJke Mae€ IMOTEHIal PEBOJIOIIAHO
3MIHUTH B3a€EMOJII0 MDK TpoMajsHaMu Ta JepxkaBorw. B VYkpaiHni 3 Takumu
dopmaTamu cpborogHi excnepumentye Ta 3k “[is”. Hampuknax, y nomatky
Minmudpu Bxxe ChOroJIHI MOXKHA cIutagyBatw mrpadu [1].

IlepeBaru eJieKTPOHHOI KOMePIIil:

I'mo6amizanis. ['eorpadiuni oOMeKeHHS BIACYTHI, a OTXKE BU 3MOKETE NMPOJAABATH
CBOi TOBapu Ta MOCIYTM MOKYIISAM 3 Maibke OyIb-sikoi KpaiHu cBity. Tak,
HaNpUKJIaja, npamoe Amazon, eBay, Aliexpress Ta iH1Ii.

30uTbIIIeHHST TPOJIAXKiB. SIK HE KpyTH, MpoTe oiaiiH y BaIll Mara3uH 3aBITAIOTh,
npunycTumo, 30 KITI€HTIB 3a JIeHb, a OHJIAMH CTOPIHKY 3 TOBapaMU MOXKYTb
neperasHyTa i 100, i1 200, i Oinblue monaei 3a 100y. 1o Ounblie KoprcTyBayiB
PO Bac 3HATUMYTh, TO OUIBIIE BU 3MOKETE MPOIABATH.

Exonomiss xomriB. OpeHJa NpUMIIIEHHS, BHHAM MepcoHaly, 3aKyIiBIIA
oOjamHaHHS — yce Ile KOIITye 4YMMao. EJeKTpoHHa KOMepIis I03BOJIsE
36KOHOMHTH, aJUKe JUIs 3amycKy Ol3Hecy OHJIaiiH MOTpiOHO JMIe, HalpHUKIal,
CTBOPHUTH CTOPIHKY B Instagram (6e3miaTHO), BUKJIACTH (OTO 1 BIIEO TOBapy, a
TaKOX 3a MOTPeOH 3aIyCTUTH PEKIIaMy.

[IpumBuAmeHHs npouecis. B iHTepHET! BCl mpoliecu (oruiaTa, BIANOBIAb KIIIEHTY
Yy 3MIHA I[IHHUKIB) BiJI0YBAIOTHCA IIBUIIIE: MOKHU JIFOJMHA JiHJIe Y Balll Mara3uH
odaliH 111 yTOYHEHHS JTAaHUX, 1HIINH KOPUCTYBA4 OHJIAMH BCTUTHE M BIIMOBIIH
OTpUMaTH, i 3aMoBJIeHHs oraTuTH. 1[0 mBuIIe IpoIiecH, To OiIbIIe MPOIaXKiB.
Amnanmi3z nanux. Yepe3 CRM-cuctemu un BOyqOBaHy aHalITUKYy Ha caiTax 1 B
coIMepexax MOXKHa JII3HATHCS, K1 JIFOIU IIKaBJISITHCS TOBApOM (BiK, CTaTh, KpaiHa
TOILI0), HA SIKMX €Tanax MpoJa)K 3pUBAETHCS, SIKI MPOAYKTH KYIyIOTh YacTille Ta
Oarato iHmoro. lle momomoxe mpoBecTd poOOTY HaJ MOMHJIKAMH, TOKPALTUTH
013HeC 1, 3HOBY X TaKH, MPOIaBaTH OLIbIIIE.

[TokpamieHHs: KJI€HTCHKOro JOCBiy. Hikul LIHM HAa TOBAapW/TIOCIYTH 3aBJASIKU
CKOPOYEHHIO BUTPAT, IOCTYMHICTh 24/7, OnepaTUBHICTH BIAMOBIACH Ta MPUHUHATTS
OHJIaH-OIUIATH M1ABUILYIOTh JIOSUIbHICTb KIIIEHTIB, POOJISITH LIOMIHT KOM(OPTHUM

1 CIIPUSIOTH 301JIBIIEHHIO MPOAAXKIB.
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Henosiku eJ1eKTPOHHOI KOMePii:

E-commerce mae it cBOi HEAOMIKH, 5IK1, 10 pedl, HE 3YIUHAIOTh OXOUUX PO3M0YaTH

6i3HeC y Mepexi. JJimmMoch TOJOBHUMH HEAOTIKaMHU EIEKTPOHHOI KOMEPIIii:

e BHCOKAa KOHKYPEHIIIS;
e HHU3bKa JOBiIpa KJIIEHTIB O HOBUX OI3HECIB Uepe3 PO3MOBCIOKCHHS IIaxpaicTBa

B MEPEXI;

e PW3UK BIJICYTHOCTI MPOJAXIB dYepe3 IMOraHWi MapKeTUHTr (JOBT1 BIAIOBII,
3aTPUMKH BiIIPaBIECHHS TOBAPY TOIIO);

e 3AJEXKHICTH BiJ] CTA0LTLHOTO IHTEPHETY Ta HAIBHOCTI €JIEKTPOCHEPTT;

o PHU3HK XaKEPChKUX aTakK, 3JaMaHHS aKayHTIB UM KPaJ>KKU MEPCOHAIBHUX JaHUX;

e MOXJIMBI 3001 Ta TEXHIYHI HEMOJAJAKU B pOOOTI 3aCTOCYHKIB, CAlTIB YA OHJIAMH-

OaHKIHTY;

e HEOOXINHICTb «HTH B HOTY 3 4YacoM» 1 MOCTIHHO MOKpAallyBaThd MAapKETHHT

KoMmmaHii [2].

OTxe, eneKTpOHHA KOMEPIIisl ChOTOAHI € PYHIaMEHTaIbHOIO CKIIAJ0BOIO
ro0anpHOi eKoHoMIKHU. 1le ckagHa ekocucTema, M0 OXOIUIIE PO3APIOHY TOPTIBIIIO,
¢biHaHCOBI MOCITYTH, IPOMIIHUITIHT, KpayI(haHIUHT Ta B3AEMOJIIIO 3 IePKaBHUM
cexktopoM. KittouoBo1o 0coOIMBICTIO 1Hi€] rays3i € BIACYTHICTh reorpadiuHux 0ap’epis
Ta MOKJIMBICTh MacIITa0yBaHHs Oi3HeCy 0€3 3HAUHUX KalliTaJOBKJIAJEHb B OPEHlY
(b13MYHUX TPUMIIIEHD.

PizHoMaHniTHICTE MOJIeel B3aeMoii — BiJ kiacuunux B2C (6i3Hec-KIIi€HT) Ta
B2B (6i3nec-6i3Hec) 1o HOBITHIX C2A (KITE€HT-aqMIHICTpAIlisl) — CBIAYUATH PO TIHOOKY
1HTerpaiiro MuppoBUX MPOIIECIB y MOBCIKACHHE XUTT. [lepeBaru y BUrisii
aBTOMAaTHU3allli, 1€TaTbHOI AHAJITUKH JTaHUX 1 IIBUAKOCTI OOCITYyrOBYyBaHHS
6e33anepeuHo poOsTh €-COMMENCe MepCrneKTUBHUM BEKTOPOM PO3BUTKY IS

CydacHoOro Oi3Hecy.
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1.2 Buau 1aHuX eJIeKTPOHHOI KoMepIii

1.2.1 llepcoHasbHi 1aHi KOpUCTyBaya

[Tepconanbho inenTudikoBana iHpopmairis (PII) cTaHOBUTH OCHOBY KIII€EHTCHKOI
0a3u Oyab-sSKOro OHJIaH-puTeiiepa. Jlo i€l kareropii HajaexaTh JaH1, IO TI03BOJISIOTh
npsiMo abo orocepeaKoBaHo 11eHTU(IKYyBaTU (Pi3UUHy 0CO0Y.

o Ilpsmi imentudikatopu: [loBHe im's, ¢i3uyHa agpeca JOCTaBKH, ajapeca
€JIEeKTPOHHOI MOIITH, HOMep TeiaedoHy, MacmopTHi JaHi (y BHUIAIKY
TPAHCKOPIOHHOT TOPTiBI1 a00 KPEAUTYBAHHS).

o Iludposi inentudikaropu: IP-aapecu, daitnu cookie, ineHTHDIKATOPH MOOLITHFHUX
npuctpoiB (Device ID), reosokarniiiti 1aHi.

o IloBeninkoBi nani: IcTopist meperisaiB, COUCKA OakaHb, NMATEPHHU KYIIBEIBHOI
aktuBHOCTI. 3rimHo 3 GDPR, mi gaH1 TakoX HianagaroTh IMiJT 3aXHCT, OCKUIBKH
JI03BOJISIIOTh CTBOPIOBATH JIETANIbHI MPOQiial OCOOMCTOCTI I TapreTOBAHOTO
BILIMBY [3].

Brpara PII Hece npsimi pusuku kpaaikku ocoductux gaHux (Identity Theft) ta
COIIJIBHOI 1HXEHEPil MPOTH KITIEHTIB, a JUIsi KOoMmaHii — 3arpo3y mTpadiB Bif

PEryJSITOpiB Ta BTPATy JIOSIBLHOCTI.

1.2.2 Ilnarizkui Ta gpinancoBi nani

Ile HaiOimBII YyTIMBA KaTEropis JaHUX, 0OpOOKa SKOi CYBOPO PETYIIOETHCS
crangapTom PCI DSS. Bona noauisieTbCst Ha 1Bl KPUTHYHI MIATPYTIH:

o Jlani Bnacuuka kaptku (Cardholder Data — CHD): OcHoBHUII HOMEp paxyHKY
(PAN), iM'a BnacHuKa KapTKH, TEPMiH 1ii, koJ oOciayroByBaHHs. L{i maHi MOXYTh
30epiraTucss B CHCTEMi NPOAABI, aje BHUKIIOYHO Y 3aXHUINEHOMY BHUTIISAII
(3amudpoBaHoMy a00 TOKEHI30BAHOMY ).

o Kpurnuni aBrenTudikariiiai gani (Sensitive Authentication Data — SAD): IToBHi
JaHl  Mar”iTHoi  cMmyru  abo  uyMma,  KOJM  TEpEeBIPKH  KapTKU

(CAV2/CVC2/CVV2/CID), PIN-komu. Cramgaptr PCI DSS xareropuvno
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3a00poHs€e 30epiraHHs IUX JaHUX MICIS 3aBEPIICHHS aBTOPHU3AIll TpaH3aKIIii,
HaBiTh y 3amudpoBaHoMy BuUIAlL. [lopyiieHHsT 11i€i BUMOTHM € OJHIEIO 3
HAWTTOIIMPEHIIINX MPUYUH KOMIIPOMETAIII] IJIATHKHUX crcTeM [4].

[TnaTi>kHi qaHi € HaWOUTbII Oa)KaHOIO MIIICHHIO JUIS KiOSP3JOYHMHIIB, OCKLIBKU
MO>KHa 6e3mocepeIHbO BUKOPUCTATH IS

HECaHKI[IOHOBAHMX IJIATEXKIB Ta KPai’KOK KOIIITIB,;

MPOJIaXKy Ha YOPHOMY PUHKY (3aTbMapeHl pUHKH Ta (HOPYyMH);

BUJIa41 KPEAUTIB BiJl IMEHI KEPTBH,

BHUKOPHUCTAHHA Y CXCMax BiI[MI/IBaHH}I I’pOI]IGfI.

1.2.3 Komepuiiini 1ani Ta 0i3Hec-J10rika

YacTo HeJOOLIHEHUH acleKT 0e3MEeKU — 3aXUCT BJIaCHE KOMEPLIMHOI 1HpopMallii,

SKa CTAHOBUTH 1HTEJIEKTYaJIbHY BJIACHICTh Ta KOHKYPEHTHY MepeBary KOMIIaHii.

[{inoBi anroputmu Ta cTparerii: [luHaMiyHl Mozeni IIHOYTBOPEHHS, OMNTOBI
paic-TMCTH, MapKUHAIBHICTh TOBapiB. BuTik 11i€i iHpoOpMmarliii 10 KOHKYpEHTIB
MO’K€ TIPU3BECTH IO BTPATH PUHKOBOI YACTKHU.

JlaH1 mpo 1HBEHTap Ta MOCTaYaJbHUKIB: PeaslbHl 3aquIIKyM Ha CKJIaJax, YMOBH
KOHTPAKTIB 3 MOCTa9aJIbHUKAMH, JOTICTHYHI JaHIIoTH. [Hhopmallis mpo aedimuT
TOBapiB MOKe OYTH BUKOPUCTAHA JJI1 MAHIMYJISIIA pUHKOM a00 aTak Ha JAHIIOTH
MOCTaYaHHS.

MapketuHroBi rianu: YepHeTKH KaMIiaHii, HeomyOJaiKOBaH1 MPOMOKO/IH, TJIaHU
3allyCKy HOBUX MpoAykTiB. llepeauacHe posrosomieHHS (HaNmpHKIag, Yepe3
HEMPaBWJILHO HAJAIITOBAHI MpaBa JOCTYMy A0 "BHYTPIIIHIX" TOKYMEHTIB) MOXKE
3ipBaTH MapKETUHTOBY cTparerio [5].

Burik koMepuiiiHoi iH(hopmarlii Moke MPU3BECTH J10:

BTPAaTH KOHKYPEHTHOI epeBary;

NaJ{IHHS BAPTOCT1 KOMITaH1i HA PUHKY;

BTPaTH KJIIEHTIB HA KOPUCTh KOHKYPEHTIB,;

MaTepiabHUX (PiHAHCOBUX 30UTKIB.
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1.2.4 CucTeMHi JIOTH Ta )KypPHAJIH AyIUTY

Jloru € "mudpoBuM ciiom" GyHKIIIOHYBAaHHS CUCTEMHU, KPUTUYHO BaXKIJIMBUM JJIs
BUSIBJICHHS 1HITUACHTIB Ta MPOBEICHHS KPUMIHATICTUYHOTO aHali3y (forensics).

o Tpanzakuiiini soru: 3anvcu 1po (HIHAHCOBI oOmepallii, CTaTyCH 3aMOBIICHb,
BIIMOBIAl TUIATDKHUX MUTI031B. BOHM 3a0e3medyroTh MUTICHICTH (hiIHAHCOBOT
3BITHOCTI.

o Jloru Ge3nexu: 3anucu mpo HeBAadl crpoOH BXOJy, OJOKyBaHHS Ha (haepBoJIl,
3MIHU MPUBLIEIB JOCTYIy, CIIPAIlIOBaHHS CUCTEM BUSABIICHHS BTOprHeHb (IDS).

o Aymutopcebki cniau (Audit Trails): XpoHosoriuai 3anycu i aaAMiHICTpaTOPIiB Ta
KOPHUCTYBauiB (XTO, KOJIH 1 I110 3MIHUB Yy HaJJAIITYBaHHAX cucTeMu). Lle ocHoBa 11
3a0e3MeyeHHs M I3BITHOCTI Ta HEBIJIMOBHOCTI [6].

XKypHany MaroTh KPUTHYHE 3HAYCHHS JIJIS:

—  BHUSIBJICHHS Ta PO3CIIyBaHHS 1HIIUJICHTIB OC3IICKH;

~ ayJWTy Ta BIAMOBITHOCTI HOPMATHUBHUM BUMOTaM;

~ BIJIHOBJICHHS JJaHUX Ta OMepalliil micis 1HIUICHTIB;

~  KpPUMIHAJIBHOTO PO3CIiyBaHHS y pa3i 3JI0YUHIB.

1.2.5 Mogaedi Ta piBHi kiaacudgikamii 1Tanux

Knacudikarnis ganux — 11e npoiiec ynopsiiKyBaHHs JaHUX 3a PI3HUMU KaTEropisiMu
BIJIMOBITHO /0 iXHBOT YyTIAUBOCTI. BoHa € 00OB'A3KOBOIO ISl JEKUTBKOX CTaHIApTiB
HOPMAaTUBHOTO JOoTpuMaHHs, Takux sk HIPAA (3akoH mnpo MOOUIBHICTE Ta
BIJIOBITAIbHICTh MearuHOro ctpaxyBanHs), SOX (3akon Capoeitaca-Okcni) Ta GDPR
(3aranpHUI perslaMeHT MPO 3aXUCT JIAaHUX).

Yotupu OCHOBHI TUNW Kiacudikamii AaHUX — 1€ MOyOdiuHi, NpUBATHI,
KOH(11eHLIiHI Ta oOmexeHi (Tabn. 1.1). OnHak opranizaiisi MOXK€ MaTH IHILII PiBHI

kJacuikarli 3aJIe)KHO BiJ] CBOIX BUMOT.
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Ta6mmis 1.1 Mopeni Ta piBHI Kinacudikalii JTaHux

PiBeHn BusHauenns ta [Tpuknaau nanux B | HeoOxiaH1 3axoau

Kiacudikarii BILIVB E-commerce Oe3nexu
PO3TOJIOLIECHHS

Pisens 1: I[1yOmiuni | [Hpopmaris, Karasor ToBapis, 3axucT UIITICHOCTI

nawi (Public)

MpU3HAYCHA IS
BUJILHOT'O
MOIITUPEHHS.
Posronomienus ne

HECe PU3HUKIB

MapKEeTHHTOB1
Marepiajiu, mpec-
pemi3u, myOIivHi
yMOBHU 0(hepTH,
KOHTaKTHa
iH(bOopMarris

CIIyOH MiATPUMKH

(n1s 3anoOiraHHs
nedeicy cairy).
JlocTynHICTh
(CDN).
[udpyBanus HE
BUMAara€ThCs IS
YUTaHHS, aJie

HEeOOX1aHE IS

aJAMIHICTpYBaHHS
PiBens 2: [ndopmartis s BuyTpinHi Kontpons gocrymy
BryTpimmHi gaxi CITyK00BOTO MOJTITHKH, (ACL),
(Internal) KOPHCTYBaHHSI. JOB1THUKH aBTCHTH]IKAITis
Posronomenns CHiBpOOITHHKIB, CHIBPOOITHHKIB,
MO’KE€ COPUYUHHUTH | YEPHETKU MPOEKTIB, | pe3epBHE
HE3HauHI BHYTPIIIHSA KOIIIOBaHHS
ornepauiiiHi KOpIIOpaTUBHA
HE3PY4YHOCTI abo nepenucka,
penyTariitHi THCTPYKIT 115
BTpaTu nepcoHary
Piens 3: UyTtnuBa [lepconanbhi nani | lludpysanns npu
Kondinenmiitai iH(popMmaris, kiientiB (PII), nepenadi (TLS) ta
nawni (Confidential) | posrosnomienns sikoi | icTopis 3aMOBIIeHB, | 30epiraHHi.

1110)7163: 1591 (9 ()

(b1HaHCOBUX BTpaT,

JeTajai KOHTPaKTiB
3

ImocradyajJlbHHMKaMU,

CyBopuii KOHTPOJIb
JOCTYILY.

baratodakropHa
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mrpadiB abo

BTpATU KJIIEHTIB

(iHaHCOBI 3BITH 10
nyouikarii, CRM-

JaHi

aBTEHTU(DIKAITIS
(MFA). JloryBauus

JTOCTYITY

Pisenn 4:

Kputnuno Baxxnnsa

JlaH1 KpeTUTHUX

Bukopucranns

OOmesxeHi 1ani iHpopmaris. Butik | kaprok (PAN), HSM (anapatuux

(Restricted) NPU3BOJIUTH 10 Kkpunrorpadiui MOJTYJIiB O€3IeKn).
KaTacTpopiIHUX KJTFOU1, TTapoJIi MakcumainbHaa
HACJI/IKIB, aJAMIHICTPaTOPiB, 130JIS11151 MEpEexi.
KPUMIHAJIBHOT BUXIJHUH koA siapa | EdemepHuit noctyn
BINIOBIMaIbHOCTI, | cucTeMu, Meauuni | (Just-in-Time).
MacoBux mrpadiB | gaHi (SIKIIO Haiipumi

3aCTOCOBAHO) CTaHIAPTH
mudpyBaHHS

Knacudikauis He € pa3zoBoro gieto. CyyacHi CUCTEMH BHKOPUCTOBYIOTH
METOJIM aBTOMAaTH30BaHoi Kiacudikaiiii Ha ocHoB1 BMicTy (Content-based) Ta koHTEKCTY
(Context-based). Hanpuknan, DLP-cucremMun MOXyTh CKaHyBaTh 0a3y JgaHuX a0o
(paiinoBe CXOBHUILE, BUSBIISIOUN NATEPHU HOMEPIB KPEIUTHUX KAPTOK a00 KJIFOYOBI CI0Ba
("Koudinenmiitno", "J{orosip") i aBTOMaTHYHO MPHUCBOIOBATH BIAMOBIIHI MeTagaHi

(Tern), SKI TMOTIM 3YUTYIOTBCS CHCTEMaMM 3aXHCTy [JIi 3aCTOCYBaHHS TOJIITHK

mdpyBaHHs [7].

1.3 Bumoru a0 0e3nexu

Tpanuuiiina Ttpiaga iHdopmaniiinoi Oesneku CIA (Confidentiality, Integrity,
Availability) € HeoOXxinmHuMM, ajne HEAOCTAaTHIM O0a3uCcoOM ISl CyYaCHUX CHCTEM
enekTpoHHoi komepiii. Crnenudika OHIAWH-TOPriBII, € CTOPOHU YACTO HE 3HAHOMI
0CcOOMCTO 1 YKJIaAalTh (PIHAHCOBI YroJM JUCTAHIIINHO, BUMAarae po3IMIMPEHHS MOJEI
JIBOMa JTOAATKOBMMHU cToBmamu: ABTeHTHuHICTIO (Authenticity) Ta HeBimMoBHiCTIO

(Non-repudiation).
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1.3.1 Kondinenuiitnicrs

Konoginenmiiticts rapanrtye, mo iHpopmarllisi AOCTyMHA JHIIE aBTOPU30BAHUM

cy6'exktaM. B e-commerce 11e o3Havae 3axuct PII ki1ieHTIB Ta KOMEPIIHHUX TAEMHUIID BiJT

HECaHKIIIOHOBAHOT'O JJOCTYITY.

3arpozamu MOXyTh OyTr: SQL-iH'ek1ii, mepexoreHHs Tpadiky B HE3aXUIICHUX

mepexax (Man-in-the-Middle), incaiiaepchbki 3arpo3u (CriBpoOITHUKH, 10 KpaayTh 0a3u

KJIIE€HTIB), (D13MYHA KPaJII’KKA HOCIIB.

MexaHi3Mu 3a0e31edeHH KOH(I1ASHIIIMHOCTI:

e [udpysanns npu nepeaadi (in transit):

Bukopuctanusa npotokony HTTPS/TLS nns xomyBaHHS BCiX AaHHUX, IO
MEPEIAIOTHCS MIXK KIIIEHTOM Ta CEPBEPOM,
ceprudikatu SSL/TLS 3 MiHiManbHOIO cuioro 256-01t;

000B's13k0Be MU(PYBaHHS AJIsI BCIX CTOPIHOK, IO MICTSTh Yy TJIMBI JaHI.

o [lludpysanns npu 30epiranHi (at rest):

3acTocyBaHHs anropuTMiB mudppyBanas (AES-256) i turaTiKHUX JTaHUAX Ta
nepcoHanbHO1 iH(popMalii y 6asi faHux,

30epiraHHs KJIIO4iB MU@pPyBaHHS OKpEeMO Bij JaHuX (y cUCTeMax yNpaBliHHS
KJIFOYaMH);

30epiraHHsl MapoJiB HE Y BUIBHOMY TEKCTOBOMY ¢GopmaTi, a y BUIIISIL

kpunrorpadiuaux xemris (berypt, Argon2).

e Kontposs noctyny (Access Control):

PO3MEKyBaHHS IpaB JOCTYIy Ha OCHOBI poseir kopuctyBadiB (RBAC — Role-
Based Access Control,

peanizauis npuHIUNy "HaiimMeHmmx npusineiB" (principle of least privilege) —
KOPUCTYBa4 OTPUMYE TUIBKH TOW MIHIMyM TIpaB, SKUH HEOOXITHUW IS
BUKOHAHHS CBOIX (DYHKIIIH;

nBoakropHa aBteHTHdikamiss (2FA/MFA) nns BXomy B aaMiHICTpaTUBHI
MaHe:l,

JIOTYBaHHS Ta MOHITOPHUHT BCiX CIIPOO TOCTYIy A0 KPUTUYHUX JTAHUX.
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e Po3auieHHsa JaHUX:
— apXITeKTypHE PO3JUICHHS JaHUX KOPUCTyBayiB, 100 MIHIMI3yBaTH BILIUB
BUTOKY OJIHI€T1 YACTUHU CUCTEMH,
— BUKOPUCTAHHS TOKEHi3allll MUIATLDKHUX JaHuX (ITUIaTiKHA CHUCTeMa OTPUMYE

JIMIIE TOKEH 3aMiCTh CIPaBXHBOTO HOMepa Kapth) [8].

1.3.2 HisicHicTh

[imicHicTh 3a0e3mnedye TOYHICTh, MOBHOTY Ta JOCTOBIPHICTH JaHUX MPOTATOM
YChOTO iX dKUTTEBOTO IIUKITY, 3aXUIIAI0OUH Bl HECAHKI[IOHOBAHUX 3MiH.
3arposu:

e wManinynsamis napamerpamu  (Parameter Tampering): ATakyroduuii  3MIHIOE
npuxosane nosue popmu HTML a6o mapamerp URL, 1106 3MiHUTH LIHY TOBapy 31
100$ na 1$ mepen BinmpaBkoro ¢popMu Ha cepBep;

e araku Ha JaHmor mnoctadaHHs (Supply Chain Attacks): BripoBamkenns
IIK1IJIMBOTO KOJIy B CTOPOHHI 010y10Tekn abo ckpuntu (Hampukian, Magecart),
AK1 3MIHIOIOTh IJIATLKHY (opMmy "Ha JbOTYy", MEpexoruiiouu AaHi 0e3 3MiHU
BUJUMOT pOOOTH CaNTy.

MexaHi3Mu 3a0€3MeUeHHS IITICHOCTI:

e Kpunrorpadiuni xemnri Ta mudpoBi miAMUCH:

— BukopuctanHs xem-¢yHkmii (SHA-256, SHA-512) nns renepyBaHHA
KOHTPOJIbHOT CYMH JIaHUX;

— IpHU 3MiHI HaBITh OJJHOTO CUMBOJIY y JAHUX — X€II 3MIHIOE€ThCS, IO J03BOJISIE
BUSIBUTH MOJIU(]iKaIlio;

— mudpoBl MIAMUACA 3 BUKOPUCTAHHSIM AaCHUMETPUYHOI KpunTorpadii mms
M1TBEPPKEHHS TOXO/[KEHHS Ta [UIICHOCT] KPUTUYHUX OTIEpallii.

e MexaHi3MH TpaH3akiii y 0a3i 1aHUX:

— ACID BnactuBocti (Atomicity, Consistency, Isolation, Durability) mms

3a0e3IIeYeHHS KOPCKTHOI'O BUKOHAHHA onepauiﬁ;
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— Bigkar omepamiii (rollback) y pasi momusku, o6 yHHUKHYTH HETIOBHUX 3MiH
JaHUX;
— OJIOKYBaHHs 3allMCiB MijJ 4ac pejaryBaHHs, 1100 3amoOirTd KOHQIIKTaM Mpu
OJTHOYACHOMY JOCTYIII.
e KoHTpoib Bepciii Ta pe3epBHE KOIIFOBAHHS:
— BEJCHHS 1CTOPIl 3MIH JUIsi KPUTUYHUX JaHUX (XTO 3MIHHB, KOJH, IO Oyio
paHiuie);
— IIOJICHHE pE3epBHE KOIIIOBAHHS [IJII MOJKJIMBOCTI BIJIHOBJICHHS TP
3pyiHyBaHHI JaHUX;
— MeXaHI3MU MePEeBIPKH IITIICHOCTI pe3EPBHUX KOITIM.
o KypnamoBaHHS Ta ayJIUT:
— 00OB'sI3KOBE JIOTYBaHHS BC1X MOJU(DIKAIIN KPUTUUHUX JAHUX;
— HEnepeBIPeHi KypHAIH ayJuTy, K1 HEMOXJIMBO BUAAIUTH a00 3MIHUTH 3aHIM
YHUCIIOM;

— (opMyBaHHs 3BiTiB PO CYNEPEUHOCTI y maHux [15].

1.3.3 JocTynHicTh

JIoCTymHICTh TapaHTye, M0 aBTOPU30BaHI KOPHUCTYBadl MOXKYTh O€3MEepenIKoIHO
OTPUMYBATHU JOCTYI JI0 MOTPIOHUX JAHWUX Ta CUCTEM y TOM 4Yac, KOJH iM 11€ MOTpiOHO.
Cuctema He TOBUHHA OyTH HEJIOCTYIHOIO Yepe3 3001, aTaku a00 HABMHUCHE OJIOKYBaHHS.

3arpo3u:

o DDoS-araku: [lepennoBHeHHs kKaHaIIB 3B's13Ky a00 pecypciB cepBepa napa3uTHUM
TpadiKoMm;

o araku Ha Oi3Hec-noriky (Denial of Inventory): Bukopuctanuss 0oTiB s
J0JJaBaHHS TOBapiB y KOMIMK O€3 Hamipy KyMUTH, IO NPU3BOAUTH OO iX
"OpontoBaHHs" 1 cTaTycy "Hemae B HasIBHOCTL" i peanbHux nokyniis (Inventory
Hoarding);

o Ransomware: [lludgpyBanus 1aHux BipycaMu-BUMarayamm.

Mexanizmu 3a6e3me4eHHs JOCTYITHOCTI:
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Apxitektypa Bucokoi qoctynHocti (High Availability):

— Ppe3epBHI cepBepH Ta peIuTiKallis JaHUX Ha KUIbKa (DI3UYHUX MICIIb;

— OanancyBanHsa HaBaHTaxeHHs (Load Balancing) mist po3nosiny 3amuTiB MiXK
KUJIbKOMa CepBEpaMu;

— aBroMaruuHe nepemukanss (failover) y pasi BiAIMOBU OJHOTO CEpBEpa;

— crpareris «hot standby» — pe3epBHi cepBepH MOCTIHHO TOTOBI 10 MIBUIKOTO
TIePeMHUKaHHSI.

3axuct Big DDoS (Distributed Denial of Service) aTtak:

— BHUKOPHCTaHHA criemianizoBaaux DDoS 3axucHUX cepricis,

— oOMexeHHs yacTOTH 3anuTiB (rate limiting) Bix oxHiei IP anpecu;

— Ppo3mi3HaBaHHS Ta OJIOKYBaHHS IT1103pUIMX MAaTePHIB TpadiKy;

— wMacmTaboBaHa 1HPPACTPYKTypa, SKa MOXKE MIBUAKO 30LIBIINTUH MOTY>XHICTh
IIPY MKy HAaBAHTAKCHHS.

Pe3epBHe komitoBaHHs Ta aBapiiiHe BigHoBIeHHs (Backup & Disaster Recovery):

— peryisipHe pe3epBHE KOMiIOBaHHS (II0JIEHHO a00 KiJbKa pa3iB Ha JICHb);

— 30epiraHHs pe3epBHUX KOIii B reorpadiuyHo BiIJIaJICHUX MICIISX;

— TECTYyBaHHS MPOIIEAYP BiTHOBJICHHS MOKBAPTAILHO;

— RPO (Recovery Point Objective) — makcuMaibHa KUTbKICTh JaHUX, SIKI MOXKYTh
OyTH BTpaueHi (Jisl e-commerce peKOMEHy€eThes < 1 TOJIMHN);

— RTO (Recovery Time Objective) — makcumallbHUH Yac, HEOOXITHUH IS
BIJIHOBJICHHSI CUCTeMH (JIJ1s1 e-commerce < 4 ToauH).

MOHITOpPUHT Ta yIpaBiIiHHS pecypcamu:

— MOCTIHHUNA MOHITOpUHT cTaHy cepBepa (CPU, naM'sthb, TMCKOBHI MPOCTIP);

— aBTOMATHYHE OMOBIIIEHHS NPU BUSIBJICHHI NOTEHLIMHUX MPOOJIEM;

— IUIaHyBaHHS PO3IIMPEHHS 1HPPACTPYKTYpH HA OCHOBI TEHJICHINHN 3pOCTaHHS
HAaBaHTAKCHHS;

— OmNTHMI3allisA IPOAYKTUBHOCTI Ha OCHOBI aHaji3y JIOTiB Ta MeTpuk [9].
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1.3.4 ABTeHTHYHICTDH

ABTEHTHYHICTh — II€ BJIACTHUBICTH, SIKAa MIITBEPUKYE, MO Cy0'eKT (KOpUCTyBady,

cepBep, MpolIeC) € came THM, 3a Koro cede Bujgae. BoHa BiIpi3HIETHCS Bl aBTOpHU3aIlii

(sIka BU3HAYAE MpaBa JOCTYITY) 1 € IEPEIYMOBOIO JOBIPH.

MexaHi3zmu 3a0e3neuenHs apTeHTHYHOCTI [10]:

o ABTeHTH(}IKAIlISI KOPUCTYBAYiB:

[laponbHa aBTeHTHU(IKaLlsI 3 BUKOPUCTAHHSAM CTIMKMX MAapoJiB Ta iX
6e3neynoro 36epiranus (berypt, Argon?2 3 salt);

Mynetudakropna aBrentudikamiss (MFA) — moennanns mapomo 3 SMS-
koqoM, gojnatkom TOTP abo 6iomeTpiero;

[TepeBipka email-agpecu Ta HoMepa TenedoHy MpU peecTpaitii;

JBoakTopHa aBTeHTU]IKAIliA IS KPUTHUYHUX Omepaiiid (3MiHa Maposis,

JOCTYTI 70 TIaThKHOT iH(popMaiii).

o MexaHi3Mu KECpYBaHHs CCaHCAMH TAa TOKCHaMU.

JWT tokenu (JSON Web Tokens) 3 kpunrorpadiuHuMm mMiInucoM Ajis
3a0€e3MeUeHHsI TOTO, 1[0 TOKeH He OyB 3MIHCHHI;

0OMEKEHHSI Yacy KUTTs TokeHa (exp claim);

nepeBipKa MIANUCY TOKEHa Ha KOKHOMY 3aIluTI;

BUKOpUCTaHHs refresh-TokeHIB uisi Oe3MeYyHOro OHOBJICHHS JOCTymy 0e3
MIOBTOPHOT'O BBEJICHHS TAPOJIIO;

3aBCPIICHHA CCAHCY IIpH BI/IXOI[i KOpucCTyBaya.

o ABteHTHIKAIS CEpBEpA:

SSL/TLS ceptudikatu 3 Bepudikailiero JOMEHHOTO IMEH1 CEpBEPa;

nepeBipka ceptudikara Opay3epoM TMepea BCTAHOBIEHHSM IH(PPOBAHOTO
3'eTHAHHS;

Certificate Pinning (mpuB’si3ka ceptudikariB) 1uis MOOLIBHHUX JIOJATKIB, MI00
3ano6irtu MITM-atakawm;

Buxkopuctanusg HSTS (HTTP Strict Transport Security) o6 3MmycuTtu 6paysep

BukopuctoByBatu HTTPS.
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e ABTEHTHYHICTH JaHUX:

1M(poBi MIAMUCH )11 KpUTUYHUX OTepallii (TuiaTexi, BUIaJeHHs] 00J1IKOBOTO
3amnmucy);

HMAC (Hash-based Message Authentication Code) ayist iepeBipKH IiJIiICHOCTI
Ta JpKepena TaHuX,

BUKOpUCTaHHA  acumeTpuuHoi  kpunrorpadii  (RSA, ECDSA) mas

HEB1JIMOBHOCTI OTIEpaIlii.

1.3.5 HeBigMoOBHIiCTEH

HeBinMOBHICTh 3a0e3leuye HEMOXJIMBICTh 3anepedeHHs cyO'ekToM (akTy

BUKOHAHHSI IEBHOI 1111 a00 aBTopcTBa iHGOopMarlii. [le KpUTHIHO BaXKITUBUN IOPUTAIHUI

Ta TEXHIYHUN aCTIEKT JJIsl BUPIIICHHS CYyEepPEedOK.

MexaHi3zMu 3a0€e3IeYeHHs HEBIIMOBHOCTI

o JKypHamtoBaHHS oIeparii:

OOOB'sI3KOBE JIOTYBaHHS BCIX 3HAUyIIMX omepariil (maaTexi, BUIAAJICHHS
00JIIKOBOTO 3aIHCy, 3MiHa IaHUX);

KO)KHOMY 3alucy JIOory TMOBMHHAa OYyTH IO3Ha4yka dYacy (timestamp) Ta
171eHTU(IKaTOp KOPUCTYBayYa,;

JIOTY TIOBUHHI 30epiratucs B He3MiHHOMY BUTIIsiAl (immutable logs).

BEJICHHS OKPEMOI'o JKypHalIy JijIi OCOOJWBO KPHTHYHUX ONEpaImii 3

MOCWJICHUMH TapaHTisIMU 30epeKeHHS.

o Iludposi manucu:

JUISL TIATDKHUX ONEpaliii BUKOPHUCTOBYIOTHCS LM(POBI MIANUCH, SIKI HE
MOXXYTbh OyTH 3allepeUeHi;

M1JTUC CTBOPIOETHCS MPUBATHUM KIIFOYEM KOPUCTYBaya, SKUH TUIbKU BIH 3HAE;
nignuc Moke OyTu Bepu(ikoBaHO NyONIYHUM KIIIOUEM, ajié HEMOXIJIHMBO
mipoOuTH 6€3 MPUBATHOTO KITIOYA;

apxXiByBaHHsl ~BCIX MIANHCAaHUX OMepalii 3 MEeTOo  3a0e3nedeHHs

JIOBFOCTPOKOBOTO 30€piraHHsl 10Ka3iB.
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o Aynauropceki ciau (Audit Trails):
~ JICTAJIbHUH 3aMKC YCiX M1 KOPUCTYBa4ya B CUCTEMI,
~ HEBIAMOBHI 3allMCH PO T€, KOJU KOPUCTYyBad YBIWIIOB O CUCTEMH, SIKI
oreparlii 31MCHIOBAB Ta SKi JaHi IMepersaaaB;
- 30epexenHs [P-anpecu, 3 sikoi kopucTyBay 31HCHIOBAB OIEPAIlilo;
~  MOXJIMBICTh BIATBOPUTH BCIO MOCHIJOBHICTH ONEpaliil KopucTyBada y OyJib-
KU MOMEHT 4acy.
o Bumoru npu miati>KHUX onepanisix:
~ sBHE MIATBEP/KEHHS omepalii KopucTyBaueMm (Hampukiaz, BBeaeHHs OTP-
KOJY);
- Email/SMS mniarBepikeHHS BIANPABIAETbCA KOPHUCTYBAauy IICIAS KOXHOI
oreparii;
~ THUMYacOBUW TEpPIOJ, MPOTATOM SKOrO0 KOPUCTYBad MOXKE 1HILIIOBATU
noBepHeHHs 1uiatexy (chargeback protection);
~ KOOpAWHAISA 3 IUIATDKHUM IPOLECOPOM JJIsi CHHXpPOHI3alli Ta BEIEHHs

BJIACHUX KypHAJiB onepartiii [18].

1.4 CranpapTu3anis Ta HOpMaTHBHE PeryJl0BaHHA

1. ISO/IEC 27001:2022 — YupagJjinas indopMaliiiHoOW 0e31eKoI0
MixxHapoIHUH CTaHIAPT JJis PO3pOOTICHHS Ta BIPOBAHKCHHS CUCTEM YIIPABIIiHHS
iHpopMariiiHoro 6e3nekoro (ISMS) B opranizamisx 0yip-skoro po3mipy [17].

OCHOBH1 KOMITOHEHTH:

o Po3pob6nenns noniTuku O0e3neKy Ha PiBHI KEPIBHUITBA

o YmpaBniHHA pu3uKkamu (iAeHTH}IKAIIS, OIIHKA, MITUTAIIis)

« KouTpons moctyny ta aBTOpH3aIlis

o Kpunrorpadiuna nomituka

« besneka xomyHikalii Ta oneparii

« besneuna po3poOka 10/aTKiB

o @i3nyHa Ta €KOoJIOriyHa Oe3reKa
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o YrpaBiiHHS 1HIIUIESHTAMH
o Perynspni aynutu ta ceprudikartis

Jl1st e-COmMmMmerce: 1eMOHCTpY€E CEpUO3HUI MIX1T 10 OE3MEeKU, 3MEHIITY€E PUBUKH,
3MiIHIOE A0oBipYy KiieHTIB. CepTudikaris milficHa 3 pOKH 3 MOPIYHUMH TTEPEBipKaMHu.

2. PCI DSS (Payment Card Industry Data Security Standard)

OOOB'A3KOBUI CTaHAAPT [Jis OpraHizailiii, 1mo OoOpOOJSIOTh IJIATIKHI JIaHI.
Po3po6aenuii miatikaumu cuctemamu (Visa, MasterCard, American Express, Discover,
JCB) [19].

PCIl DSS po3po6nennii pamoto Oe3neku tuiarikaoi iamyctpii (PCI Security
Standards Council), 10 ckiaaay $KOi BXOIATh OCHOBHI ILIaTiKHI cucreMu: Visa,
MasterCard, American Express, Discover ta JCB. lleli ctangapT € 000B'SI3KOBUM J1Jis
BCIX Oprasi3alliii, ki 00poOJISIFOTh, 30epiratoTh a00 MepearoTh JaHi IATHKHUX KapTOK.

Ha Biaminy Big ISO/IEC 27001, PCI DSS 30cepemkeHo BUKIIOYHO Ha 3aXHCTI
IJIATIKHUX JaHUX Ta BCTAHOBIIIOE KOHKPETHI, JIETAIbHI BUMOTH ITOI0 iX 00pOOKH.

12 ocuoBHux Bumor PCI DSS (ta6. 1.2):

Tabauus 1.2 Crpykrypa PCI DSS

Pozain Bumoru | [leram

MepexeBa 6e3neka 1-2 Firewall, Bumanenns mapamerpiB 3a
3aMOBYYBaHHSIM

3axucT IaTikHuX | 3-4 [udpyBanus JTAHUX (AES-256),

JTaHUX HTTPS/TLS ans nepenaui

YnupasmiHasg 5-6 AHTHBIpYC, Oe3meyHa po3po0dka,

BPa3JIUBICTIO TECTyBaHHS Ha BPa3JIUBOCTI

Kontpons gocrymy 7-8 RBAC, cunpai mapomni, MFA, noryBaHHs
BXOJTY

MoniTopuHT 9-10 ®izuyna Oe3meka, JIOTYBaHHS  BCIX
orepariiii (immutable logs)
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InnmnenTn 11-12 CkaHyBaHHS Bpa3JIMBOCTEH, TECTyBaHHS

Ha IIPOHUKHCHH, MOJIITHKA Oe3IeKU

PiBHI B1AOBIAHOCTI:
o PiBens 1: > 6 muH onepaiiit/pik — mopiyHui ayaut Big QSA
o PiBens 2: 1-6 MiH onepartiii/pik — camooIriHka abo ayauT
« PiBens 3: 20K-1 MuH onepariii/pik — CaMOOIIiHKA + CKaHyBaHHS
o Piens 4: < 20K omnepartiit/pik — camoOIliHKa + CKaHyBaHHSI
Itpadu: $5,000-$100,000 Ha MicAIs 3a HEBIAMOBIAHICTb.
3. OWASP ASVS - Cranaapt Bepudikauii 6e3nexu Bed-101aTKiB
OpeitmBopk OWASP 17151 BCTaHOBJIEHHS BUMOT O€3TeKH BeO-10/1aTKIB HA PI3HUX
piBHsx kputuuHocTi. fAkmo ISO 27001 ¢okycyerscss Ha npornecax, a PCI DSS nHa
kapTkoBux nanux, To OWASP ASVS (Application Security Verification Standard) nanae
TEXHIYHUHN YEK-TTUCT JIsI IEPEBIPKU OE3TEKH caMoro KOAy Be0-3aCTOCYHKY.

Tpwu piBHi Bepudikaii (Tadmn. 1.3):

Tabnuus 1.3 PiBui Bepudikamii OWASP ASVS

PiBenn Jlnsa koro Bumoru

Pisennr 1 | [Ipocti BeO-caiitu bazoBa Oesmeka: mapomi, HTTPS,

3axucT Big XSS/SQL in’exmiit

Pigenb 2 | E-commerce, uyTiuBi qaHi MFA, ynipaBninas ceancamu, CSRF

3axuct, XXE 3axucr

Piens 3 | Kputnuna ingpactpykrypa | JBodakropHa aBTEeHTU(DIKAIIs,

muppoBi  migmucu, HSM  musa

KJIIOYiB, ICTEKTYBaHHS aTak

14 nomeHiB Oe3mNeKu: apXiTeKTypa, aBTEHTU(IKAIllf, YMPaBIIHHI CEaHCAMH,
KOHTPOJIb JOCTYIy, Bajifaiisi BXOJy, Kpunrorpadis, JOryBaHHS, 3aXUCT JaHUX,
KOMYyHiKaliii, 0i3Hec-yorika, ¢aitnu, API, kondiryparis, MmoOinbpHa Oe3meka [20].

Jis  e-commerce: JleradbHuil  KOHTPOJIBHMM  CHMCOK Uil PO3POOHMKIB.
besmnaTtamii Ta open-source. binbmiicts e-commerce notpedye PiBHs 2.

4. GDPR (General Data Protection Regulation)
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€BpoIeiicbke 3aKOHOJABCTBO, IO BCTAHOBIIOE CYBOPI BUMOTH IOJ0 OOPOOKH

nepcoHanbHUX JaHux. OOOB'A3KOBUI 3aKOH JIJIsl BCiX KOMIMaHiH, 10 00pOoOIsAiOTh JaH1

rpomMajsin €C.

o ok~ w D e

6 KJIFOYOBHUX IIPHHITUIIIB:

3aKOHHICTh, CIPABEJIMBICTh, MPO30PICTh — 3aKOHHA OCHOBA (3rojla, KOHTPAKT,
3000B's13aHHS ), PO30pa MPUBATHA MOJITUKA,;

00OMEXEHICTh METH — JIaHI MOXKYTh BHUKOPHUCTOBYBATHCS TUIBKH IJIs IIUICH, JUIS
aKux Oynu 310paHi;

MiHIMI3aIlisg JaHuX — 30epiraTy TIILKH HeOOX1IHI J1aHi,

TOYHICTb — JIaH1 TOBUHHI OyTH TOYHI Ta aKTyaJIbHI,

0OMEKEeHICTh 30epiraHHsl — BCTAHOBUTH MeEpioj BUAAICHHs (Hanpukiaz, 30 1HiB
JUTSL BUJIAJICHUX OOJIIKOBUX 3aITUCIB);

LUTICHICTh Ta KOH(IAEHUIWHICTh — MU(PYBaHHSA, KOHTPOJIb AOCTYIY, pE3€pBHI
KOITii.

6 TpaB KOPUCTYBAayiB:

MpaBo Ha JIOCTYII — 3alPOCUTH KOIIiI0 CBOiX JaHuX (30 aHiB, O€3IU1aTHO);

MPaBO HA BUMPABJICHHS — BUIIPABUTH HeTpaBuiibHI AaHi (30 aHIB);

IIPaBO Ha BHJIAJICHHS — 3alIPOCUTH BUaalieHHs naHuX (30 1HiB);

MpaBoO Ha 0OMEXEHHSI 0OPOOKH — MPUMUHUTU 00pOOKY 0€3 BUATICHHS;

IIPaBO Ha MOPTATUBHICTH — €KCMIOPTYBATH JaH1 B CTaHAAPTHOMY (OopMaTi;

IIPAaBO Ha 3arepeUeHHs — 3alePEYUTH IMPOTH OOPOOKH TSI MApPKETUHTY.
OO0O0B'sI3KkM OpraHi3aIii:

MaTH 3aKOHHY OCHOBY JUIsl 0OPOOKH KOKHOTO TUITY JIaHUX;

HaIMCaTH 3p03yMLITY MPUBATHY MOJITUKY;

YIPaBIIHHS 30100 (SBHA, JIETKO CKACY€ETHCS);

3a0e3neuntn Oe3neky aaHux (Imm@pyBaHHS, KOHTPOJb JOCTYITY, PETyJISpHi
ayJIuTH);

npoBectd DPIA niis pu3nkoBaHuX onepariii;

IIpY BUTOKY: MOBIAOMUTHU perynsitopa (72 roguHu), KopucTyBadiB (0€3 3aTpUMOK)

[21].
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Mtpadu: no €20 mua abo 4% Biag T7I1006aTEHOTO PIYHOTO 000POTY 3a CEpPHO3HI
nopymeHns. [puknaau: Meta — €1.2 mnpa, Google — €50 miH, Amazon — €746 MuH.
s e-commerce: O6oB'si3koBa s BCix 1matdopMm 3 KopuctyBadamu 3 €C.

JlemoHCTpallis MOBaru J0 MPUBAaTHOCTI — KOHKYpPEHTHA TiepeBara.

1.5 AKTyaIbHICTh TEMH J10CTiI2KeHHS

Ha cyuyacHomy etamni po3BUTKY HU(POBOI €KOHOMIKH €JIEKTpOHHA KoMepiis (e-
commerce) TpanchopmyBaiacs 3 JOMOMDKHOTO KaHATY POJAXKIB y KPUTHYHO BAXKITUBY
1H(PpacTpyKTypy TIIOOATBLHOIO TOBApOoOOIry. AKTYalbHICTh HAYKOBOTO JIOCIIHKCHHS
METO/I1B BUSIBIICHHS Ta HEWTpaii3auii 3arpo3 y i cepi BUBHAYAETHCS KOHBEPTCHIIIEO
TPHOX KpU30BUX (DAKTOPIB: EKCHOHEHIIIMHUM 3pOCTAaHHSM BapPTOCTI AKTHUBIB, IO
00poOJSI0THCS OHJIANH, OE3MPEIEACHTHOIO eCKallalli€l0 Kibep3arpo3 13 BUKOPUCTAHHIM
MITYYHOTO 1HTEJEKTY, a TaKOX JIOKOPIHHOK 3MIHO HOPMATHBHO-TIPABOBOTO
nanamadrty Ykpainu ta €C. B yMoBax, Koiu 17100anbHi 30MTKA B KIOEP3TOUYUHHOCTI,
3a mporHo3amu, caruyTh 10,5 Tpunbitona nonapis CILIA mopiuno no xinus 2025 poky,
po3poOKa e(pEeKTUBHHX MEXaHI3MIB 3aXHCTy JaHUX CTa€ IHTAHHSAM CKOHOMIYHOTO
BIDKMBAHHS O13HECY Ta HaIllOHAJILHOI O0€3MeKH.

CrpiMka uu@poBizalisi CycHniibCTBa MHpHU3BENIa IO TOro, IO 3HAYHA YacTUHA
CBITOBOTO KamiTaly repeMicTuiacs y KibepnpocTip. 3a MporHo3amMu aHaMTHKIB, y 2025
poIli 00CAT CBITOBOTO PUHKY e-commerce csirHe 6,86 tpunbiiona nomnapiB CIIIA, a mo
2027 poky meid kaHam 3a0e3meuyBatume 22,6% ycix po3ApiOHMX MPOJAXKIB
rtaHeTH. Taka KOHIeHTpallisl piHaHCOBUX MOTOKIB Ta MEPCOHAIBHUX IAHUX MTEPETBOPIOE
mwiaTpopMu €IEKTPOHHOI KOMEpLii Ha NPIOPUTETHY LUIb ISl TPAaHCHALIIOHATBHUX
KiOepyrpymnoBaHsb.

Jns  YkpaiHu  akTyaJdbHICTh  JOCHIDKCHHS  MOCHIOETHCS  CHeHU(pIYHUM
KOHTEKCTOM IOBHOMAacmTabHoi BiliHU. EnexkTpoHHa koMmepiis craja "eKOHOMIYHUM
TuiaoM", M0 J103BOJisie Oi3HeCcy (PYHKIIOHYBaTH B yMOBax pyHHYBaHHS (i3HMUHOT
iHppacTpykTypu. Y 2024 poul yKpaiHCBKMH PHUHOK €-commerce MpoJIeMOHCTPYBaB

CTIMKICTB 13 001roM y 4,375 MinbsipAa J0J1apiB, 1 OUIKYEThCS MOJaNbIe 3pocTaHHs Ha 10-
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15% y 2025 pormi. [Ipore BiTunM3HSHUN Oi3HEC CTUKAETHCS 3 MOABIWHUM THCKOM:
MI00aTPHUMH TPEHJAAMHU KiOEP3JIOUYMHHOCTI Ta IUICCHPSIMOBAHUMHU JECTPYKTUBHUMU
aTakaMH Ha JIOTICTUYHY Ta IUIATLKHY 1HQPACTPYKTYpy 3 OOKY BOPOXKHX JEpKaB
(MpUKJIaaM aTak Ha IMOIITOBI cepBicH Ta puteiiepiB y 2023-2024 pokax) [11].

BapricTh 1HUMIEHTIB 0e3neKu TpooBKYe€ 3pocTaTi. Cepe/iHs LiHa BUTOKY JaHUX
y pureiin y 2025 pomi cknana 3,54 munbiioHa nonapis, mo Ha 18% Olablie NopiBHIHO 3
nonepesHiM pokoM. Lle cBimuuTh mpo Te, M0 ICHYIOYl METOAM 3aXUCTy BTpaydaroTh
e(EeKTUBHICTh MPOTH HOBHX BEKTOPIB aTaK, BUMAraloud HAayKOBOI'O MEPEOCMUCIICHHS
I1IX0/T1B 0 IMOOYA0OBH CUCTEM OC3TICKH.

TpaguiiiiHi CUTHATYpHI METOAM BUSIBJIEHHS 3arpo3 CTalOTh Hee()EKTUBHUMH B
yYMOBax TOSBH HOBUX, CKJIAJHUX BEKTOPIB aTak, SKi BHKOPHUCTOBYIOTH BPAa3IUBOCTI
apXITEKTYpH Ta JIIOJCHKUH (hakTop.

KittouoBi BeKTOpHU 3arpo3, 1110 BU3HAYAIOTh aKTyaJIbHICTh TEMU:

1. Araku Ha cTtopoHi kinienTa (Client-Side Attacks / Magecart): 3;10BMHCHHKH MacOBO
HEepeXOoATh BiJ 3JI0My CEpPBEpIB 10 BIIPOBAKEHHS LIKIIMBOro JavaScript-koay
y Opay3epu KOpHUCTYBadiB 4epe3 CTOPOHH1 O1010TeKH (peKJIaMHI TPEKepH, yat-
6otn). Kinpkicte Takmx atak 3pocia Ha 103% 3a miB poky y 2025 por. Lle
cTBOproe "cuinmy 30HY" s kiacuuHMX 3aco0iB 3axucty (WAF), Bumaraiouun
PO3pOOKH HOBUX METO/11B MOHITOPUHTY LIJTICHOCTI CKPUITIB.

2. BpazmuBocti API Ta 6i3Hec-noriku: cydacHa headless-apxiTektypa e-commerce
6a3yerbcst Ha API, siki yacto maroTh BpaznuBocTi aropu3aiii (BOLA). Kpim Toro,
3pOCTa€ KiIbKICTh aTak Ha Oi3Hec-yoriky, Takux sk "Denial of Inventory", xomu
00TH MacoBO OpOHIOIOTH TOBApH, POOJISYM iX HEJOCTYNMHHUMH I PEATbHUX
MOKyNUiB. BUsBIEHHS TakuX aTak MoTpeOye MOBEAIHKOBOIO aHai3y, a HE IPOCTO
6moxyBaHHs 3a [P.

3. 3arpo3u, MiACWIEHI IUTYYHUM IHTEJIEKTOM: JOCTYIHICTh TreHepaTuBHOTO Al
J03BOJIMJIa 3JIOBMUCHHMKAM aBTOMAaTU3yBaTU CTBOPEHHS (IMIMHTY, WLIO0 HE
BIJIPI3HAETHCS BiJl JICTITHMHUX JIUCTIB, Ta TEHEPYBaTH "CUHTETUYHI ocobuctocTi"
(Synthetic Identity Fraud) ans oOxony cucrem antudpony. Ilpotuais takum

3arpo3aM BUMara€ BIPOBA/KEHHA J3epKaIbHUX Al-MeTOo/1B 3aXHCTy.
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4. Ransomware 3.0: TakTHMKa 3JIOBMHCHHKIB €BOJIIOI[IOHYBajla BiJl IPOCTOTO
mudpyBaHHs A0 "NOTPIMHOrO BUMAaraHss': HIMQpPYBaHHS CUCTEM, KpaJikKa
JaHUX KIIEHTIB JIJIS IIAHTAXKY Ta aTaku Ha MapTHEPIB nocTpaxaaioi kommnadii. e
BUMarae IMeperjisily CTpaTeriii pe3epBHOrO KOIMIIOBAHHS Ta pearyBaHHs Ha

IHIIUICHTH.

1.6 AHaui3 B:Ke iCHYI0YHX pillleHb

[cTopu4HO ckianocs Tak, 1o 3axucT (pokycyBaBcs Ha mepekeBomy piBHi (L3/L4
3a momemno OSI). [Ipote, cydacHi 3arpo3u sl €-commerce MacoBO 3MICTHIIMCS Ha
npukiaaauii piensb (L7). Ataku, taki sik SQL-11'exii (SQL1), Mi>kcallTOBUMA CKPUNITUHT
(XSS) Ta mimpobka mixcanToBux 3anutiB (CSRF), 3anumaroTbest akTyaabHUMU, aje 10
HUX JojJajiucs OuUIbIl BUTOHYEHI 3arpo3u: 3joBxkuBaHHi API (APl abuse),
aBTOMATU30BaHI 0OT-MEpexi, IO IMITYIOTh TOBEIAIHKY JIFOJICH, Ta aTaKy Ha JIAHITFO)KOK
MIOCTaBOK MporpamMHoro 3adesneueHHs (supply chain attacks).

Tpagumiiinuit Web Application Firewall (WAF) OyB po3poGnenuit nist enoxu
CTaTUIHOTO BeOy. DYyHKIIOHYIOYH SIK 3BOPOTHHI MTPOKCI-CEPBEP, BiH IHCTIEKTYE BX1THUHN
HTTP/HTTPS Tpadik, mopiBHIOOUYH #oro 3 60a30r curHatryp Bimomux arak. [Ipore, B
JUHAMIYHOMY CEpEJOBHILI €-commerce, € KOJ OHOBIOeTbes moaHs uyepe3 ClI/CD
ManIIaiHu, a OI3Hec-Jorika IOCTIHHO 3MIHIOEThCS, KiacuuHli WAF cTukarothes 3
KPUTHIHUMHU OOMEIKESHHSIMH.

Bigmosigmio Ha 1i BUKIMKHM cTaja mosea Web Application and APl Protection
(WAAP). Gartner Ta i aHaxiTidHi areHmii Busnadarotb WAAP sik eBosroriito WAF,
10 IHTETPYE YOTUPHU KIIFOYOBI KOMIIOHEHTH B €IUHY T1aThopmy:

e WAF HacTymHOTO TOKOJIHHS: BUKOPUCTOBYE MAIlMHHE HABYaHHSA IS
npoiIFOBaHHS JIETITUMHOTO TpadiKy Ta aBTOMATHYHOTO CTBOPEHHS IPaBUI,
3MEHILYIOUH 3aJIEKHICTh BIJl PyYHOr0 HAJIAIUITyBaHHS;

e 3axuct API: cneuianmizoBani momaym st po3yminHa crpyktypu API (REST,
GraphQL, gRPC), Bamipamii cxem (OpenAPI/Swagger) Tta BuUsBICHHS

creuudiunux st API 3arpos;
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e ympasiinHsa 0otamu (Bot Management): BUKOpUCTaHHS MMOBEAIHKOBOI GioMeTpii,

aHami3zy BiIOUTKIB mnpuctpoiB (fingerprinting) Ta pemnyTamidnux 0a3 s
PO3pI3HEHHS JIt0/IeH, KOPUCHUX OOTIB (MOIIYKOBUKIB) Ta IMIKIJJIUBUX OOTIB;
3axuct Big DDoS: inTerpoBanuii 3axuct BiJ 00'eMHuX atak Ha piBHsax L3/L4/L7,
IO peai3yeThcsi Ha M1 Mepexi (edge), Ommkde 10 JKepena aTaku.

Punok WAAP € BUCOKOKOHKYPEHTHHUM, 3 JJOMIHYBaHHSIM I'paBLiB, 110 BOJIOAIIOTh

ro0anbHUMHU MepexaMu JoctaBku kKoHTeHTY (CDN). Jlng ykpaiHcbkux e-cCOmmerce

KOMITaHI BHOIp PIIICHHS YacTO 3aJICKHTh B OallaHCYy MiXK BapTICTIO, HASBHICTIO

JOKaJIbHUX TOYOK NMpucyTHOCTI (POP) Ta BIANOBIAHICTIO PETYyISTOPHUM HOPMAM.

Cloudflare: nominyBanHsi 3a paxyHOK MacIITady

Cloudflare 3aiimae 1€BOBY 4acTKy pUHKY 3BOPOTHUX Mpokci (01u3bko 81.9% Be6-

CaMTIB, 1110 BUKOPUCTOBYIOTh TaK1 MIOCIYTH), IO POOUTH HOTO Ae-(PaKkTo CTAHAAPTOM IS

Oararpbox O13HECIB.

TexHos0T1YHI epeBaru: riodanbHa Mepexka 3 MPOIYCKHO 3AaTHICTIO ToHAa 228
TOiT/c MO3BOJISIE MOTJIMHATA HaBITh HaWMOTYXHimm DDoS-ataku 6e3 BBy Ha
npoaykTtuBHICTh. [HTerpamis WAF 3 CDN 3a0e3neuye mpuCKOpeHHS KOHTEHTY,
10 € KPUTUIHHUM JIJIs1 KOHBEpCii B e-COMMErce;

ynpasmiaas 6otamu: ¢pyakmis "Super Bot Fight Mode" BukopucToBye mammaHe
HaBYaHHS JUIsl aHai3y Tpadiky 3 MIUIBHOHIB PECYpCIB, IO J103BOJIsIE€ €(hEKTUBHO
OJIOKyBaTW aBTOMaTh3oBaHl araku. [lpore, HaWOUIBII NOpOCyHYTI (YHKIII
ynpasiiHHS 60Tamu goctymnHi auiie B Enterprise-mianax;

cnenudika s Ykpainu: Cloudflare mae Ttouky mnpucytHocti B Kwuesi, 110
3a0e3neyye MiHIMalIbHY 3aTPUMKY JUIsl JIOKQJIbHHUX KOpPHUCTyBauiB. Bucoka
NOMyJISIPHICTH cepBicy B Ykpaiui (19.8% Binx ycix BeO-caiiTiB) Tak0oX 3yMOBJICHA
JTOCTYMHICTIO O€3KOIITOBHUX IJIaHIB, SIKI HAAAl0Th 0a30BUI 3aXHCT;

Hepomiku: KopructyBaui BiA3HA4YalOTh CKJIAJHICTh HANAMITYBAaHHA KAaCTOMHUX
npaBuWJl JJId CKJIAQIHUX Oi3HEC-CIieHapiiB Ta MEeBHI OOMEXKEHHS B aHATITHUIN Ha
HIOKYHMX TapUPHUX TUIaHAX.

Akamai: eTajioH KOPpIOPaTUBHOI 0e3NMeKH
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Akamai App & API Protector mo3uiioHy€eThCs SIK PIlIEHHS MPEMiyM-KJIacy IS

BEJIMKUX MIANPUEMCTB, (HIHAHCOBUX YCTAaHOB Ta PUTEHIEPIB, IS SKUX HPOCTIH €

HETPUITYyCTUMUM [22].

I'mubuna 3axucty: Akamai mpomoHye OJHI 3 HaWOUIBII 3pUIUX PIIIeHb s
saxucty API Ta ynpasninas 6otamu. Ixns texnonoris "Page Integrity Manager"
IHTETPY€E 3aXUCT HA CTOPOHI KJlleHTa Oe3nocepeHbo B miargopmy WAAP, mo €
3HAYHOIO MIepeBaroro st 6opoThOM 3 aTakamu Magecart;

aJanTHBHICTh: BUKOPUCTAHHS aIaNTUBHUAX Mozelen Oe3meku, 10
CaMOHABYAIOTHCA, JIO3BOJIIE 3HU3UTH PIBEHb MOMWIKOBUX CIIPAIlbOBYBaHb Ta
ABTOMATU3YBATU OHOBJICHHS MOJITUK O€3MEKH;

HEJOJIKH: BUCOKA BapTICTh Ta CKIAAHICTh BIPOBaKeHHs. Pimenna Akamai yacto
BUMAraloTh 3alydeHHs BHIUIEHUX ¢axiBiiB abo mpodeciiiHux CcepBiCiB st
HaJAITyBaHHS Ta MATPUMKH, 10 MOKe OyTH Oap'epoMm JjIsi CEpeIHhOTO O13HECY
B YKpaiHi.

Imperva: riopuanuii miaxia Ta 3axucT JaHUX

Imperva BupizHseTbcsl (OKyCOM Ha 3aXHUCTI JAaHUX Ta TIOPUIHUX MOJEINIX

PO3TOpTaHHS, 1110 BKIIOYAIOTH SIK XMapHI CEPBIiCH, TaK 1 pillleHHs on-premise.

RASP (Runtime Application Self-Protection): yuikansHoro npono3uiiiero Imperva
€ iHterpauis TexHosorii RASP, sika mpairoe BcepenuHi T0AaTKy 1 3/1aTHA
OJIOKYBaTH aTaku, 10 OOIHIIIA IEPUMETPATLHUN 3aXUCT, aHAI3YI0Ud BUKOHAHHSI
KOJly B peaJIbHOMY Yaci;

TOYHICTh: OCHUMApKH TOKa3yIOTh HAJI3BUYANHO HU3BKUN PIBEHb MOMUIKOBUX
cupamnpboByBanb (6nu3pko 0.009%) mms ix WAF, mo € kpuruuynum mis
3abe3rneueHHs 6e3nepeliiiHoi podoTH e-COMmMmerce;

3axycT 0a3 NMaHWX: CUJIbHA IHTETpallis 3 MPOAYKTaMHU JJIsl 3aXUCTy 0a3 JaHHWX
pobuth Imperva mpuBaOIMBOIO JJIsi KOMIIAHIM, sIK1 30€piraroTh BEIUKI 0OCSTH
YYTIMBUX JAHUX KIIIE€HTIB.

Wallarm: Croeniagizania na API

Wallarm mpencraBiisie HOBE IOKOJIHHs pillleHb, opieHToBaHmx Ha API-first

KOMITaH11 Ta 3aXHUCT B1J JOTIYHUX aTaK.
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o AxtuBHa Bepudikamis 3arpo3: Wallarm BukoOpuCTOBYE YHIKAIbHUN MIIXI1J,
NepEeBIPSAIOYN MOTSHITIMHI aTaKy MIIAXO0M Oe3IeuHOoro "meperpaBanHs’ ix Ha KOIii
Tpadiky, MmO T03BOJSE MIATBEPAUTH BPA3IMUBICTH TMepes OJOKYyBaHHSIM 1
MmiHiMi3yBatu false positives;

o BusBiaeHHs BOLA: mnardopma crenianizyeTbcs Ha BHUSBJICHHI aTak Ha Oi3Hec-
joriky, 3okpema BOLA (Broken Object Level Authorization), siki yacto
MPOMYCKAIOThC TpaauiliitaumMu WAAP;

o iuTerparis 3 DevOps: Wallarm TticHo iHTerpyerbcst 3 iHcTpyMeHTamu CI/CD,
3a0e3nedyroun Oe3eKy Ha eTari po3poOKH Ta TECTyBaHHSI.

Anti-Fraud Ta Bot Management: 3axucT 0i3Hec-JIOTiKH

SIkmo WAAP 3axumiae BiJT TEXHIYHHX €KCIUIONTIB, TO cucteMu Anti-Fraud ta Bot
Management mpu3HadeHi Ay 00pOTHOU 31 3JIOBKUBAHHAM Oi3Hec-Torikoro. Haitbinbi
PYHHIBHI aTaki B €-COMMErce 4acTo BUKOPUCTOBYIOTh aOCOJIIOTHO JIETITUMHI (DYHKIIIT
caiTy: BXiJl B aKayHT, JI0JIaBaHHs TOBAPY B KOMIKMK, OPOPMIICHHS 3aMOBIICHHS.

Ipogigni pimennsa Anti-Fraud

« DataDome: cnemianizyerbest Ha 3aXKCTI BiJl 00TIB y peanbHOMY 4aci Ha piBHi Edge.
BuxopucroBye Al ans ananizy Tucsd curHamiB (pyX MUIII, TapaMeTpu Opaysepa)
JUTSI BUSIBJICHHSI HEJTFOICHKOT ITOBEIIHKU. BBa)kaeThCs OTHAM 3 KpallluX PillleHb TS
TEXHIYHOr0 OJOKyBaHHS OOTIB,;

o Sift: mnarpopma "umdposoi moBipu", mo GokycyeTbcs Ha 3amoOiraHHi
IUTATDKHOMY — IIaXpaiCTBY Ta 3JIOBKMBAHHAM KOHTEHTOM. BHKoOpHCTOBYE
TII00AIbHY MEPEXKY JTaHWX JJIS OIIHKM PU3UKIB y peajbHOMY Yaci, JO3BOJISTFOUH
npuiiMaTH pimieHHs (GJI0KyBaTH/I03BOJIMTH) HA OCHOBI CKOPUHTY, a HE YKOPCTKUX
TIPaBUT,;

« Signifyd: mporonye Monenp "rapaHTOBaHOTO 3aXWCTY BiJ maxpaicTra', Oepydn
Ha cebe (hiHaHCOBY BIAMOBIAAIBHICT 3a Yap KOeku. Lle ocobmmuBo npuBadIMBO
JUTSI pITENJIEPIB, SIKI XOUYTh NEPEeKIacTh (PIHAHCOBI pU3UKU HA BEH]I0PA,;

o SEON: inctpyment nnsi 306arauennst nanux (Data Enrichment), mo Oyaye

"undpoBui caiag" KopucTyBaua Ha OCHOBI aHamizy email, tenedony, IP Tta
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COIaJIbHUX Mepek. YacTo BUKOPUCTOBYETHCS SIK JOJIATKOBHI 1Iap MEPEBIPKU IS

3MmeHmeHHs false positives.

Client-Side Protection: 3axuct "cjinoi 3oun" 6pay3sepa

Tpanumiiianii 3axuct Ha cTtopoHi cepBepa (WAF/WAAP) He Gauuth TOTO, 110
BIIOYBaeThCcsl B Opays3epi kopucrtyBaua. CyyacHl e-commerce CalTh 3aBaHTaXYyHOTh
JNECATKM  CTOPOHHIX  CKpHUITIB  (aHadITUKa, 4aT-00TH, pEKJIaMHI  TpPEKEepH).
Kommnpowmerariisi Oyab-sIKOTO 3 IUX CKPUITIB (aTaka Ha JIAHIFOXKOK IMOCTABOK) JTI03BOJISIE
3JIOBMHCHHKAM BIIPOBA)KYBaTH IIKIJUIMBUN KOJI, IO TEPEXOIUTIOE JaHi IUIATIKHHUX
KapTOK 6e3mocepeIHbO 3 TIOJIiB BBEJICHHS — TeXHIKa, BiJloMa
sk Magecart abo Formjacking.

Oraspn pimens Client-Side Protection

o Jscrambler: mimep y ramy3i 3axmcTy KOy Ha CTOpOHI KiieHTa. 3abesnedye
nosiMophHy oOdyckarito (poOUTh KOJ HeyuTabelbHUM [Jisi aHajizy) Ta
MOHITOPUHT IUIICHOCTI BEO-CTOPIHOK Yy peaJbHOMY dYaci, OJOKyIO4YH Ccrpoou
ekchiIpTpalii 1aHuX;

o Feroot: pokycyerbcst Ha aBromarusamii komraeHcy PCI DSS. Inctpymentu
"PageGuard" Ta "Inspector" aBTOMaTUYHO BUSBIISIOTH BC1 CKPUTITH, 10 TIPAIFOIOTH
Ha CTOpiHI, Ta MICIS, KyJd BOHHM TMEpeJaloTh JaHl, 3a0€3MeUyroud IIBUIKE
pearyBaHHS Ha IHIUICHTH;

o Akamai Page Integrity Manager: posmmpensss tiathopmu Akamai, 110
MOHITOPUTH BUKOHAHHS CKPUIITIB y Opay3epi, BUKOPUCTOBYIOUH INI00aIbHy 0a3y
perryTalii CKpUITIB JIJIs BUSBIICHHS aHOMAJIIH;

« Content Security Policy (CSP): mexani3m Opay3epa, 10 J03BOJIIE CTBOPIOBATH
"Oim1 cnucku" JAOMEHIB, 3 SIKMX JO3BOJICHO 3aBAaHTAXKCHHS CKPUIMTIB. Xoda 1€
O€3KOIMTOBHUI IHCTPpYMEHT, ynpasiinHs CSP € ckinagaum 1 4acTo mpu3BOAHUTH 110
NOpyHIEHHS (YHKIIOHAIBHOCTI CalTy, TOMY KOMEpI[IHI PIIIEHHS YacTo

BUKOPHUCTOBYIOTHCS JUIsl aBTOMaTH3alli ynpasiiHHs nojitukamu CSP.

1.7 BuzHaueHHs Uijieldl po00TH Ta MOCTAHOBKA 3a1a4i
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MeTtoro poboTH € po3poOKa Ta peasizallis MPorpaMHOi CUCTEMH, MPU3HAYCHOT IS
ABTOMATU30BAHOTO Ta KOMIUIEKCHOTO BHSBJICHHS Ta HEUTpasizallii 3arpo3 Oe3reku
NEPCOHAJIBHUX Ta IUIATKHUX JAHMX B CHCTEMaxX €JEKTPOHHOI koMmepuii. Cuctema mae
3a0e3MeunTH BUCOKHUM PiBEHb €()eKTUBHOCTI Ta MBUJIKOCTI pearyBaHHs Ha Kibep3arposu,
J03BOJISIIOYM (DaxiBIISIM Ta KOMITAHISIM OTPUMYBATH TOUYHY 1H(OpPMAIIIIO PO PU3UKH O€3
HEOOX1JTHOCTI 3HAYHUX BUTPAT HA 3AJy4YECHHs CIELIATICTIB 3 1H(OpMAIIHOI Oe3neKu.
JlocsiTHeHHsT 1i€i METH CIHPUSTUME pPAHHHOMY BHSIBJICHHIO aTaK, CBOEYACHOMY
BTPYUYaHHIO Ta MOHITOPUHTY JIMHAMIKHU 3MIH Y PU3UKaX O€3MeKu.

OO0’ €eKTOM JTOCITIIPKEHHS € MPOIIECH 3aXHUIIEHOT0 0OMIHY TaHUMH Ta MOHITOPUHTY
nojiit 6e3nexku B iHGOPMAIIMHUX CHCTEMaX EJICKTPOHHOI KOMEpIIii, a TaKOX TEeXHIYHI
3aco0u Ta Oprasi3auiiiHi pieHHs, 110 3a0e3MeUy0Th 3aXUCT 1H(POpMaLIiHUX aKTUBIB.

[IpeameToM MOCIIIKEHHS € CYKYITHICTh METO/IIB, 3aC001B, aITOPUTMIB Ta MOJTITUK
1H(popMaIiiiHOT Oe3MeKH, CIPIMOBAHUX HA BUSIBJICHHS BPa3JIMBOCTEH, IETEKIIIIO aTakK Ta
HeHTpaizalito 3arpo3 KoOH(IASHIIIHHOCTI, MUTICHOCTI Ta IOCTYITHOCTI JaHUX Y CHCTeMax
€JIEKTPOHHOI KOMEpIIii, 30KpeMa 3 BHUKOPUCTaHHSM METOJIIB aHali3y JIOriB Ta
aHOMAaJIIHHOI JIETeKIIi.

AHAaJi3 BUMOT 10 IPOrPAMHOI CHCTEMH.

3MiHCHUTH KOMIUIEKCHUH aHai3 (pyHKIIOHAIBHUX BUMOT J0 POTPaMHOi CHCTEMHU

BUSIBJICHHS Ta HEUTpasizallii 3arpo3, 30KpemMa:

3a0€3MeYeHAs] MOHITOPUHTY JIOTiB €-COmmerce miatGopMu B PEKUMI,

HAOJIMKEHOMY JI0 peaJIbHOTO Yacy;

— BUSBJICHHS aHOMAJIbHOI OBEAIHKM KOPHUCTYBAuiB Ta oneparii (mao3pijii BXOIH,
HETHUTIOBI TPAH3aKIIi1, MAaCOB1 TOMMJIKH 3aITUTIB TOIIIO);

— racudikamis BUSBICHUX MOMIM Ta 3arpo3 3a pPIBHEM CEPUO3HOCTI (HU3BKHIA,
CepeJiHIi, BUCOKHM, KpUTUYHUI);

— MIATPUMKA MEXaHI3MIB aBTOMATHU30BAHOI'O pearyBaHHs Ha KPUTUYHI 3arpo3u
(6510KyBaHHS AOCTYIly, MPU3YIIMHEHHS Olepalliii, akTUBallisl 10JaTKOBUX 3ac00iB
KOHTPOJIIO);

— TEHepyBaHHS aJepTiB Ta CIOBIIIEHb aJAMIHICTpaTOopaM cucteMu (email, cucremHi

MOBIJOMJICHHSI, IHTETpaL(isl 3 ICHYIOUMMH CUCTEMAaMH MOHITOPHHIY).
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Buznauyntu HeQyHKIiOHAJIBHI BUMOTH 10 MPOrPAMHOI CHCTEMH, 30KpeMa:
TOYHICTBH: JOCATHEHHS MIHIMAJIbHO HEOOXITHMX IIOKA3HHUKIB SKOCTI IETEKINT
3arpos, 30Kkpema He Hkue 85% s mokasHuka precision Ta He HUKYe 80% s
Moka3HuKa recall B 3amadl BUSBICHHS aTak;

IIBUIKOMIS: 3a0€3MeUeHHs] Yacy BHSBJICHHS 3arpo3, KWW HE TEPEBUIIYE OIHIET
CEeKYHJIU BIJT MOMEHTY TMOSIBU BIJAMOBIJHOTO 3aMKCy B JKypHaIl TOAIN, I
CIIEHApIiB, 1110 MOTPEOYIOTh ONEPATUBHOI peaKIIii,

MacITabOBaHICTh: MOXJIMBICTH OOPOOKH BETUKOT0 00CATY MO/iH (JIOT1B) TUTIOBUX
Uil e-commerce TiaThopM 3 MIATPUMKOI TOPU30HTAIBHOIO MaciiTaOyBaHHS
CUCTEMH MpHU 301IbIIICHHI HABAHTAXKECHHSI;

HAJIHHICTh: 3a0€3Me4YeHHs TOCTYIMHOCTI CUCTEMHU Ha piBHI He Hmk4ye 99,9% 3a
paxyHOK BUKOPDUCTaHHS pe3epBYBaHHS, BIJIMOBOCTIMKMX MEXaHI3MIB Ta
KOHTPOJIbOBAHUX TIPOIEYp OHOBIICHHS,

Oe3rneka JaHUX: 3aCTOCYBaHHS mu(pyBaHHA Tij 9ac 30epiraHHs Ta mepeaBaHHs
JIOT1B, peaiizallisi poJiei TOCTYIy O CUCTEMH, BEJICHHS KypHAIIB JOCTYIy Ta i
KOPHUCTYBaYiB;

3py4HICTh 1HTEpdeNcy: po3poOJeHHST IHTYITUBHO 3pO3yMLIOr0, HAOYHOTO Ta
€proHOMI4HOro rpadivyHoTOo IHTepdENCy s aIMIHICTPATOPIB Ta AHATITUKIB, IKUH
3a0e3neuye MBUAKUN JOCTYI A0 OCHOBHUX (DYHKIII MOHITOPUHTY Ta aHaNI3y.
Busnauutu KpuTepii yCHilHOCTI MPOEKTY, cepen AKNX:

JOCSITHEHHSI MaKCHMAaJIbHOTO PiBHS TOYHOCTI BHUSBIICHHS aTaK BiJIOMUX THIIIB
rmoHag 90% 3a KIIFOYOBUMH MOKA3HUKAMU SIKOCTI;

3a0€3MeUeHHs] CEePeIHhOr0 Yacy OOpOOKM OJHOTO OKpemMoro Habopy JoriB abo
nakera mojii, mo He nepepuirye S00 Mc 3a THIIOBHM CIICHApi€EM BUKOPHUCTAHHS,
0OMEKEHHS 9aCTKU XMOHUX CTPAIIOBaHb CHCTEMH (TIOMIJIKOBUX TPUBOT) JI0 PiBHS
meH Hik 10% Bij 3aranbHOi KIJTBKOCTI 3T€HEPOBAHUX AQJEPTIB Yy 3alaHOMY
TECTOBOMY CEPEIOBHIIIL;

3a0e3MedeHHs MATPUMKHI BUSBIICHHS Ta Kiacu@ikallli 3Ha4HO1 KUTBKOCTI PI3HHUX

THUIIIB aTaK, PEJIEBAHTHUX JIJIs CEPEIOBUIIA €IEKTPOHHOI KOMEPIIii;
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— peanizailisi MO>KJIMBOCTI BHUSIBJICHHSI paHillle HEBIMOMHUX (HETUIIOBHUX) 3arpo3 Ta
aHOMaJIiii 3 MPUUHATHUMH MOKa3HUKAMU SIKOCTI.
dopmMyBaHHS Ta MiATOTOBKA HA0OPY AAHUX /IS AaHATI3Yy Ta TeCTYBaHHA.

— 3paiiicHuTH BiAOIp JUKEpeN JaHWX, HEOOXITHUX Uil POOOTH CUCTEMH, 30Kpema
JIOT1B BeO-CepBEpiB, J0JATKIB, CUCTeM aBTCHTH(IKaIlli, TIATIKHUX ILII03IB Ta
IHITUX KOMIIOHEHTIB e-commerce miatgopMu.

— PeanizyBatun koMOIHOBaHMM MiaXig 10 GopMyBaHHS BUOIPKH MOMAIN ISl aHAIIZY,
10 BKJIFOYAE:

e CHUMYJIIIIIO THUIIOBUX aTaKk y TECTOBOMY cepenoBuili (1aboparopii) 3
MOTANTBIITUM 300pOM BiJIITOBITHUX JIOT1B;

e 3aIMC peajbHUX JIOT1B (DYHKI[IOHYBaHHS €-commerce miatgopm (3a HassBHOCTI
JI03BOJTY Ta 3 JOTPUMaHHSAM BUMOT O€3IeKu Ta KOH(PIAEHIIMHOCTI);

e 3a HEOOXITHOCTI — OOMEXKEHE CHHTE3YBAaHHSI JTOJATKOBUX IITYYHUX JAHUX JJIS
OKpPEMHUX CIIEHApIiB 3 BUKOPUCTAHHSIM Cy4YacCHUX METOJIB TeHepallli JaHux
(mampukianm, 3aco0iB Ha OCHOBI TEHEPATUBHUX MOJIEJECH), 3 MOJANIBIIOI0
pEeTeTBLHOI0 BATIAAIIEI0 [IUX JIAHKX

e TMPOBECTH OUUILICHHS, HOPMAaJTI3alliio Ta MOMepeHI0 0OPOOKY 310paHUX JaHUX,
BKJIFOYHO 3 YHidikariero (opmaTiB JIOTIB, BUIAICHHAM IyOmor0umx ado
HEpEJICBAaHTHUX 3allMCIB Ta AaHOHIMI3AIll€l0 TEepPCOHAIBHUX JaHUX Yy pasi
HEOOX1THOCTI.

Po3poOka 3arajibHOI apXiTeKTypH NPOrpaMHOI CHCTEMH Ta MeXaHi3MiB

00po0Kxu 3arpo3.

— CrhpoekTyBaTH apXITEKTypy CUCTEMH, sKa iepeadadae Moy 300py, arperaiiii ta
30epiraHHsi JIOTiB, MOJyJIb aHaji3y Ta BUSBIEHHS 3arpo3, MOIYJb MPUNHATTS
pillicHh IMOJAO pearyBaHHS, a TaKOX MOJYJIb TMPEACTABICHHS pE3yJIbTaTiB
KOPUCTyBavaM.

— BusHauuTH B3a€EMOJII0 MK KOMIIOHEHTaMHU CUCTEMH, (popMaTH OOMIHY TaHHMH,
iHTepdeiicu iHTerparii 3 icHyro4YuMu cuctemamu (Hampukian, SIEM, WAF,

CUCTCMaMH JIOTYBAHHA TOIHO).
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[lepen0aunTy MOAKIMBICTB OAAIBIIOTO PO3LIMPEHHS (PYHKIIIOHAIBHOCTI CUCTEMU

6e3 CyTTeBUX 3MiH 6a30BO1 apXITEKTYPH.

CTBOpEHHS MPOrpaMHOi CUCTEMH Ta KOPUCTYBALLKOTO 1HTEp(Deiicy.

IMruiemMeHTanisi OCHOBHUX (DYHKIIIOHAJIbHUX MOJYJIIB CUCTEMH.

PeanizyBaTu cepBepHy 4aCTUHY CUCTEMH, 110 3a0e3Meyye:

o TMpuiiMaHHA Ta 00pOOKY BXIJIHUX JIOTIB BiJl €-commerce miatopmu;

e 3aCTOCYBaHHS aJITOPUTMIB aHaJI3y JUIsl BUSBJICHHS aHOMAalil Ta MOTEHIIIHHUX
3arpos;

o 30epeKeHHs pe3yJbTaTiB aHaAi3y Ta MOAiN Oe3neKku 10 6a3u JaHUX;

o (opmyBaHHS anepTiB Ta PpEKOMEH AL 010 pearyBaHHSI.

Po3podka rpagiuyHoro inTepdeiicy KOpHCTYyBaya.

KoMmnoHeHTH iHTepdeiicy MaroTh BKIFOUATH:

Dashboard MoHiTOpUHTY (B pesknMi, HA0JIMKEHOMY 10 PEAJIbHOI0 4Yacy):

o rpadik aKTUBHUX 3arpo3 32 YaCOBOIO IIKAJIOIO;

o JIYWIBHMK aTakK 3a TUIIAMH Ta PIBHSIMH CEPUO3HOCTI;

 Bi3yaumizallito reorpadigHoOTO PO3MOIITY BUSABICHUX 3arpo3 (y pasi HasiBHOCTI
BIITIOBITHUX JTaHUX);

e IHJMKATOp 3arajbHOr0 IMOTOYHOTO CTaHy CUCTEMHU (HANpUKIAZ, Y BUIJIAII
KOJBOPOBOT CTaTycC-JiHii).

Po3ais 3aBaHTaKeHHsI Ta aHAJII3Y JTaHUX:

o (Qopmy i 3aBaHTaXeHHs (HaiilliB JIOT1B 200 HAJAINTYBaHb JUIS MMAKIIOUCHHS
JI0 30BHIIIHIX JIKEPEIT;

¢ 3acoOu 3aImycKy MpoLeIypH aHaJi3Yy;

o IHIWKATOP MpOrpecy 0OpOOKH JIOTIB.

Po3nin pe3yabTaTiB aHaJi3y:

o Ta0IMINIO BUSBJICHUX 3arpo3 13 3a3HaYEHHSIM THUILY, 4acy, pIBHS CEpHO3HOCTI Ta
IHIIMX BaXKJIMBUX NTapaMeTpiB;

e MOXJIMBICTB IEPETIISAY JETANBHOI 1HPOpMAIIii PO KOKHY 3arpo3y;

e BIJOOpaKEHHS PEKOMEH/ 1ALl 1110/10 MOKJIUBUX M1 Y BIAMOBIIb;
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o (yHKIT excropTy pe3yNbTaTiB aHANI3Yy y MOMYJsipHI (popmaTH (HAMpPUKIA,
CSV, PDF).

Po3aix icTopii Ta CTATUCTUKU:

o rpadiku IMHAMIKH 3arpo3 3a pi3Hi NEPIOU Yacy;

e TEpeIiK HaWOLIBII MOMMPEHUX (TOI) TUIIIB aTak;

o IMepeiK HalOUIbII Bpa3IMBUX ONEpalliil, KOMIOHEHTIB a00 CEPBICIB CUCTEMH;

e QHANMITUYHI TIOKAa3HUKH, IO JO3BOJISIOTH OIIHUTH €(PEKTHBHICTh 3aX0JiB
Oe3MeKH.

Po3ais HamamTyBaHb Ta KOHpirypauii cucremm:

e HaJAIITYBaHHS MOPOTOBUX 3HAYEHB IS BUSBICHHS Ta Kiaacugikalii 3arpos;

o BHUOIp 200 KoHIryparlis aaropUTMIB (MOJIEIICH) JJIs aHAJII3Y TO/I1H;

¢ KEpyBaHHs IMapaMeTpaMu CHOBIIIEHb (KaHAIH, YaCcTOTa, (pLIbTpamis);

e HaJAIITYBAaHHS MPaB JIOCTYITY IS PI3HUX KaTETOPiii KOPUCTYBAYiB CUCTEMHU.

KommuiekcHe TecTyBaHHA Ta OHIHKA e)eKTUBHOCTI NPOrPAMHOI CHCTEMH.

[IpoBecTn TecTyBaHHS pOOOTH CHCTEMH 13 3aCTOCYBAHHSIM HE3AJIEKHOTO HAOOPY

naHux (JIOTiB), SKUH HE BHUKOPUCTOBYBABCS B TMPOIECi pPO3pOOJICHHS Ta

HAJAIITYBaHHS aJTOPUTMIB aHATI3Y.

OuiHUTH SKICTh BUSBJICHHS 3arpo3 3a BU3HAYCHUMHU TOKa3HUKaMu (precision,

recall, yacTka XMOHHMX CIpaIfoOBaHb, Yac PEaKIlii TOIIO) Ta MOPIBHATH OACpIKaHI

PE3yNbTaTH 3 TIOMEPETHHO BCTAHOBICHUMH KPUTEPISIMU YCITIIITHOCTI.

[IpoanamizyBaTll THWIIOBI BHWIIQJKH IOMHJIOK CHCTEMH, 30KpeMa BUIAIKU

HEBUSIBJICHUX 3arpo3 Ta XMOHUX TPUBOT, 3 METOIO BUSBJICHHS MOXJIHUBOCTEH IS

TOKpAIIEHHS SIKOCTI POOOTH.

CdopmymnroBat pekoMeHAAIi 010 MOAATBIION0 BIOCKOHAICHHS MPOTPaMHOT

CUCTEMU, MOKJIMBOCTEH 1HTETpaIlii 3 IHIIUMH 3aC00aMU 3aXUCTY Ta MEPCIIEKTUB 11

BUKOPHUCTAHHS B peajbHUX YMOBaX (DYHKITIOHYBaHHS MiANPUEMCTB €JIEKTPOHHOT

KOMeEpIIii.

Ha pucynky 1.6 300pakeHo AepeBo L A1 JaHOT pOOOTH.
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I Po3pobka cucremu

BY 1€F Ta

HeiTpanisauyii 3arpo3
CTBOpeHH: CvcTeMu

PogpofiaMopened

DyHKLUOHANBHI HedyHxuioHansHi Kpurepii =t KomBiHOBaHWIA . IHTerpauyis AHANITUNHUIA
YHKY dyHKY D 36ip AaHwx o PO3MITKa AaHUX erpau Po3pobka GUI
BUMOTM BUMOTY yenixy nigxia mogeneit dyHkuioHan

Pucynox 1.6 — Jlepeso yineu

l

MNigroToBKa Aaxux

OuikyBaHi pe3yJbTaTH po00TH
TexHiuHi pe3yiabTaTH:
o Haguena ta onTumizoBaHa MOJENb (TOYHICTE > 85%)
o Web-nonarok 3 iHTYiTUBHUM iHTEphericom
o API pys inTerpariii 3 iHIIMMHU CHCTEMaMHU
o JlokymenTaris Ta raiiau
o Unit Ta iHTerpamiitti TeCTH
HaBuanbHi pe3ynbraru:
o IlpakTuuHi HABUYKHU B PO3pOOII MosIenel
o 3HaHHA PO Kibep3arpo3u Ta METOJIU 3aXUCTY
o BwminHa po3poOasTu web-cucremu Ha Python
o HaBuuku B aHami3i Ta iHTEpHpeTaIlii pe3yabTaTiB
Hayxkogi pe3ynbTaT:
o IlyOmikariist METO/IB Ta PE3yIAbTATIB AOCIIIKEHHS
o TlopiBHSHHS 13 ICHYIOUUMU PIIICHHSIMHU
o PexomMenmari n1oa0 BIOCKOHAIEHHS

o  MoxnIHMBOCTI BAKOPUCTAHHS B pEaJIbHIN MPAKTHII
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Po3ais 2. OcHOBH 3arpo3 Ta MeTOIM iX BUABJICHHSA

2.1 Knacudikauisi 3arpo3 aJisi CHCTEM eJIeKTPOHHOI KOMepIIii

Cucremu  €JIEKTPOHHOI  KOMEpIi €  KOMIUIEKCHUMH  PO3MOJILJICHUMU
iHQopMalIHHUMU CcHCTEMaMH, $Ki OOpOOJIAIOTh MEPCOHANIbHI JaHl KOPUCTYBayiB,
mwiaTikHy 1HGOpMalio, KOMEpLIHI JaHl Ta CUCTEMHI XypHanu. BiamoBiiHO, BOHU
1A THCS IITUPOKOMY CIIEKTPY KiOep3arpo3s, siki JOIIIbHO Kiacu(pikyBaTH 3a KiIbKOMa
O3HAaKaMM: 3a pIBHEM peaii3auii aTtaku, 3a LI, 32 CTyNeHeM aBTOMaTHh3alii Ta 3a
JHKEPETIOM TTOXOIKEHHS.

VY KOHTEKCTI IaHOi pOOOTH JOIIIILHO BUJIJIUTHA TaKl OCHOBHI TPYIIH 3arpo3:

e aTaKW Ha BeO-I0JATOK;

e aTaKuW Ha MEPEeKeBiil IHPPACTPYKTYPI;

e aTaku Ha OOJIIKOBI 3aMKCH KOPUCTYBAYiB;

e 3arpo3u, MOB’s3aH1 3 INIATHKHUMU OTICpaIlisIMHU;

e 3arpo3u Ha OCHOBI COIIAJIBHOT 1H)KEHEP1i Ta BHYTPINIHIX 3JI0BKUBaHb.

2.1.1 ATaku Ha Be0-101aTKH

Jo aTtak Ha BeO-710/1aTOK HaJeXaTh 3arpO3H, 10 EKCIUTYaTyIOTh TOMWIKH Y JIOT1LI
00poOku HTTP-3anuTiB, HEKOpeKTHy OOpOOKYy BXIIHMX JIlaHWUX, BPa3JIUBOCTI B
MexaHi3Max aBTeHTU(]IKaIlii Ta aBTOpH3allii, a TAKOX TOMUJIKH KOH]ITrypallii cCepBepHOT0O
IPOrPaMHOTO 3a0€3MeYeHHS.

OcCHOBHI TUIK aTak Ha BeO-momaTku [12]:

1. SQL-in’eknii (SQL Injection)

3MOBMUCHUK TIepe/la€ y BXITHUX mapamerpax ¢parmentu SQL-komy, sKi
HEKOPEKTHO BCTABJISAIOTHCS Y 3aMTH 10 0a3u manux. Hacmiaku:

o uuTaHHsA, MoAUdIKaIlis a00 BUJTAIICHHS JaHUX;

o 00Xig MexaHI3MiB aBTeHTH}IKAITIT;

o OTpPUMaHHS HiABUIIEHUX MpUBLIEiB Ha piBHI CYB/I.

IIpynunnn:
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e BIJICYTHICTb NTapaMEeTPU30BAHUX 3aIUTIB;
e KOHKATEHAIllS PAJIKIB 3aIIUTY 3 BX1IHUMU JaHUMHU 0€3 Bajiaallii;
e HAAMIpHI IpHBLIE] KOpHCTyBadya 0a3u JaHHX.

2. MixkcaiitoBe BukoHanHsa ckpunrtiB  (Cross-Site  Scripting, XSS)
BpasnuBicTh, 3a SKOi KOpHCTyBau€BI IOBEPTAETHCS CTOpPIHKA 13 HEBIPHO
€KpaHOBAaHWMHU JTaHWMH, BBEJICHUMH 1HIIAM KOPHUCTYBadeM ab0 3JIOBMHCHHKOM.
Ile mo3BoJIsiE BUKOHATH JIOBUIBHHUH CIIeHapii y Opay3epi sxepTBu. Hacmiaku:

e BHUKpAJICHHS CECIMHUX TOKEHIB;
o IiJIMiIHA BMICTY CTOPIHKU;
o TIEpCHANpPaBJICHHS Ha (PIIITUHTOBI PECYPCH.

3. Minpodxa wmixkcaiitoBux 3amutiB (Cross-Site Request Forgery, CSRF)
ATaka, ipu SKii 3TOBMHUCHUK 3MYIIye Opay3ep aBTOPHU30BAHOTO KOPHUCTyBaya
BUKOHATH HeOakaHi i Bij ioro iMeHi. [Ipuknaau:

e 3MiHA IapOJIs;

o 0(hOpMIICHHS 3aMOBJICHHS;

e 3MiHA IUIATIKHHUX PEKBI3UTIB.

[Tprunnm:

« BigcyTHicTb CSRF-TOKEHIB;

e BIJICYTHICTb NIEPEBIPKU MOXOKEHHS 3aIUTY .

4. Path Traversal
Cnpobu noctyny m0 (aitsiiB abo TUPEKTOPId 3a MeXaMHU KOPEHEBOTO KaTajory
BeO-70/jaTKa TIUIAXOM BUKOPHUCTAHHS CHEIiaTbHO C(HOPMOBAHUX MUISXIB
(manmpukinan, ../). Hacmiaku:

o meperyia KoH(DiAeHIIHUX (aiiiis;
e PO3KPUTTA KOH(DIrypariiHux I1aHuXx;
e MOXJIMBE OTPUMAHHS MApOJIiB Ta KITFOUiB.

5. Komanaui iH’ exuil (Command Injection)
BxomtoueHHst maHuMX KOpPHUCTyBada y CHCTEMHY KOMAaHIYy, IO BHUKOHYETHCS Ha
ceprepi (uepe3 shell abo cucremni Buxknuku). Hacmiaku:

e BHKOHaHHS JOBUILHUX KoMaHj OC;
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o TIOBHUI KOHTPOJIb HAJl CEPBEPOM IPH YCIIIIHIA eKCIUTyaTaIlii.
6. Inmmi BPa3JMBOCTI 3 OWASP Top 10

3okpema:

« HeOe3meyHa Jecepiaizallis;

e HEMpaBWIbHE KEPYBaHHS CECISIMU;

e TIOMUJIKUA B KOHTPOJIi JOCTYIIY;

e BUTOKM KOH(I1JICHIIIHHOI 1HPOopMaIlii yepe3 MOMUIKH B KOH(ITryparii.

JUist cucteM eJeKTPOHHOI KOMEpIii aTaku Ha BeO-J0aTOK € KPUTHYHHMH,
OCKLJTbKH 4epe3 BeO-iHTep(deiic 3/M1iCHIOI0THCS PEECTPallisi KOPUCTYBAviB, aBTOpU3AIlis,

neperssi TOBapiB Ta 0OPMIICHHS 3aMOBJICHbD.

2.1.2. ATaku Ha MepexKeBOMY PiBHi

MepexxeBi araku  COpPsSMOBaHI HA TOPYIIEHHS JIOCTYMHOCTI  CEPBICIB,
NepexoruIeHHs a0o0 miaAMIHY TpadiKy, CKaHYBaHHS Ta BUSBJICHHS BPa3JIMBOCTEH Ha PiBHI
IPOTOKOJTIB.

OcHOBHI TUTIH:

1. DDoS-arakn (Distributed Denial of Service)
MacoBaHl aTakd Ha TNEPEBAaHTAXXEHHS CEPBEPHUX ab0 MEpPEKEBUX PpECypCiB
IIJISIXOM HaJAMIpHOT KUTbKOCTI 3anmuTiB [13]:

« HTTP flood,

« SYN flood;

« UDP flood Tomo.

Hacnigok — HEOOCTYNHICTh CalTy Ui JIETITAMHUX KOPUCTYBadyiB, WIO
6e3mocepeIHbO 3HMUKYE TOCTYITHICTh Ta JOXO/H.

2. CkaHyBaHHs NOPTIB Ta cepBiciB
[TonepenHiii eran OLIBIIOCTI aTaK, KOJU 3JIOBMUCHHUK BHU3HAYa€ BIJIKPUTI MOPTH,

3ammymieH1 CepBicH, X Bepcii Ta MOTEHI[IHHI BPa3IUBOCTI.

3. Man-in-the-Middle (MITM)
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[lepexorieHHss Ta, 3a MOXJIUBOCTI, Momudikaiis Tpadiky MK KIIEHTOM 1
cepBepoM. OcoOIMBO HEOE3MEUHO TPH:
o BiacyTHocTi HTTPS;
e BHUKOpPHCTaHHI 3acTapiiux Bepciit TLS;
o KOMIIpOMeTalli cepTUQIKaTiB.
4. DNS-ataku (DNS spoofing, DNS cache poisoning)
[Tigmina DNS-BianoBiaeH, 1110 pu3BOAUTH 10 TIepeHaAIPaBICHHS KOPUCTYBaviB Ha

IIK1/1JTMB1 00 (PIIIMHTOBI PECYpCH.

2.1.3. Ataku Ha 00J1iKOBI 3anMCH KOPUCTYBayviB

OOGIIKOBI 3alMCH € KIIOYOBOI MIIICHHIO 3JJOBMHUCHHUKIB, OCKIJIBKH BiJIKPUBAIOTh
JOCTYI A0 MEPCOHANIBHUX JAHUX, ICTOPIi 3aMOBJICHb, IJIATIXKHUX IHCTPYMEHTIB.
OcHoBHi 3arpo3u [23]:

1. Brute-force

[Tepebip maponiB (4acTo aBTOMATHU30BAaHUM) 3 METOK MiAOOPY MNPaBUIHLHUX
OOJIIKOBHX JaHUX.

2. Credential stuffing

BukopucTanHs nap JOTiH/Iaposib 1110 BUTEKJIH 3 IHIIUX CEPBICIB, pO3paxoBaHe Ha
T€, 1110 KOPUCTYBaui MOBTOPHO BUKOPUCTOBYIOTh OJIHI i T1 CaMi MapoJi.

3. Password spraying

Cnpob6a BUKOPHCTaHHS HEBEIMKOTO HAOOPY TOIMYJSIPHUX MApOJIB JJIs BEITUKOI

KUTBKOCTI KOPUCTYBAYiB.
4. Session hijacking

[Tepexomnenns ceciitnux TokeHiB (cookies, JWT) 3 momganbumM BUKOPUCTaAHHSIM

iX BiJl IMEHI KEPTBHU.
5. Account Takeover (ATO)
Komrneke MeToiB, 110 B pe3yJibTaTi 1al0Th 3JI0BMUCHUKY MTOBHUN KOHTPOJIb HAJl

0OJIIKOBHM 3alIMCOM KOPHUCTYBaya: 3MiHY MapoJis, aApec, MIaTHKHUX JaHUX.
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2.1.4. 3arpo3u nuari:kHiii Ta ¢ginancosiii inpopmairii

OkpeMmy Tpyly CTaHOBISATH 3arpo3u IS IUIATIKHUX JaHUX Ta IUIATIKHOT
1H(DpaCTPYKTYpH:
1. HlaxpaiicTBO 3 IVIATIKHUMU KapTKaMu
BuxopucTanHs BUKpaJEHUX PEKBI3UTIB KapTOK JJIS 311MCHEHHS MOKYTIOK.
2. BrnipoBaJ:keHHsI CTOPOHHIX CKpPMITIB Ha cropinkax omjgatu (Magecart-
NMOAI0OHI aTaKkm)
ximmuBuii JavaScript mepexornoe adl IaThKHUX GopM 0e3MOCepPeTHBO Y
Opay3epi KopucTyBaya.
3. MigmiHa MIaTi’xKHUX PeKBIi3UTIB
HeaBTropuzoBana 3miHa pPEKBI3UTIB OTpUMyBaua B OCOOMCTOMY KaOiHETI 4u B
naHeNl aJIMIHICTPYBaHHS.
4. YappxOek-maxpaucrso
[TomanHs HEOOTPYHTOBAHMX 3alUTIB Ha MOBEPHEHHS KOIITIB MICJISI OTPUMAHHS

TOBapy abo MOCIYTH.

2.1.5. CouiajibHa iH:KeHepisi Ta BHYTPILIHI 3arpo3u

1. ®immur Ta spear-phishing
ImiTarist TEriTUMHUX JIMCTIB, MOBIIOMJIEHb UM 1HTEPENCIB 3 METOI0 OTPUMAaHHS
OOJKOBHX JaHMX, TUIATDKHOI 1H(GOpMariii ab0 MepeKOHaHHs KOPHUCTyBada BUKOHATH
HeOe3neun1 dii.
2. Buytpimmni 3arpo3u (insider threats)
HecymuiaHi criiBpoOITHUKY, TAPSTHUKY a00 MapTHEPH, SKI MAIOTh JICTITHMHUN
JOCTYT IO CUCTEMH 1 MOXKYTh:
e 3JIIMCHIOBAaTH HECAHKI[IOHOBAHE KONIIOBAHHS JAHUX;
e 3MIHIOBaTH HAJIAINTYBaHHS OE3IEKH;
¢ HABMHCHO CTBOPIOBATH BPa3IUBOCTI.

3. APT (Advanced Persistent Threats)
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TpuBai KOMIUIEKCHI aTaku Ha BEJIMKI opraHizailii, moOyoBaHi K MOCIiTOBHICTh

KPOKIB: PO3BiJIKa, TEPBUHHE MNPOHUKHEHHS, 3aKpIIUICHHS, PO3LIMPEHHS TMPUBLIEIB,

excimbTpalis TaHuX.

2.2. MeToau aHai3y Ta BUSIBJICHHSA 3arpo3

Metonu BUSBJICHHS 3arpo3 Y CUCTEMax €JIEKTPOHHOT KOMEPIii MOKHA MOAUTUTH

Ha TaKl IPyIu:

CUTHATYpHI (MPaBUIIOB1) METOJIN;

METOIM aHOMAJIIMHOI JIETEKIIIT;

METOAY MAIIMHHOI'O Ta IITMOMHHOTO HAaBYaHHS;
MTOBEIIHKOBUH aHaJII3;

KOHTEKCTHHUM Ta KOPENSIINHUNA aHalli3 TTOA1H.

2.2.1. CurHarypHe BUSIBJICHHS

CurHatypHHii TiAXIT IPYHTYEThCS HA MOMIYKY Y HO1IAX (JIorax, 3aluTax) BiIOMHUX

11a0JIOHIB aTaK.

ITpuknanuy:

1. Peryasipui BHpa3u (Regular Expressions)

BukopucToBYIOThCS 17151 OLIYKY M1A03pUIHX (hparMeHTIB y 3aIuTax:

natepun  SQL-iw’exkmivi (' OR  1=1, UNION SELECT,--,; DROP
TABLE To1110),
xapakTepHi eneMmeHTd XSS (Hanpukiam, <SCript>, onerror=),

03P 1Tl MTapaMeTpH Y PSAKaxX 3amuTy.

2. YARA-npaBuaa

dopManbHUM ONKUC CUTHATYP, IO BKIIKOYAE:

KOHCTAHTHI PSAIKH,
peryisipHi BUpasu;

JIOT1YH1 YMOBH.
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3. IIpaBuna WAF ta IDS/IPS

Habopu ymoB, siki ommcyroTh migo3pini HTTP-3anuTu, aHoManabHI 3arojoBKH,
3a00pOHEHI METOIH.

IlepeBaru:

e BHCOKa TOYHICTH JIISI B)K€ BIJJOMHMX THIIIB aTakK;

e MPO30PICTH TA MOSICHIOBAHICTH POOOTH.

Henomku:

o HE BUSBJSIOTH HOBI (zero-day) aTaku;

e TOTPEOYIOTH MOCTIHHOTO OHOBJICHHS 0a3U CUTHATY;

e UYTJIMBICTH 10 00dycKarlii Ta Mogu(iKallii aTax.
2.2.2. MeToay aHOMAJIIITHOI TeTeKIIil

Merta — BUSABIATH TOI1, SIK1 ICTOTHO BIAPI3HSIOTHCS BiJ TUMOBUX (HOPMAJIbHUX),
HaBITh SKIIO CUTHATYPH IIUX aTaK HEBIJOMI.

1. CraTucTuuHi MeTOAM

a) Z-score:

X —u
=—-, (2.1
7=—=, 21

7€ X — MOTOYHE 3HAYEHHSI METPUKH, [ — CEPEAHE, 0 — CTAHAAPTHE BIIXHUIICHHS.
3HAYCHHS 3 BEMKUM |Z| (Harpukiaz, > 3) po3rasgaroThCs SK aHOMAJTbHI.

b) IQR (Interquartile Range):
O06unCIOI0THCS NEPIINiA 1 TpeTid KBapTuii @4, Q3 Ta IHTEPKBAPTUILHUHN po3MaXx:

IQR = Q3 — Q1. (2.2)
AHOMaTbHUMHU BBAXKAIOTHCS 3HAUEHHS 11032 MEKAMU:
[Q; —1,5-IQR,Q5 + 1,5 IQR].(2.3)

C) EWMA (Exponential Weighted Moving Average)

BukopuctoByeThCs )14 3r1a/PKYBaHHS YaCOBUX PSI/IIB Ta BUSBICHHS PI3KUX 3MIH.

2. AJITOPUTMH aHOMAJIIITHOT AeTeKuil
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Isolation Forest — i3omsiis aHOMaumiii 3a JOIMOMOIOI BHIIAJAKOBHX PO30OHTTIB
IPOCTOPY O3HAK.

Local Outlier Factor (LOF) — ominka g0KajabHOI INMIJIBHOCTI JAHUX; TOYKH 3
HU3BKOIO MIUTHHICTIO BBRXKAIOTHCS aHOMATISIMHU.

One-Class SVM — HaBYaHHS Ha KHOPMAJTLHUX) JTAHUX 3 [TO1AJIBIITUM BUSBICHHIM
B1JIXUJICHb.

Autoencoders — HeWpOHHI MEPEeXKi, 110 HaBYAIOTHCS BiATBOPIOBATH HOPMAaJIbHI
JlaH1; BEJIMKA MOXUOKa PEKOHCTPYKIII BKa3ye Ha aHOMAJTIIO.

IlepeBaru:

3JaTHICTb BHUSBJIATH HEBIIOMI THIIM aTak;

MO>KJIMBICTh pOOOTH 0€3 SIBHOI PO3MITKH aTaK Ha €Tarl HaBYaHHS.

Henomixu:

OlIbIIIa KUTbKICTh XUOHUX TPUBOT;

notpeba 00epekHOTO HAJIAIIITYBAHHS TIOPOTIB.

2.2.3. MeToau MAIIMHHOIO TA INIMOMHHOT0 HABYAHHSA

MCTO)II/I MAallIMHHOI'O HaBYaHHS JO3BOJJIAIOTH 6y21}7BaTI/I MO)Ieﬂi, 10 aBTOMaTHU4YHO

BYATHCS PO3PI3HATU HOPMAJIbHY Ta LIKIJIMBY aKTUBHICTh HA OCHOBI JIaHUX.

1.

Kuacuuni anropurmu (supervised learning)

JIOTICTUYHA perpecis;

JIepeBa pillieHb;

Random Forest, Gradient Boosting, XGBoost;

SVM.

3acTocyBaHHS:

KJacudikalisg OKpeMHuX 3anuTiB (HOpMaJIbHUH / TITKIIJTUBU);
BUSBJICHHS IIAXPANCHKUX TPAH3aKIIHA.

I'inOuHHI HelipoHHI Mepexi

LSTM/GRU — s anainizy mociuiJoBHOCTEH JIOTiB, A1 KOPUCTYBAYiB;

CNN — 17151 BUsIBIEHHS CTPYKTYpPHUX MAaTEPHIB Y IPEICTABICHHI JaHHUX;
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« Autoencoders — s aHOMaTIHHOT IETEKIIl.
3. T'iopuani Ta aHcamoJieBi miaxoau
Kom0inyBanHs curHatypHux, ctaTucTuyHux Tta ML-metozniB dacto 3abe3meuye

Kpari pe3yJbTaTd, Hi’K BUKOPUCTAHHS OJIHI€T TEXHIKH.

2.2.4. lloBeninkoBuii anauaiz (UEBA)

[ToBeninkoBuii aHami3 (QoKycyeTbcss Ha TMOOYHOBI MNpOPiI0 «HOPMAITHHOI»
MOBEIIHKYA KOPUCTYBava ad0 CYTHOCTI (CepBep, CEPBIC) Ta BUSBICHHI BiIXWJICHb.

O3nHaku:

o reorpadis BXOAIB;

e THWIIH MPUCTPOIB Ta Opay3epis;

e XapaKTEepHi 4acOBl IIA0JIOHU aKTUBHOCTI;

e THIIOBA CyMa Ta 4acTOTa 3aMOBJICHb;

e CTaHAAPTHI MOCIIIOBHOCTI diil.
BinxuneHHs BiAg Takux OpodiliB MOXYTh CHTHAJII3yBaTH MPO KOMIIPOMETALIIO

00J11KOBOTO 3amucy abo maxpancTBo.

2.2.5. KoHTekcTHHI Ta KOpeasiuiiiHuid aHa i3 nmogin

KoHTtekcTHHI aHali3 po3risaae MocaiIoBHOCTI Ta B3a€EMO3B’ 3KH MK TIOISIMU 3
pizaux kepen (Be6-ceprep, b1, WAF, IDS, OC, minaTiHi IITI031).
[Tpuknanu:
e TOCHIJOBHICTh «CKaHyBaHHS MOPTIB — MIAO3pPUIl JIOTIHM — 3MiHa IUIATHKHUX
PEKBI3UTIBY;
e OJIHOYACHI MMiI03p1JIi JIii 3 0AHOTO Aiana3zony IP;
e CHHXPOHHI aHOMaJii y pI3HUX MIJICUCTEMAX.

Kopemsiist okpemux curHaiiB g03Bosisie popMyBaTH IUTICHY KapTUHY 1HIUAEHTY.
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2.3. ApXiTeKTYypHIi miIX01H /10 BUSBJICHHS Ta pearyBaHH HA 3arPo3H

CyudacHi pillleHHs peanizyloTh OaraTopiBHEBHMA MiIX1/1:

« SIEM (Security Information and Event Management) — nientpanizoBanuii 30ip
1 aHaJI3 JIOT1B;

o IDS/IPS — BusiBneHss ta npodislakTHKa BTOPTHEHb;

« WAF —3axuct BeO-10/1aTKIB;

o SOAR — opkecTpaliisi Ta aBTOMAaTU30BaHE pearyBaHHS.

2.3.1. SIEM-cucremu

Oyukuii [24]:
 301p JIOTIB 3 PI3HUX JIKEPEIT,;
e HOpMai3allisg Ta yHiikaris;
e KOPEJISIS MOIIH;
o (opMyBaHHS aJEPTIB;

e QHAJIITUKA TA 3BITHICTb.

2.3.2. IDS/IPS

o Network IDS/IPS — ananiz Tpadiky, BHUSBICHHS aTak Ha PIiBHI MEPEKEBUX
IPOTOKOJTIB,;
o Host-based IDS/IPS — koHTpoJIb TO/TiH HA KOHKPETHHUX XOCTax (TporecH, (aiiu,

peeCTp TOIIIO).

2.3.3. WAF

PoszramoByetbest Mmixk kiieHTOM 1 BeO-cepBepom, pinbrpye HTTP/HTTPS-Tpadik,

BUSIBJISIE ATAKYIOU1 3aMUTH 1 MOKe OJIOKYBATH iX I11€ J10 JOCSITHEHHS 3aCTOCYHKA.
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2.3.4. SOAR

3abesmneuye:

peamizamnito playbook-cuienapiiB pearyBanns (6mokyBanns [P, OnoxyBaHHs
aKayHTa, MOB1IOMJIEHHSI KOPUCTYBaya);

inrerpanito 3 SIEM, WAF, IDS;

ABTOMATH3AIII0 PYTUHHUX A1l aHATITUKIB O€3MEKH.

2.4. MeToau HelTpagizanii Ta npoTuaii 3arpo3am

Metoau npoTHaii NOAUISIOTHCS HA:
IPEBEHTUBHI (3aM00ITaHHs);
NETEKTHUBHI (BUSBICHHS);
KOPEKTyBaJbHI (YCYHEHHS HACTIIKIB);

oprasizaliifi (oJITHUKH, TPOIIECH, HABUYAHHS).

2.4.1. IlpeBeHTUBHI 3aX01U

kpunrorpadiunuii 3axuct ganux (AES, TLS, xeuryBanHs napoJiiB);
Oesneune nporpamysanns (validation, sanitization, parametrized queries);
koHTpoJb Aoctyny (RBAC, MFA);

CErMEHTAaIlisl MEPEXi, MiHIMI3aIlisl TOBEPXHI aTaKH.
2.4.2. JleTeKTHUBHI 3aX01H
JIOTYBaHHS Ta MOHITOPUHT KJIFOYOBHUX IOIIH;

cuctemu IDS/IPS, SIEM, WAF;

aHATITHKA TOBEAIHKA KOPUCTYBAYiB.
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2.4.3. KopekTyBaJjbHi 3ax011
omoxyBanHs [P-agpec Ta 0611KOBHUX 3aMuCiB;
CKAaCyBaHHSI M1I03PLTUX TPAH3AKITIN;
BIJIKAT 3MiH, BIJIHOBJICHHS 3 PE€3EPBHUX KOITIM.
2.4.4. Opramni3aniiini 3axoau
MOJIITUKY TIAPOJIB, TOCTYITY, PE3EPBHOTO KOIIIOBAHHS;
perjiaMeHTH pearyBaHHs Ha 1HIUICHTH;
HABYaHHS NIEPCOHATY Ta KOPUCTYBAUiB.

2.5 MaTemaTuuHni mojei Ta ¢popmaJiizanisi 3arpo3 Ta MexaHi3MiB 3aXUCTy

Jlns ramOmoro po3yMmiHHS 1 MOMIMBOCTI KUIBKICHOTO aHalli3y 3arpo3 Ta

€(PEeKTUBHOCTI 3aXHCTY JAOLJIBHO BUKOPUCTOBYBATH MareMaTH4HiI Mojeni. Takl Mojeni

JIO3BOJISIIOTh:

KUTbKICHO OI[IHIOBAaTH PU3UKH;
oOupaTu ONTUMAaJIbHI CTPATET1i 3aXUCTY;
POrHO3yBaTH €(EKTUBHICTH CUCTEM BUSBIICHHS,

ONTUMI3yBaTH PO3IOIIT PECYpPCIB Ha OE3IEKYy.

2.5.1. OCHOBHI MOHATTH

3arpo3010 HA3WBAETHCSA IOTCHINMHA TOMIS YM JIisl, sSIKa MOJKE 3aBJATH KON

iHopMaliiHUM akTUBaM cucTeMu. DopManabHO 3arpo3y MOXHA OMUCaTH HaOOpOM

aTpuOyTIB:

Threat = (T,V,I,P), (2.4)

ne T — tun 3arposu, V' — mHOxkuHa BpaznuBoctei, | — BmuB Ha CIA, P —

WMOBIpPHICTh TOTO, 110 3arpo3a OyJie peanizoBaHa.
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Pusuk — 1ie 106yTOK MMOBIPHOCTI peani3allii 3arpo3u Ha BEIMYUHY MOTEHIIIHHOTO

30UTKY:
R(t) = P(t) x I(t), (2.5)

ne P(t) — iMOBIpHICTh HACTAHHS 3arpo3H t y yacoBoMy iHTepBaii I (t) — BenIuunHa
BIUTUBY (30UTKIB) y TPOIIOBUX OJUHULAX 00 YMOBHUX OJUHUISAX CEPHO3HOCTI.

BpasnuBicTio Ha3UBAETHCS CIIAOKICTh Y CUCTEMI, SIKa MOKe OyTH €KCITyaTOBaHa
JUISL peasti3aliii 3arpo3u:

Vulnerability - (Vtyper Vseverity; Veploitability): (2-6)

1€ Viype — THI BPA3JIMBOCTI (HAPHUKJIad, HEJOCTATHS Bajigallisl BXIIHUX JTaHHX ),

Vseverity — cepiosnicts Bpasmusocti (32 CVSS: 0-10), Vepipitapitity — JTETKIiCTb

eKCILTyaTarii.

2.5.2. Mojaejib CyKYITHOT0 PU3HKY

n
Riotar = ) Py X 1 X By, (27)
i=1

JI€ N — KUIBKICTh 1IeHTU(IKOBAHUX 3arpo3, P; — HMOBIPHICTh peatizallii 3arposi i,

[; — BIUIMB 3arpo3u Ha cucteMy, E; — koedilieHT miicuaeHHs JUIsi KpUTHYHUX 3arpo3.
2.5.3. Moaeas BiiiuBy Ha CIA-Tpiany

Bekrop BruiuBy:
I = (I, I, 14), (2.8)
e Ié — BIUIMB Ha KoH(igeHuiiHicTh (0-1), [ ,int — BIUIMB Ha 1imicHicTs (0-1), [ [il —
BIUIMB Ha JOCTYyHHICTH (0-1).
s SQL-11’ exiii: I= (0.9,0.8,0.3) — BucOKuii BIUIMB Ha KOH(IICHIINHICTD Ta
IIJTICHICTb, aJIe HU3bKUN Ha JJOCTYMHICTb.

s DDoS: I= (0.0,0.0,1.0) — BrIMB JMIIIE HA JOCTYITHICTb.

3 ypaxyBaHHSM Bar:



R; = Py X (Welé + winellne + wylh), (2.9)

We + Wint + Wy = 1. (210)

2.6 Kinacudikanisi 3arpo3 eJ1eKTpOHHOI KOMepil
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VY tabmumi 2.1 npoaeMoHCTpoBaHO 1H(OPMAIlIO MPO KOXKEH 3 BUIIB aTak, iX

KaTeropii, BIUIMB Ta 1HLIE:

Ta6muis 2.1 Knacudikartist 3arpo3

Ne | Tun Kareropis Bexkrop B | CknanHicts | BiporigHicTs

aTaku Ha
CIA

1 |SQL Be0-momaTtox | BximHi C, Int | Huspka Bucoxka
Injection napaMeTpu

2 | XSS Be6-nonarok | DOM/HTML | C, Int | Husbka Bucoxka

3 |CSRF Be6-nogarok | 3amut Bif | Int Huzbka Cepenns

Opayzepa

4 | Path Beb-momatox | URL C, Int | Hu3bka Cepenns
Traversal napaMeTpu

5 |RCE Be6-nonarox | Bxigni nani C, Int, | Cepenns Husbka (3

A naT4amu)

6 | DDoS Mepexa MacogaHni A Huzbka Bucoka
(HTTP) 3aIuTH

7 | DDoS Mepexa TCP A Hwuspka Bucoka
(SYN) handshake

8 |MITM Mepexa [lepexomnenn | C, Int | Cepenus Cepenns

s Tpadiky

9 | DNS Mepexa DNS zanutu | C Cepenns Hwusbka (3

Spoofing DNSSEC)
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10 | Brute O6mnikoBuii [lepebip Int Hyxe Bucoka
Force 3armc apOJTIO HU3bKa
11 | Credentia | O6aikoBUit Vreueni mani | Int Hyxe Bucoka
| Stuffing | 3ammc HU3bKA
12 | Account | OOmikoBuit Kom6inoBana | C, Int, | Cepenns Cepenns
Takeover | 3amuc A
13 | Card [Tnarix Kpaneni nani | C, Int | yxe Bucoka
Fraud HHU3bKa
14 | Phishing | ComianbHa Email/SMS C, Int | dyxe Bucoka
HU3bKa
15 | Insider Opranizaniiin | Bayrpimmnin | C, Int, | Cepenns Huseka
Threat a JOCTYTI A
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Po3aiu 3. IIpoekTyBaHHS apXiTeKTypH CHCTEMHU BUSIBJICHHS Ta
HelTpasizauii 3arpo3

3.1. 3arajibHi NPUHUMIIM T Wijli NPOEKTYBAHHA CHCTEMH

[IpoexTyBaHHS CCTEMH BHUSBJICHHS Ta HEUTpai3alli 3arpo3 sl 0e3MeKu JaHUX y
CUCTEMAaX EJIEKTPOHHOI KOMEPIIIi IPYHTYETHCS HA KOMILJIEKCHOMY MIAXO/], 1110 BPaXOBY€E
TEOPETUYHI OCHOBH, PO3IJISHYTI Yy TONEPEIHBOMY pO3JiJIi, a TaKoXX IPaKTH4HI
0OMEKEHHS Cy4aCHUX KOPIMOPATUBHUX 1IHPPACTPYKTYP.

OCHOBHUMU apXITEKTYPHUMH HUISIMH €:

1. KommiekcHictb 3axuery: CucreMa TOBMHHA KOMOIHYBAaTH JeTEpMIHOBaHI
METOIM BUSBIEHHSA (CUTHATYpHHUWA aHali3) 3 IMOBIPHICHUMH (BUSBIICHHS
aHOMaJIiif, MAaIIMHHE HAaBYaHHS) U1 MaKCHUMaJIbHOTO TOKPUTTA SK BIIOMUX
(known threats), Tak i HeBigoMHX aTak (zero-day exploits).

2. MacmiraboBanicts (Scalability): ApxiTekrypa mOBMHHA 3a0e3neuyBaTH
TrOpU30HTAIbHE MacIITaOyBaHHSA JUIsi OOpOOKM BEIMKHUX OOCSTIB TMOJIA Bif
PO3MOIIEHOT CUCTEMU €JIEKTPOHHOI KOMepIii 0e3 Jerpajanii mpoyKTUBHOCTI.

3. PeakTuBHicTh (Real-time response): Yac Biju MOMEHTY BHUSBIICHHS 3arpO3U 0
iHiIiaIii aBTOMAaTU30BaHOTO pearyBaHHS HE TIOBHHEH MEPEBHIYyBaTH | CEKyHY,
10 € KPUTUYHHUM JUIS 3a100ITaHHs BUTOKY JTaHUX.

4. BiagmosocrtiiikicTs (Resilience): Cucrema noBuHHa 30epiraTi mpame3IaTHICTh Ta
IITICHICTh JJAHUX HABITh y BUMAAKY BUXOJY 3 JaJy OKPEMHUX KOMIIOHEHTIB a0o
BY3JiB.

5. InteponepabenbHicTh: ApXiTEKTypa MOBMHHA Mepea0davyaT MPOCTy 1HTErPaIliio
3 icHyrouoro iHdppacTpykryporo opranizarmii (SIEM, WAF, ldentity Providers)
4yepe3 CTaHaapTU30BaHi iHTepdeicH.

6. AyailioBaHicTb: Yci aii cucTeMu, BiJl OTPUMAHHS JOTY 10 aBTOMATHUYHOT peaKIlii,
NOBUHHI  peecTpyBaTtuca Uil  3a0€3ME€YEHHS  MOKJIMBOCTI  MOJAJBUIOTO

PO3CIIiyBaHHs IHIIUACHTIB Ta MPOBECHHS ayIUTY.
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3.1.1. OcHOBHI BUMOI'M 10 CHCTEeMH

Ha ocHoBi ananizy 3arpo3 ta Bumor mikaapoanux crangaptis (ISO/IEC 27001,
PCI DSS, OWASP ASVS) chopmMynboBaHO HACTYITHI BUMOTH:

dynknionanabHi Bumoru (Functional Requirements — FR):

FR1: Cucrema noBuHHa 31MCHIOBATH LEHTPaII30BaHUM 301p KypHAIIB MOJINA
(;roriB) 3 BeO-cepBepa, WAF, IDS/IPS, 6a3u qanux ta onepamiiHoi CUCTEMHU.
FR2: Cuctema noBuHHA BUKOHYBAaTH HOPMAaJII3allil0 PI3HOPIAHUX (HOpMATIB JIOTIiB
710 €TMHOT KAHOHIYHOT MOJIEITI JAaHUX.

FR3: Cucrema nmoBuHHA BUSBJISITH BiJIOM1 aTaKi, BAKOPUCTOBYIOUM CUTHATYPHUN
aHani3 (Hanpukiaj, npasuia YARA).

FR4: Cucrema moBWHHA BUSBIATH aHOMAJii y TOBEIIHI[l KOPUCTYBadiB Ta
MepexeBoMYy Tpadiky METOAaMU MaIlIMHHOTO HaBYaHHS.

FR5: Cucrema noBuHHa Ki1acu(iKyBaTH BUSABJICHI IHIIUICHTHU 34 CTYTICHEM PU3UKY
(KpUTUYHUN, BUCOKUHN, CepeTHIN, HU3bKU).

FR6: Cucrema moBWHHA TEHEpPYBaTH CHOBIMICHHS (ajepTH) Ta HAACWIATH iX
aaMiHicTpaTopaM O€3MeKH B PeKUMI PEaTbHOTO Yacy.

FR7: Cucrema moBMHHa BUKOHYBaTHM aBTOMATH30BaHI CIIEHApli pearyBaHHS
(6moxyBanus [P-anpecu, 3aBepiieHHs cecii, 0JJ0KyBaHHSI 00JIIKOBOTO 3aIUCY).
FR8: Cucrtema noBuHHa 3a0e31euyBaTH IOBIOCTPOKOBE 30€piraHHs BCiX MOJii Ta
IHIUJEHTIB JUIsl PETPOCTIEKTUBHOTO aHATI3Y.

FR9: Cucrema moBunHa HamaBatu BeO-iHTepdeiic (Dashboard) mist MmoniTopunTy
cTaHy Oe3MeKH Ta YNpaBJiHHS HaJAIITYBaHHIMHU.

Hedynkuionanbui Bumorn (Non-Functional Requirements — NFR):

NFR1: Yac 06pobxku omniei momii (Event Processing Latency): < 100 mc.

NFR2: Yac peakiii Ha KpuTUuHY 3arpo3y: < 1 c.

NFR3: HJoctynHicts cuctemu (Availability): > 99.5%.

NFRA4: IIpomyckna 31aTHICTE: 00poOka > 10,000 moxiit Ha cekynny (EPS).
NFRS5: IToBroTa BusBnenHs arak (Recall): > 85%.

NFRG6: Bayunicts BusBineHHs atak (Precision): > 85%.
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o NFR7: Koedimient xubHomo3utuBHuX crparboByBanb (False Positive Rate): <

15%.

3.2 ApXiTeKTypa CHCTeMH HA PiBHi KOMIIOHEHTIB

3.2.1 3aranbHa CTPYKTYpPHA cxema

ApxiTekTypa cucTeMu 0a3yeThCsl Ha TaTepHI KOHBeEpHOi 00poOku manux (Data

Pipeline) i ckinamaeTbes 3 7 OCHOBHUX KOMITOHEHTIB (puc. 3.1):

( DATA SOURCES

1. COLLECTION &

NORMALIZATION 2. ENRICHMENT
& CORRELATION

MODULE
(Collector, Parser,
Normalizer)

“
©

MODULE

(Enricher, Correlator)

&

(. 3.THREAT .., |

“(1)~ DETECTION -
_ CORE —
2 i
Q|
Signature Anomaly
Analyzer Detector
(YARA} Ifsolalnm Fou:st)J
s& ©)
55 M
ML Behavioral
Classifier Analysis
(XGBoos1) (UEBA)

4, ALERT
MANAGEMENT
(Alert Manager,

Router)

A4

6. DATA STORAGE

ECE

Event Database  Cache

(PoslgreSQL (Redis)

Time Series
(InfluxD8)

3

5. AUTOMATED
RESPONSE

(Playbook Executor,

Action Module)

ORI TR
7. VISUALIZATION
& MANAGEMENT

(Dashboard, Reports,
Admin Panel)

;_[]D[l[ll]

3.2.2 JleTrajibHUIi OTUC KOMIIOHEHTIB

KoMnoHneHT
Normalization)

Bxinni nani:

30ip Ta Hopmamidauia KypHaaiB (Log

o HTTP 3anutu/Bianosinai (Apache, Nginx);
o Jloru BeO-expany (WAF — ModSecurity, Cloudflare);

« Jloru cucrem BusiBIICHHS BTOPTHEHb (Snort, Suricata, Zeek);

Pucynok 3.1 — Cmpyxkmypna cxema cucmemu

Collection &
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o Aynut 6a3u ganux (PostgreSQL audit logs);

o Jloru mpuknamgnoro piBas (application.log);

o Cucremni xypHanu (syslog, Windows Event Log).

D YHKIiOHAJIBHICTD:

o ACHHXpPOHHMI TpUIIOM TOTOKIB JaHuUX d4epe3 yepru nosimomieHsb (Kafka a6o
RabbitMQ).

o Ilapcunr piznopinnux dopmari (JSON, CSV, Syslog, XML).

o Hopwmanizanis manux mo eawnHoi cxemu: {timestamp, source_ip, destination_ip,
event_type, severity, raw_data}.

o @inpTparllisg UryMiB Ta JeXyOIKaIls 3aMUCIB.

Buxin: HopmamizoBani nojii y ¢popmati JSON, nepeaani 10 BHYTPIIIHBOI Yepru
TIOTIHA.

Kommnonent 2: 30arauenHss Ta kopessimisi moxiii (Event Enrichment &
Correlation)

Bxinni mani: HopmanizoBani nonii, 6a3u GeolP, pemyramiiiai criucku (Threat
Intelligence feeds), mpodini kopuctyBauis.

D YHKIiOHAJIBbHICTD:

o 30arauvenns: JlonaBanusa reorpadiunux koopauHat 1o IP-ampec, Bu3HaueHHsS
npoBaiiaepa (ISP).

o IlepeBipka penyramii: 3icraBienns [P-aapec Ta qomeHiB 3 "yopHUMH criUCKamMu'"
(Blacklists).

o Kopeasinia: O0'eqHanHs pOo3pI3HEHUX MO/IH Yy JIOT14HI JIAHITFOKKH (Cecii) B Mexax
4acoBOT0 BiKHA (HampHKiaa, 5 XBUIWH) 3a KitouyoBumu atpudyTtamu (IP, UserID).
Texniuna peanizanisa: Bukopucranua Redis 18 mBHAKOro JaocTymy A0

KOHTEKCTHHX AaHuX; Python-ckpuntu 115 IOTiKM KOpESIIii.
KommnonenT 3: Mexani3m Busijiennsi 3arpo3 (Threat Detection Engine)
[{eit KOMITOHEHT € CepIEeM CUCTEMU 1 BUKOPUCTOBYE TOPUIHUM MiAXI/I.
Curnarypunuii nerekrop (YARA)
BukopuctoBye nonepeHb0 BU3HAUYEHI IPaBUiIa AJis MOIIYKY BIJOMMX MAaTEpHIB

aTak y Tim 3anuriB [14].
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[Mpuknan npaBuna juist BusineHHs SQL-1H'ekii:
rule SQLInjection_OR {
meta:
description = "Detects SQL injection with OR operator"
severity = "high"
strings:
$s1=""OR™
$s2=""0R 1=1"
condition:
any of them
by
HerexTop anomauiii (Isolation Forest)
BuxopucroBye anroputMm "[3omorodoro Jicy" s BUSABICHHS TMOJIN, IO
CTATUCTUYHO BIIXUJISIOTHCS BiJl HOPMH.
O3Haku: YacToTa 3amuTiB, PO3MIp IAKETIB, KOJU BIATOBIIEH cepBepa, 4ac Mixk
3alUTaMHU.
MaremaTtrnuHa MOJENb:
JIIss  KOXXHOTO BEKTOpa O3HaK X = (X1,Xy,...,X;), OIIIHKA aHOMAJIBHOCTI

O0UYMCITIOETHCH SIK:

_E[h(x¥)]
s(x,n) =2 <™ (3.1)

ne E[h(x)] — cepenane 3HaueHHS JOBXWHH NUIAXY B JepeBax i3oisiii, c(n) —
HOpMaJIi3ytounid KoedilieHT (cepeaHs JOBXKUHA HUIIXY JUJIS 1 €IEMEHTIB). SIKIIo
s(x,n) > 0.5$, nmoxis BBaXKacThCA aHOMAILHOIO.
ML Kaacudgikarop (XGBoost)
O3znakm pas mozaedi (40+ o3nak):
1. Mepe:xeBi 0O3HaAKH:
« Jlxepenona IP agpeca (3akomoBaHa)
o Iloprt npusnaueHHs

o Po3wmip makery
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o Tum nporokoiy
2. O3naxku HTTP 3anuTty:
o JloBxxuna URL
« KinpkicTs mapamerpin
o HasBHicTh cneniaibHUX CUMBOJIIB
o« HTTP meton
« User-Agent fingerprint
3. Yacosi o3Haku:
« Yac nodbu
o JleHb THXHS
o BiaxuneHHs BiJ] TAIOBOTO Yacy KOPUCTyBaya
4, IloBexiHKOBi O3HAKH:
o KinbkicTh 3aUTIB KOPUCTYBa4a 3a OCTAHHIO XBUIIMHY
o KinbKicTh MOMMIIOK aBTOpH3AIIiT
o KinbKicTh 3BepHEHB /10 aIMIHICTPATUBHUX CTOPIHOK
o Uu nepioro pa3y kopuctyBad 3 1ie€i [P
5. Bwmicr 3anury:
o SQL-nmoxi6u1 natepuu (HasBHicTs SELECT, UNION To1110)
« JavaScript koau (HasBHICTB <script>, onerror TOIIo)
o JloBxuHa HAHOLIBIIIOTO MTOBTOPIOBAHOTO TIPS IKA
ApXiTeKTypa MojeJIi:
JepeBa rmubuam 5—7
100-200 nepes
Learning rate: 0.1
Min child weight: 1

Gamma: 0

Buxin: IMoBipHiCTh TOTO, 1110 1O1s € atakoro (Bix 0 g0 1)
AHaJiTHKA noBeAiHKN KopuctyBauiB Ta cyTHocTeil (UEBA)
®opMye auHaMiyHI Mpo@uIl KOPUCTYBAuiB Ta BUSBIISIE BIAXWICHHS B1J iXHbBOT

TUITOBOI ITOBEIIHKMH.
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[Ipodins kopuctyBawa P, Bkimtouae: tumnoBi [P-agpecw, dwac akTHBHOCTI,
reo0JIOKaIlito, TUIIOBUHN HAO1p aiil.
JUis BUSIBTICHHSI B1IXMJICHHS! HOBOI 111 X BiJ MPO(LTI0 BUKOPUCTOBY€ETHCS BICTaHb

MaxajaHo0ica:

-1
D= [G-wT )  (x-w,(2)

ae [ — UeHTpoin mpodimro, Y, — KoBapiamiiiHa MaTpuill. SIkmo D mepeBuIiye
MOPOTOBE 3HAYCHHS O, TIO/IisI MAPKY€EThCS K Ti03piia.
Kommnonent 4: I'eHepanisi cCioBilieHb Ta MAPIIPYTU3ALis
DYyHKIiIOHAJIBHICTD:

o AmncambmoBanusi (Ensembling): OOuuncneHHsi 1HTETpaibHOI OIIHKUA PU3UKY Ha
OCHOBI1 BEPJIUKTIB yCiX JE€TEKTOPIB:

RiskScore = 0.3 - Iy4ga + 0.25* Spnomary + 0.35 Py, + 0.1+ Syppa. (3.3)
o Kuacudikamis:

— Kpurnunnii: Score > 0.85

Bucoxknit: 0.70 < Score < 0.85
— Cepenniii: 0.50 < Score < 0.70
— Huspkuit: Score < 0.50
o Mapmpyru3amisi: KpuTu4Hi CHOBIIIEHHS MHTTEBO TEPEIAIOTHCS  Uepe3
PagerDuty/Slack, inmii — 30epiratoTbCsi B CUCTEMI TIKETIB.
KommnoneHT 5: ABTOMaTH30BaHe pearyBaHHs
Bukonanns 3a3ganeriip miarotoBieHux cieHapiis (Playbooks) 3anexHo Bij Tumy
3arposu.
« Playbook ""SQL Injection™:
YmoBa: (YARA SQLi match OR XGBoost prob > 0.9) AND Risk Score > 0.7
Jii:
1. 3a6noxyBatu IP na 30 xBunun y WAF
2. JloryBatu MoBHY NOCJIJOBHICTh 3aIIUTIB

3. SIK1110 KOpUCTYyBay aBTOPU30BAHUIA:
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- [IpumycoBoO 3aBepImIUTH CECI0
- CKUHYTH TIapojib KOPUCTyBaya
- BignmpaButu noBiJOMJICHHSI KOPUCTYBauy
4. CnoBiCTUTH aJIMIHICTpaTOpa
5. 3anyctutu nornubienuit ananis 3anucy y bJ|
« Playbook ""DDoS":
YMmoBa: Anomaly score > 0.7 AND requests_per _min > 5000
Jit:
1. AxtuyBatu DDoS 3axuct y WAF
2. Ilepenanpasutu Tpadik uyepes Cloudflare
3. 3anmyctutu rate limiting (max 100 3anuTie/xB Ha IP)
4. 3ibpatu cratuctuky araku (IP, User-Agent, URL)
5. CHoBICTUTH aIMIHICTpaTopa
6. Po3noscrogutu IP y cimcok black-list
« Playbook ""Account Takeover"':
YmoBa: (UEBA anomaly > 0.8) OR (Brute force detected)
JLii:
1. 3ab0KyBaTu 00IKOBHI 3anuc Ha 24 TOJIUHU
2. IlpuMycoBO 3aBEpIIUTH BCi CECli KOPUCTyBayda
3. 30eperTH BCi JIOTH BXOY
4. BinnpaBuTH KOPUCTYyBaueBl MOBIOMJICHHS PO HAWJABHIIIININ BX1]]
5. Bumaratu nBodakTopHOT aBTeHTH(IKAITT AJIT HACTYITHOTO BXOTY
6. CnoBictutu komanay fraud prevention
Kommnonenr 6: CxoBuie 1aHux
o PostgreSQL: OcHoBHE cXOBUIIE IS CTPYKTYpPOBaHMX JaHUX (KOPHUCTyBadi,
MeTaJlaHi Mo/Iii, MpaBuIa).

Cxema tabnumi (ER-miarpama) 300paxkeHa Ha puCyHKY 3.2:



Users

user_id (PK)
username
email
created_al
is_active

Events

event_id (PK)

user_Id (FK) [nullable]
timestamp

source_ip

event_type

severity (1-5)

raw_data (JSON)
normalized_data (JSON)
created_at

O risk_score (0-1)

timestamp

Threats
threat_id (PK)
event_id (FK)
threat_type

detection_method |

is_false_positive
response_action

A
lo)

Alerts |
alert_id (PK)

threat_id (FK)
severity
status
assigned_to
created_at
resolved_at
(o)
A
ResponseActions
action_id (PK)
alert_id (FK)
aclion_type
status
details (JSON)

timestamp

ML_Models |
model_id (PK)
model_name
version
accuracy
precision
recall
model_path
trained_at
is_active

} Rules (YARA) ‘

rule_id (PK)
rule_name
rule_content
category
severity
created_at

| updated_at

Pucynok 3.2 — ER-diaepama
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InfluxDB: Ba3za nanux 4acoBuX psIiB I 30€piraHHs METPHUK MPOJTYKTUBHOCTI Ta

CTaTUCTHUKHU aTaK.

InfluxDB st yacoBux psiiiB:

Redis

— Mertpuku: events_per second, threats detected_per_hour, response_time_ms

— Teru: severity, event_type, detection _method

— Retention: 90 quiB

Redis: OneparuBHuii ke 1yt podiaiB KOPUCTYBaUiB, peNyTAI[ifHUX CITUCKIB Ta

CTaHy CeCIi.

KCUIYBAaHHA:

— user_profile:{user_id} — npodins kopucrysaua (TTL: 24 roaunn)

— ip_reputation:{ip} — penyrarist IP (TTL: 12 roaun)

— active_alerts:{severity} — akrupni aneptu (TTL: 1 roguna)

Komnonent 7: Intepeiic kopuctyBaua (UI)

rate_limit:{ip}:{endpoint} — miunnpauk 3anuTiB (TTL: 60 cexyHn)

Be6-nonatox (React) niis Bizyanizaliii CTaTUCTHKU B peajbHOMY Yaci, YIpaBIiHHS

npaBuiamu YARA, neperysiny KypHaiay 1HIHMICHTIB Ta HAJAIITYBaHHS MOJITHK

Oe3IIeKn.
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Dashboard (React):

— TonoBHa cropinka: Real-time rpadiku arak

— Cropinka anepriB: Tabmuiis 3 GIbTpaII€r0 Ta COPTYBAHHAM

— Cropinka kopucrtyBauis: [lomyk Ta neperisa npodiiis

— Cropinka cratuctuku: ['padiku TpeHiB, XiTMaNM yacy aTax

— CropiHKa HajamTyBaHb: YnopaBiiHHA npaBuiamMu YARA, mnoporamu,
playbook-amu

— Cropinka 3BiTiB: 3aBanTaxxeHHss CSV 3BiTiB

3.3 Miarpama notokiB nanux (DFD-giarpama)

Level 0 (Context Diagram)

2: Alerts &
External Events 1: Collect 1.0 Actions External Systems
(Web Server Logs, _» Threat Detection & > (WAF, IDS, Email,
WAF, IDS, DB Logs) Response System Admin Dashboard)
Level 1 (Functional Decomposition)
[ 1: Log Sources J

[ 2: Normalize & Enrich (Parse, Standardize, Add Metadata) ]

[ 3: Detect Threats (Signature/Anomaly/ML/UEBA) ]

[ 4: Generate Alerts (Risk Scoring, Classification) ]

[ 5: Execute Response (Playbook Executor, Actions) ]

[ 6: Store & Report (DB, Cache, Analytics) ]

Pucynox 3.3 — iaepama nomoxis oanux
Ha pucynky 3.3 noka3zano koHTekcTHy aiarpamy (DFD pias 0) Ta miarpama
MOTOKY JIaHUX piBHA | 715 cCCTeMH BUSIBIICHHS 3arpo3 1 pearyBaHHs Ha HUX.
Hiarpama piBusi 0 BU3HA4Ya€ MeXi CHCTEMH Ta i B3a€EMOJII0 BUCOKOTO PIBHSA 13
30BHIIIHIMH 00'€KTaMHU.
OcCHOBHI BXIJHI JaHl HaIXOIATh 13 JDKEpENl JaHUX *KYpHaJiB, SIKI F€HEPYIOTh

HEO0OpOOJIeH] KypHAIIH Ta MO1T 0€3MEKH 3 PI3HUX KOMIIOHEHTIB iHQPACTPYKTYPH, TAKUX
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SK BeO-cepBepu, Opanamayepu BeO-monatkiB (WAF), cucteMu BHSBICHHS BTOPTHCHB
(IDS) ta 6a3u nanux. LlenTpanbuuii nporec, 1.0 Cucrema BUSBICHHS Ta pearyBaHHs Ha
3arposu, NpuiiMae Hel HeOAHOPIAHUM MOTIK JAHUX.

Cucrema 06po06JIsi€ 111 1aHi Ta TeHEPY€E BUXIAHI MaHl I IpUiiMaviB pearyBaHHs
Ta MOHITOPUHTY. L1 BUXiHI 1aH1 BKJIIOYAIOTh MPAKTUYHI CIIOBIIIEHHS, [0 IEPEAAI0THCS
30BHIIIHIM 1HCTpyMeHTaMm Oe3neku (Hampukian, WAF, IDS s OnoxkyBaHH:),
MOBIJIOMJICHHSI €JICKTPOHHOIO TMOIITOI0 JIJIS aJAMIHICTpaToOpiB O€3MeKu Ta Bi3yali30BaHI
JlaHi, 110 3alOBHIOIOTH MaHeNb aMIHICTpaTOpa AJI1 MOHITOPUHTY B PEXHUMI peaJbHOTO
qacy.

Jliarpama moTOKy AaHUX piBHA 1 AeTanpHO BijoOpakae BHYTPIIIHI IiMPOIECH
00poOKH B cHCTEMI BUSABIICHHS 3arpo3 1 pearyBaHHs Ha HUX. BoHa 1eMOHCTpye JiHIHHY
TpanchOopMaIlio JaHUX BiJl IXHBOTO HAJAXOHKCHHS 10 30epiraHHs Ta pearyBaHHS.

KoHnBeep cknagaeTbes 3 M'ATH MOCHIIOBHUX (DYHKIIIOHATBHUX MPOLECIB:

— Hopmamizamiss Ta 30aradyeHHs: HeoOpoOJieHI JaHi 3 JDKEepel KypHaliB
IPUINMAIOThCS, AaHANIBYIOThCSA y CcTaHgapTHoMy dopmati (HopMmamizaiis) Ta
JIOTIOBHIOIOTHCS KOHTEKCTHUMH METaIaHUMU (30araueHHs).

— 2.0 BusBnenns 3arpo3: HopMaji30BaHi MOJ1T aHAMI3YIOTHCA 32 JOTOMOTOI0 PI3HUX
METO/IIB, BKJIIOYAIOYM 3ICTABJICHHS CUTHATYp, MOJENTI BHSIBICHHS aHOMAJIiH,
KIacu(pikaTopu MAIIMHHOTO HAaBYaHHS Ta aHalli3 TOBEIIHKH KOPHUCTYBayiB 1
00'ektiB (UEBA), 1100 i1eHTH(IKYBaTH MOTEHU1HHI IHAUKATOPH 3arpo3.

— 3.0 'eneparrist cIOBINIEHD: BUSBIICHI 1HIUKATOPH OIIHIOIOTHCS, KIACU(]DIKYIOThCS
3a CTyINEHEM CepHO3HOCTI Ta OTPUMYIOTh OLIHKHM PHU3UKY JUIS TeHeparlii
MPIOPUTETHUX CHOBIIIECHb.

— 4.0 BukoHaHHS BIAMOBiMi: CTHOBIMICHHS 3 BUCOKHM TPIOPUTETOM 3aIlyCKalOTh
Playbook Executor, sikuii iHIIIFO€ aBTOMATH30BaHI 3aXHMCHI Jii yepe3 30BHIMIHI
CHUCTEMHU.

— 5.0 30epiranHsi Ta 3BITHICTh: BCl OOpoOJieHI J1aHi, BKJIOYAIOYU 3reHEepOBaHi
CHOBIIICHHS Ta *ypHAJId BUKOHAHMX [I1{, 30epiraloTbcs B OCHOBHIN 0a3i JaHUX
MO Ta aHAIITUYHOMY Ketili. [{eli cxoBulle 1anux 3roJoM nojae iHdopMaiiiro 10

MeXaHi3My 3BITHOCTI Ta aHATITUKM JJIs Bizyaii3alii Ha iHpopMaIiiiHiil maHesi.
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3.4 UML Use Case Jliarpama

Threat Detection System

Collect Logs from All Sources
<<include»>

Normalize Event Logs

A
1 <<includes>
i

Enrich with Context Data (Geo, Reputation, U@

Teancludes>

Detect Threats (Multi-Method)
I~ YARA Signature Matching

= Anomaly Detection (Isolation Forest)
= ML Classification (XGBcost)

— Behavioral Analysis (UEBA)

Veinclude>>

Calculate Risk Score & Classi

T<aincludes>

Generate & Route Alerts

«ecinclude>>

xecute Automated Response
= Block IP Address
I~ Lock User Account
|- Terminate Session
— Nofify Stakeholders

redinclude>>

<Store Events & Maintain Audit Trail__—>

!. <includes>

< Display Dashboard & Reports >

Security Admin System Admin
Pucynox 3.4 — Use Case /liaepama

Ha pucynky 3.4 306paxxena UML niarpama npeneaentis (Use Case Diagram), sika
Bi3yalnizye (GyHKIIOHATIBHICT, Ta apxitekTypy Cucremu BuspieHHs 3arpo3 (Threat
Detection System).

BoHa neMOHCTpy€e OCHOBHI MPOIIECH CUCTEMH Y BUTIISAII TIOCIITOBHOTO KOHBEEPA
00poOKM TaHMX Ta BU3HAUAE KOPUCTYBAUIB, SIKI B3AEMOIIIOTH 13 H1€I0 CUCTEMOIO.

Onuc KOMITIOHEHTIB JlarpaMH:

1. Mexi cuctemu (System Boundary)

Benukuii npsMokyTHHK 3 Ha3Boio "‘Threat Detection System™ Busnavyae mexi

aHaJ130BaHO1 cucTeMH. Y cl (DYHKIIOHATBHI MpolecH (MPEeLeIeHTH ), pO3TalllOBaH1

BCEpEAMHI IILOTO MPIMOKYTHUKA, € BHYTPIITHIMU (YHKIIISIMU CUCTEMHU.

2. Axtopu (Actors)

B HMXKHIA YacTUHI AlarpaMu, 3a MEKaMH CHCTEMH, 300paKeHi 1Bl J1HOBI ocoOu

(axTopu), SIK1 B3a€EMOJIIOTH 13 HEIO:
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o Security Admin (AaminicTpaTop 0e3nmekun): daxiBerb, BIAMOBIIAJBHAN 3a
OTIEpAaTUBHUI MOHITOPUHI OE3IEKH, aHalli3 BUSBJICHUX 3arpo3 Ta YIpPaBIiHHSA
IHITUEHTAMHU.

o System Admin (Cucremuuii agminicrpaTop): daxiBerp, BiANIOBI JaIbHUN 3a
MIITPUMKY MPaIe3JaTHOCTI CaMOi CUCTEMHU Ta ii IHPPaCTPYKTYpH.

OO6uaBa akTOpU MalOTh ACOIIATUBHUMN 3B'I30K 13 CUCTEMOIO B I[IJIOMY, 1110 BKa3zye

Ha Te, 1[0 BOHU € KOPUCTYBa4aMH pe3yJIbTaTiB poOOTH BChOTO KOHBEEPA.

3. Illpeunenentu (Use Cases) Ta ixHi 3B's1I3KH

VY 1eHTpi AiarpamMu po3TamioBaHO BEPTUKATBHUIN CTEK OBATIB, SIKI MPEACTABISIOTH
npeneaeHTd (BaplaHTH BUKOpPUCTaHHS). BOHM 3'€THaHI NMyHKTUPHUMH CTPUIKAMU 31
crepeotunom <<include>> (BKJIIOUCHHS).

Crtpinku crnpsMoBaHi 3HHM3Y Bropy. lle o3Hagae, 10 BUKOHAHHS HIKHBOTO
NPELeICHTY 3aJIeKUTh BlJ] BUKOHAHHS BEPXHBOTO, 200 BKIIIOUA€E MOro sIK OOOB'SI3KOBY
gacTUHY. Taka CTpyKTypa (haKTHYHO MOJICIIOE TIOCIITOBHUN KOHBEEP OOPOOKH JTaHHX
(data processing pipeline), 1e KOXEH HACTyHMHUN KpPOK 0a3yeTbCsl Ha pe3yibTarax
MIOTIEPETHHOTO.

Posrnssaemo et koHBeep (3ropu JOHHU3Y, SIK PyXarOThCs JTaHi):

1. Collect Logs from All Sources (36ip JsioriB 3 ycix a:kepedt): basosuii nporiiec, 3

SKOT0 TIOYMHAETHCSA poO0Ta — arperauis "cupux" TaHHUX 3 PI3HUX CUCTEM.

2. Normalize Event Logs (Hopmanizauis JoriB moaiii): IlpuBenenns 310paHux

JIOT1B JI0 €IMHOTO CTaHAapTHOTO (popMmary. Llelt kpok BkiIrOUae momnepeHiii (361p).

3. Enrich with Context Data (30araueHHsi KOHTeKCTHUMHM JaHUMHU): J[ogaBaHHS

JI0JIaTKOBOI 1H(OpMaIlli 10 HOpMaTi30BaHUX MOJIM (reosokaris, peryraris IP,

npo(disib KOpUCTYBaya).

4. Detect Threats (Multi-Method) (BusiBjieHHsI 3arpo3 MyJbTHMETOAOM):

KoMriekcHMi mpeneneHT, K BKITFOYa€e ISKUTbKa METOIiB aHAITi3Y:

- YARA Signature Matching (Curnarypauii anainiz YARA)

- Anomaly Detection (Isolation Forest) (BusBiennst anomarniit)

- ML Classification (XGBoost) (Kitacudikariiss MalimHHAM HaBYAHHSIM )
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- Behavioral Analysis (UEBA) (IloBeninkoBuii aHami3 KOpPHUCTyBadiB Ta
CYTHOCTEH)

. Calculate Risk Score & Classify (Po3paxyHOK OWIHKM PpH3HKY Ta

kiaacudikanin): Ha ocHOBI BUSBICHHX IHIWKATOPIB CHUCTEMa OIIHIOE PIBEHb

HeOe3MeKH Moali.

. Generate & Route Alerts (I'eHepyBaHHsI Ta MapLIPyTH3alisd CHOBILEHBb):

CTBOpEHHS aNepTiB [ MOA1M 3 BUCOKUM PU3UKOM Ta iX HaJICUJIaHHS BIAMOBITHUM

OTpUMYyBauaM.

. Execute Automated Response (BukoHaHHSI aBTOMAaTH30BAHOI0 pearyBaHHsl):

[IpeneaeHT, o onucye aBTOMAaTUYHI i U1 OJIOKYBaHHS 3arpo3u:

— Block IP Address (biokyBaunnst [P-aapecu)

- Lock User Account (biiokyBanHs 0011KOBOTO 3aMKCy KOPUCTyBay4a)

- Terminate Session (3aBepiiieHHs cecii)

— Notify Stakeholders (CrioBimeHHs 3aiikaBI€HUX CTOPiH)

. Store Events & Maintain Audit Trail (30epiranns moxmiii Ta BexeHHS

ayJUTOPCHLKOro ciaixy): Yci oOpoOineHi naHi Ta iHQopMmaillis mpo BUKOHAHI il

30epiratoThes I ICTOpIi Ta ayIuTY.

. Display Dashboard & Reports (BinoOpa:kenns pmamodopay Tta 3BITIB):

@diHanbHUH eTarl, IKUI 3aJIeXUTh Bl ycix nonepennix. Lle intepderic, uepes skuii

akTopu (AJIMIHM) OTPUMYIOTH JIOCTYTI JIO pE3YyJIbTaTIB pOOOTH BCI€T CHCTEMHU.
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3.5 UML Sequence Diagram (Iloc.1itoBHicTH Moiii mpu BUsIBJIEHHI aTaKu)

Web Server

LogCollector

Normalizer

ThreatDetector

AlertManager

ResponseEngine

Admin

log entry

».

parse & normalize
>

store

» DB

enrich

A 4

run detectors

| ___YARAmatch
< 1 (risk=0.95)

calc ensemble

create alert (Critical)

L

Pucynox 3.5 — Jliaepama nocniooenocmi

:

route & notify

execute
(block IP, lock user)

notify admin

».

1

Ha pucynky 3.5 306paxxeno UML niarpamy nocnigoBHocTi (Sequence Diagram).

Bona neranmizye auHaMiuHy B3a€MOJIIF0 MDK KOMIIOHEHTaMH CHUCTEMHM B 4Yaci s

KOHKPETHOTO CIICHApIIO:

pearyBaHHs Ha Hel.

BUABJIICHHA KpI/ITI/I‘-IHO'l'

3arpo3m Ta aBTOMATHU30BAHOI'O

Hiarpama nokasye, siK MOTIK YIPaBIiHHS EPEXOJUTH Bl OJJHOTO KOMIIOHEHTA J0

IHIIIOr'0, SK1 IIOBIIOMJIECHHSIMH BOHHM OOMIHIOIOTBCS 1 B SKIH IIOCIIZOBHOCTI II€

BIJIOYBA€ETHCS.

Omrc miarpaMu IMOCiIiIOBHOCTI:

1. Yuyacuuku B3aemonii

BeprukaibHi JiHIT TpeACTaBIAIOTh KOMIOHEHTH CHUCTEMH, 3aly4d€Hl J0 LbOTO

CIIEHapIIO:

« Web Server (Bed-cepBep): JI>xepeno "cupux" naHux (moii).

o LogCollector (Kosektop JoriB): KommnoHeHT, mo npuiiMae BXiJHUNA MOTIK

JIaHUX.

o Normalizer (Hopmanizarop): Bianosijiae 3a napcuHT Ta CTaHIapTU3AIIIO JaHUX.
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ThreatDetector ([leTekTop 3arpo3): AHANTHYHE SAPO CUCTEMH.

AlertManager (MeHea:kep cnoBillieHb): Kepye >KUTTEBUM IIMKIIOM aJIepPTiB.

ResponseEngine (Pywmiii pearyBanns): Bukonye aBToMatuyHi Aii.

Admin (AaminicrpaTop): Kinnesuii kopuctyBau (JIIOAWHA), SIKUA OTPUMYE

CIOBIILICHHS.

DB (ba3za paanmx): 30BHIIIHE CXOBHUIIE (300pakeHO SK OO0'€KT, J0 SKOTO

3BEPTAIOTHCH).

2. IlokpokoBuii onuc motoky (Scenario Walkthrough)

[Tponec ynTa€THCA 3rOPU JOHU3Y:

. Inmimiamiss monii: Ilpomec mnoumnHaeThesa, komu Web Server Hajcuiae

noBiomieHHs log entry (3anuc xypnaiy) g0 LogCollector.

. O0podxka Ta Hopmadizauis: LogCollector orpumye nani ta Bukimkae Normalizer

MOBIJIOMJIEHHSIM parse & normalize sl MpUBEACHHS JIOTY O CTaHAAPTHOTO

dbopmary.

. 30epexxeHHs Ta 30araYeHHA:

- Normalizer 30epirae 00poOneHi pgaHi B 0a3y JaHUX, HaACWIAIOUYU
MOB1JOMJICHHS store 10 00'exta DB.

- IMicns uporo Normalizer mepenae naHi Jaiai sl aHaT3y, HaJCHUJIAIOYU
noBigomieHHs enrich (36aratutu) no ThreatDetector.

. AHaJi3 3arpo3u (BHyTpimHs 00podka):

- ThreatDetector akTUByeThCsl 1 BUKOHYE cepito BHyTpimHix mii (self-calls).
Criouatky BiH 3aImyckae qeTektopu (run detectors).

~ Jiarpama mokasye, 10 OJUH 13 MEXaHI3MiB aHaji3y (HampuKiIaa, MiacucTeMa
YARA) noBepHyB NO3UTUBHUI pe3yJibTaT: MyHKTUpHA cTpiika YARA match
(risk=0.95) Bka3ye Ha BUSBICHHS 3arpO3H 3 BUCOKUM PIBHEM PH3UKY.

~ Ha ocnosi uporo pesynbraty ThreatDetector BUKOHY€ BHYTPIIIHIN pO3paxyHOK
3arajibHOi OIIHKU pU3HKY (calc ensemble).

. CtBopenHst cnoBimenHsi: OCKUIBKM  pPO3paXxOBaHUM  PHU3UK  BUCOKHUIA,

ThreatDetector Hancunae nmosimomiieHHs create alert (Critical) qo AlertManager.
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. Mapmpyru3anisi pearyBannsi: AlertManager o0po0Oisie KpuTHUHUE anepT i

HIIIIOE pearyBaHHs, HaJCWUJIAlOYM TOBIIOMJEHHS route & notify 1o

ResponseEngine.

. BukoHaHH$1 pearyBaHHS Ta CIIOBIillIEeHHS:

- ResponseEngine BUKOHy€e aBTOMAaTM30BaHl /il AJig OJOKYBaHHS 3arpo3u
(BHyTpimHIK Bukiuk execute (block IP, lock user)).

- TlapanenpHo ResponseEngine naacuinae pinanpue moBigoMieHHs notify admin
6e3nocepenHb0 Admin (JiroauH1), 1106 MO1HGOPMYBATH PO IHIIUACHT Ta BXKUTI

3axX04dH.

3.6 Moaean 0e3leKn CHCTEMHA

JI71s1 3aXMCTy caMOi CUCTEMU BUSIBJICHHS 3arpo3 nepeadadyeHo HACTYITHI 3aX0/IH:

. ABTenTuikanisi: Bukopucranus JWT TokeHIB 3 KOPOTKUM TepMiHOM KUATTSA (1
ronuHa) Tta Refresh-tokenis. [ns amminicTpaTopiB 000B'si3koBa JaBO(aKTOpHA
aBreHTudikaiis (2FA).

. Kontpoas gocrynmy (RBAC):

o Admin: IToBHM# JOCTYN 10 HAJIAIITYBaHb Ta MPaBHUIIL.

o Analyst: ITepernsy innuaeHTiB, popMyBaHHS 3BITIB.

o System: Texuiunuii obmikoBuii 3anuc i API.

. IndpyBanus:

o Jlani B Tpanzuti: TLS 1.3 mst BCixX 3'€1HaHD.

o Jani y cnoxkoi: llludpysanus AES-256 s koHineHniiHUX MOJIB y 6a3i

nanux (PII, mapomi).
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Po3aia 4. Ilporpamua peani3zanisi cucremn

4.1. OOrpyHTYBaHHSI BUOOPY IHCTPYMEHTAJIBHHUX 32C00iB pO3p0oOKH

Bub6ip 3aco0iB po3poOKH € cTpaTeriyHUM PIIICHHSAM, SKE BUSHAYAE YKUTTEBUM ITUKIT
IPOTrPaMHOI0 MPOAYKTY, MOr0 3[AaTHICTh J0 MaciiTaOyBaHHS, JIETKICTh MIATPUMKH Ta
IIBUJKICTh BUBEICHHS Ha puHOK (Time-to-Market). Y KOHTEKCTI N1TaHOi JUIUIOMHOI
po0OTH, JIe KIOYOBUMU BHUMOTaMHU € THYYKICTh, MIBHJAKICTH PO3POOKH MPOTOTHUIY Ta
BHUCOKa YUTAOENbHICTh KOAY, OYJIO MPOBEIEHO OaraTOKpUTEpiaIbHUM aHalll3 Cy4YaCHUX

TEXHOJIOTIH.

4.1.1. Anajiz moBu nporpamyBanis Python

Jlns peamizanii cepBepHoi Jioriku Oyno o6bpano MoBy Python. Python €
BHCOKOPIBHEBOIO 1HTEPIPETOBAHOIO MOBOIO 3arajbHOI0 IPU3HAYCHHS, SKa 32 OCTaHHI
JTECATWIITTS CTajla CTaHAapTOM Je-hakTo y chepax BeO-po3podku, 00pooku ganux (Data
Science) Ta MalIMHHOT'O HABYaHHS.

3 TexHIYHOI TOUKH 30py, Python 3a6e3neuye edexTrBHY poOOTY 3 MEPEKEBUMU
IPOTOKOJIAaMH 3aBJsIKM BOy10BaHUM 010110TeKaM Ta miarpumili cranaapty WSGI (Web
Server Gateway Interface), mo € xputuuHum s BeO-monatkiB. Xouya Python uacro
KPUTUKYIOTh 332 MEHIIY IIBUJKICTh BUKOHAHHS MOPIBHSHO 3 KOMITUJIbOBAHUMH MOBAaMH
(C++, Go) uepes nasBHicTh Global Interpreter Lock (GIL), y koHTekcTi BeO-cepBepiB, 1€
OCHOBHHM BY3BKHM MiciieM € omepainii BBeieHHs-BuBeneHas (I/O bound), a ne
obuucnennss mnporecopa (CPU bound), npomykrtuBHicte Python € Oinmbm Hix
noctaTHbor0. KpiM Toro, HasiBHICTh po3BUHEHO1 ekocucteMu nakeriB (PyPl) mosBoise
IHTErpyBaTl TOTOBI pillieHHS Isg pobotm 3 0Oa3aMu JaHWX, KENTyBaHHSIM Ta

cepializalli€ro JaHuX, 3HAYHO CKOPOUYYIOYH 4ac PO3POOKH.

4.1.2. IlopiBHsAnbHUIT aHaJi3 BeO-ppeiimBopkiB: Flask mporu Django
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Bubip ¢peliMBOpKy € HACTymHUM JIOTIYHUM KPOKOM IIiciiss BHOOpPY MOBH. Y
exocuctemi Python icHye "Benuka Tpitika" BeO-dperimBopkis: Django, Flask ta FastAPI.
Koxen 3 Hux mae cBoro ¢inocodiro Ta chepy 3acToCyBaHHS.

OorpynryBanns Buoopy Flask:

1. ApxiTeKTypHa 4MCTOTa Ta KOHTPOJb: Django HaB'sizye po3pOOHUKY KOPCTKY
CTPYKTYpPY HPOEKTY Ta BUKOpHUCTaHHS BiaacHOoi ORM. V¥V pamkax IHUMIOMHO1
poboTH, JIe 4acTo HEOOXITHO MPOJAEMOHCTPYBAaTH PO3YMIHHS HU3BKOPIBHEBHUX
MeXaHi3MIB  (Hampukiaj, peamsanis BiaacHoro Rate Limiter 3amicThb
BuKopucTtanHs roroBoro middleware Django), Flask nHamae nHeo6xigHy cBobomy.
Po3po6HuK cam BUpiIlye, IK CTPYKTYPYBaTH A0JIaTOK, K1 010110 TEKH T IKIIF0YaTH
1 IK 0OpOOJISITH 3aITUTH.

2. MikpocepBicha opienTania: CydacHa BeO-po3poOka pyxaeTecsi B OIK
MiKpocepBicHOT apxiTekTypu. Flask imeanbHO miAXOOUTh ISl CTBOPEHHS
JIETKOBaroBHX CEPBICIB, sIKI BUKOHYIOTh OJHY KOHKPETHY (pyHKIliI0 (y AaHOMY
BUIAJKy — OOpOOKY 3amuTiB 3 OOMEKEHHSIM 4acToTH). BiH He TsArHe 3a cob60r0
3aiiBMif BaHTaX HEBHKOPHUCTOBYBAHOTO KOJY, 1[0 3MEHIIY€E CIOKWBAHHS MaM'sITi
Ta MPUCKOPIOE "XOJIOJHUN CTapT" NOJATKY.

3. HaBuanbuuii mnorenuian: Bukopucranns Flask Bumarae Bim po3poOHUKaA
rbumoro  po3yMmiHHss pobotu nporokony HTTP, ynpaBninua cecisimu,
MapIIpyTH3allli Ta KOHTEKCTY 3alMTy, OCKIILKHA 0araTto peuel He mpuxoBaHi "mij
kamotoM", sk y Django. Lle poOuth Horo igeanbHUM I1HCTPYMEHTOM IS
KBaTipikaIiitHOi poOOTH, TEMOHCTPYIOYH TEXHIYHY KOMIIETCHTHICTh CTY/ICHTA.

4. Exocucrema po3mmpenb: He3Baxaroun Ha miHiMani3M ("micro" y Ha3Bi o3Havae
He Manuil ¢pyHKUioHaN, a Mane sapo), Flask mae moryxHy cucremy po3UIMpeHb
(Extensions). Jlnst Oynb-saxoi 3agaui (podota 3 B/, Bamimaiist hopm, aBTOpu3aIris)
icHytoTh nepeBipeni 6iomioreku (Flask-SQLAIchemy, Flask-WTF, Flask-Login),
Kl THTETPYIOThCA y MPOEKT "Oe3oBHO", ajie JMIlle TOJl, KOJU BOHHU AIMCHO

OTPiOHI.
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4.2. ApXiTeKTypHe IPOEKTYBAHHS MPOrPaAMHOI0 J01aTKAa

ApxiTtekTypa po3poOieHoro mAomaTky Oasyerbcs Ha mnpunHununax REST

(Representational State Transfer) Ta mikpocepBicHOTO miaxoay. JloJaTOK CIPOEKTOBAHO

K aBTOHOMHHUI cepBic, mo npuitmae HTTP-3anuTtn, o6pobisie ix 3rigHo 3 Oi3Hec-

JIOTiKOIO Ta moBepTtae Bignoiai y popmati JSON (JavaScript Object Notation).

OCHOBHi KOMIIOHEHTH:

1. ThreatMonitor — cucTema BUSIBJICHHS 3arpo3

2. Security Middleware — nmepexoruieHHs aTak

3. Database Models — mozeni kopucTyBauiB, TOBapiB, 3aMOBJICHb
4. Routes — 10 mapuipyTiB /Uil PyHKIIOHAIBHOCTI

5. HTML Template — eauawmii mabaoH U1 BCiX CTOPIHOK

4.2.1. CTpyKTypa NPOEKTY T )KUTTEBUI HMUKJ 3aMUTY

Opranizanis Koy NPOEKTY BUKOHAHA 3 JOTPUMAHHSAM MPUHIUIIIB MOAYJIBHOCTI Ta

po3IiieHHs BiAmoBigansHOCTI (Separation of Concerns).

Touxa Bxomy (app.py /wsgi.py): Tyt BinOyBaeThcs iHIIAMI3AIlA CK3EMILISPY
knacy Flask. BukopuctoByerscss matepn Application Factory, mo mo3Bossie
CTBOpPIOBATH J0OJATOK 3 pi3HUMHU KoHQirypauisimu (Development, Testing,
Production) 6e3 3MiHU OCHOBHOTO KO1y. Lle KpUTUYHO BaXKJIMBO J1J151 3a0€3MeYeHHS
SIKOCT1 KOJIy Ta MPOBEJICHHS aBTOMAaTU30BAHOT'O TECTYyBaHHS.

Mapumpyrusanis (Routing): Flask BUKOPHUCTOBYE JIEKOpaToOpu
(manpukian, @app.route('/api/resource')) st 3B'si3yBanHs  URL-aapec 3
bynkuismu-konTposiepamu  (Views).  MapmpyTuzaiiss ~ peamizoBaHa 3
BukopucTtanusMm Blueprints — wmexanisamy Flask mist rpymyBaHHS MOB'si3aHUX
MapmpyTiB y okpeMi Mmoxayii. Lle mo3Boisie MacmtabyBaTv IOAATOK, JOMAFOYH
HOBI Bepcii API abo yHKIioHaNBHI 6J10KHM 6€3 3arpoKyBaHHsS OCHOBHOMY (haniy

JO/IaTKY.
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o Mexanizm Middleware: [Ipomixkae mporpamMue 3a0e3MeUeHHs B1IIrpae KIOYOBY
poJsib y peainizoBaHiii cuctemi. CaMme Ha IIbOMY PiBHI 1HTErpyeThcs Jiorika Rate
Limiting. Koxen BX1IHUM 3aIIUuT MEPEXOILTIOETHCS cneliajJbHUM
xykoMm before request. Ha ipomy erarmi BinOyBaeThes ieHTHdIKAIlS KITi€HTA (32
IP-anpecoro abo API-kmroueM) Ta mepeBipka JIMITIB. SIKIIO JIIMIT MEPEBUILEHO,
3aIUT BIOXHISETHCS IIIe A0 TOTO, K BIH A1MAC 10 "Bakkoi" O13HEC-I0T1KH a00 0a3u
JaHUX, 0 3HAYHO EKOHOMUTB PECYPCH CEpBEPA.

o OO0OpoOka Binmoineii: OyHkiii-kOHTpOIepU MoBepTaloTh 00'ekTu Python, ski
aBTOMaTU4HO cepiamizytotbess y JSON 3a momomororo jsonify. Bakiusum
eneMeHToM € YHidikoBaHa o0poOka mommiok (Error Handling). Cnemianbhi
00po6HuKH (@app.errorhandler) mepexorito0Th BUHITKY Ta TOBEPTAIOThH KIIEHTY

cTaHjapTu3oBaHi moBigoMieHHs 3 BianmosigaumMu HTTP-komamu (400, 404, 429,

500).

4.2.2. Interpauisa 3 WSGI-cepsepom

Flask mictuth BOymoBaHMil cepBep sl PO3POOKH, SIKMHA HE MPU3HAYCHHUH IS
BUKOPUCTAHHS Y TPOJAKIIH-CEPEJOBHINI Yepe3 OJHOIMOTOKOBICTh Ta HHU3BKY
OPOAYKTUBHICTh. TOMYy apXiTeKTypa CHUCTEMH Mependayae po3ropTaHHS TOAATKY Iijl
ynpasiniaasiM WSGI-cepsepa, Ttakoro sk Gunicorn abo uWSGI. WSGI (Web Server
Gateway Interface) — e cranmapt B3aemojii MK BeO-cepBepoM Ta BeO-I0AaTKOM
Python. ¥V Takiii kou@iryparii Gunicorn O6epe Ha cebe KepyBaHHS ITyJIOM pPOOOYHMX
nporieciB (workers), oOpoOKy BXiIHHMX 3'€lHaHb Ta OalaHCYBaHHS HABAHTAKEHHS MIXK
npoiiecamu, Toi gk Flask-nonatox GokycyeTbcsi BUKIIOYHO HA JIOT1I[i OOPOOKHU 3aMUTIB.
Ile mo3Bosse cuctemi e€PEeKTHBHO BUKOPHUCTOBYBATH OaraTosiIepHI MPOIECOpH Ta

00poOJSATH COTHI MapaneIbHUX 3aIUTIB.

4.3. Anroputmiune 3a6e3neuennsi: Sliding Window Rate Limiting
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IleHTpambHUM €JIEMEHTOM ITPOTPaMHOI peari3ailiii, 1o 3ade3reuye cTablIbHICTh Ta
3aXUCT CHUCTEMH BiJl MEPEBAaHTAXEHb, € AITOPUTM OOME)eHHs yacToTu 3anutiB (Rate
Limiting). VY cydacHoMy BeOi KOHTpoib Tpadiky € HEOOXiTHOW YMOBOIO
dbyHKIIOHYBaHHS Oy 1b-sikoro myOiuaoro API mis 3axucty Bix DDoS-arak, Opytdopcy

HapoJIiB Ta HEAOOPOCOBICHOTO BUKOPUCTAHHS pecypciB (scrapers) [16].

4.3.1. AnaJji3 icnyrouux aaropurmiB Rate Limiting

[lepen BUOOPOM KOHKPETHOTO QJITOPUTMYy OYJI0O MpPOAHATI30BAaHO HANOLIBII
MOIIMPEH]1 1 IX0IN:

1. Token Bucket (MapkepHuii KOmMK): AIroput™M 0a3yeTbcsi Ha aHaJoOrli 3
BIJIpOM, B sIK€ 3 IIEBHOIO IMBHUAKICTIO JOJAIOThCS TOKeHU. KokeH 3amuT 3abupae
ToKeH. J[03BoJisie KOpoTKOoUacH1 cruiecku Tpadiky (bursts) 10 po3Mipy €MHOCTI
BiJIpa.

2. Leaky Bucket (ipsiBe Bigpo): 3anutu Hagxonatb y dyepry (Bigpo) i
00poOst0ThCS 3 (PIKCOBAHOK IMIBHIAKICTIO. 3riajKye Tpadik, MNEpeTBOPIOIOYH
CIUIECKHY Ha PIBHOMIPHUH MOTIK, aJie MOKe 301IbIITyBaTH JJATCHTHICTh YEPE3 Uepry.

3. Fixed Window (®ikcoBane BikH0): Haitnpocrimuii miaxig. Yac gimuTees Ha
¢ikcoBaHl BikHa (Hampukiaa, | XBuinHA). JIIYMIBHUK CKUIAE€THCA HAa MOYATKY
KOXKHOT'O BikHA. ['0JIOBHUI HemomiK — mpobjeMa "KOpJAOHY BIKOH": SKIIO KIIEHT
3poOUTH TTOBHY HOPMY 3allUTiB B OCTAHHIO CEKYHIY OJHi€l XBHJIWHU 1 1€ OIHY
HOpMY B eIy CEKYHy HACTYITHOI, CEpBEP OTPUMAE MOABINHE HABAHTAXKEHHS 32
KOPOTKHUI MPOMIXKOK Hacy.

4. Sliding Window Log (Kypnaa koB3HOro BikHa): 30epirae 4acoBy MITKYy
KOXKHOTO 3amuTy. [l TmepeBipku MiAPaxoOBYEThCS KUIBKICTH 3allUTIB Y
1HTEpBaJl [TenepilHii yac - MUpUHA BiKHA, TenepimHii yac]. Lle ayxe Tounwuii
METO/]I, aJie HaA3BUYallHO BUMOTJIMBUI J0 Mam'siTi, OCKUIbKK MOTPIOHO 30epiraTu

JaH1 PO KOXKEH 3aITuT.
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4.3.2. O0rpynryBaHHs Ta MaTematudHa moaeab Sliding Window Algorithm

s peanizanii 6yno obpano anroputM Sliding Window Counter (Jliunabuuk
KOB3HOI0 BikHAa). [leit anropuT™ € riOpuIHUM PIlICHHSM, 1110 MOEAHY€E HIU3bKI BUMOTH
1o nam'sTi (sik y Fixed Window) 3 TouHicTIO 3mTaipkyBaHHs Tpadiky (HAOIMKEHOIO 10
Sliding Window Log).

CyTp airoputmy IMOJSITa€ y ampoKCUMAIlll KUIBKOCTI 3alUTIB Yy TOTOYHOMY
"KOB3HOMY'" BiKHI Ha OCHOBI JJaHMX MMOTOYHOI'O Ta MOMEPEIHBOrO (PiKcOBaHMX BIKOH. Lle
JI03BOJISIE  YHUKHYTH TPOOJIEeMH TOJBIMHOTO HaBaHTAXKEHHS HA CTUKY BIKOH 0e3
HEOOX1THOCTI 30epiraTi MiTKY KOKHOTO OKPEMOTO 3aIuTy.

MaremaTiuHa MOJIENb PO3PAaXyHKY MMOTOYHOI OMIHOYHOI YacToTH 3amuTiB (Rate)
BUTJISIIA€ HACTYITHUM YHHOM:

Twindow - Telapsed

Rate = Rprev X < ) + Reyrrr (4.1)

Twindow
ne:
*  Rprep — KUIBKICTB 3aUTIB, 3a(DIKCOBAHUX Yy TONEPEIHLOMY YACOBOMY BiKHI;
o R, y;r — KUIBKICTb 3aMMTIB, 3a()IKCOBAHUX Y TOTOYHOMY YAaCOBOMY BiKHI;
o Twindow — 3arajbHa TPUBAIICTh YACOBOTO BiKHA (Hampukia, 60 cekyHn);
o Teiapseq —Yac, O MUHYB BiJl IOYATKY OTOYHOTO (PIKCOBAHOIO BIKHA (HAIIPUKIIA,
sAkio 3apa3 12:00:15, a BikHO — XBHIIMHA, TO Tyigpseq = 15 €).

Twindow_Telapsed

Koedimient npecTaBiisge coboro "Bary" monepeaHboro BikHa. Yum

window

OUIbIIIE Yacy NPOMUIILIO Y MOTOYHOMY BiKHI, TUM MEHIIIOKO CTAa€ Bara MmonepeaHb0oro BikHa
1 TUM OUIBIIINM CTa€ BKJIAJ ITOTOYHOTO JIYMJIbHUKA.
[Ipuknag pobotu:
[Tpumyctumo, mimit — 100 3anuTiB Ha XBUIKHY.
o VY nonepenHio xpwinHy (Hanpukian, 12:00 — 12:01) Gyno 3pobaeHo 80 3anuTiB
(Rprev = 80).
o 3apaz 12:01:15 (Teiapsea = 15 ¢, Twindow = 60 ©).

o VY OTOYHY XBWJIMHY BiKe 3p0o0iieHo 10 3anutiB R,y = 10).
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Pospaxynok:

Baroswuii koedimient nomnepeanboro Bikaa: (60 - 15) / 60 = 0.75.

Ouinka Rate: 80 x 0.75+ 10 =60 + 10 = 70.

PesynbTat: 70 < 100, 3anUT 103BOJICHO.

Takuii miAXiJx rapaHTye, 10 HaBITh MPHU MEPEXO0/Il Yepe3 MEXY XBWIMH CIUIECK Tpadiky

OyJile KOPEKTHO BPaxOBaHO, 1 CUCTEMA HE MPOMYCTUTh 3ailB1 3aIIUTH.

4.3.3. [Iporpamua peaJizauis kiaacy SlidingWindow

Ha ocHoBI npoaHaizoBaHuX IiJIXOdIB , TPOTpaMHAa peari3allis 1HKaIrcyjIb0BaHa Yy

kiaci SlidingWindow, sikuii 3a0e3neuye 30epiranHsi CTaHy Ta JIOTIKYy mepeBipku. Kiac

oTrepye HACTYITHUMHU aTpUOyTaMu:

capacity: MakcuMaJibHO JJONyCTUMa KUTbKICTh 3aIlUTiB.
time unit: OnUHULA Yacy BiKHA B CEKYHJIax.

cur_time: YacoBa MiTKa MOYaTKy MOTOYHOTO BiKHA.
cur_count: JIITYMIBHUK 3aMIUTIB Y TOTOYHOMY BIKHI.

prev_count: JIITYNIBbHUK 3aMUTIB y MONEPETHFOMY BIKHI.

Jlorika meToay handle(packet) (ado check_limit):

1.
2.

4.

OTpuMyeThcst TOTOYHUN cUcTeMHUM yac (now = time()).

[lepeBipsieTbcss yMOBa 3MillIEHHsS BiKHA: SKIIO NOW - Cur_time > time_unit,
B1/10yBa€ThCS poTartis. prev_count orpumye
3HAYEHHs CUr_count, cur_count ckumaetbes B 0, a Ccur_time oHOBIIOEThCS Ha
notoyHuit yac. Lle 3abe3neuye edekt "kKoB3aHHA" TUCKPETHUMH KPOKaAMHU.
BukoHyeTbcsl po3paxyHOK OLIHOYHOI KIJIBKOCTI 3alMTIB 3a HABEAEHOIO BHUIIE
dbopmyIoro.

Skmo po3paxoBaHe 3HAYECHHS MEHILIE 3a capacity,
JIYMIIBHUK CUI_COUNt IHKPEMEHTYEThCS, 1 MOBEPTAETHCSI MO3UTUBHUM pE3yJIbTaT

(True).
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5. Skimo 3HaueHHs TMEpeBHINyE JIMIT, ToBepTaeThes BiamoBa (False), 1 3amut
OJIOKyeTbcsi 0€3 1HKpEeMEHTY JidmibHuKa (200 3 1HKPEMEHTOM, 3aJIe)KHO BiJ
CTpaTerii MOKapaHHs NOPYIIHUKIB).

s peamizaiiis € €pEeKTUBHOIO 3 TOYKU 30pYy MaM'dTi, OCKIIBKH JISI KOKHOTO
KJIi€HTa (KJIroua) 30epiraeTrbes JuIIe Kuibka uuciioBux 3HadeHb (O(1) mam'siti), Ha
BIIMIHY BiJ{ JIOTIB, JI¢ CIIOKMBAHHS MaM'sITl JIHIHHO 3aJIeKUTh BiJ] KUIBKOCTI 3alUTIB
(O(N)). YacoBa CKIaAHICTh MEPEBIPKU TaKOkK € KOHCTaHTHOIWO O(1), mo poOuTh 1ei

AJIropuTM iI[CaJIBHI/IM JJI1 BUCOKOHABAHTAKCHUX CHUCTCM.

4.4 Monyab 6e3nekun

4.4.1 Threat monitor class

class ThreatMonitor:
def ( ):
.blacklist = ()
.request_history = {}
.logs = []
log_incident( , ip, attack_type, payload):
timestamp = datetime.datetime.now().strftime(
.logs.append({
time': timestamp,
ip,
attack_type,

payload]|:

ip_blocked( , ip):

return ip in .blacklist

, ip):

.blacklist.add(ip)

Pucynok 4.1 — Mooynv 6e3nexu

dyHKI1, 110 300paxkeHi Ha pUcyHKy 4.1:
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log_incident(ip, attack type, payload)

[Ipu3znauenns: JloryBanHs aTtaku

[Tapamerpun:

o 1p - IP ampeca aTakyrodoro

« attack_type - tum ataku (SQL Injection, XSS, DDoS)

« payload - kopucHa HaBaHTaKeHH (TIepIm 50 CHMBOJTIB)
Pesynbrar: [logae 3amuc B crincok Self.logs
Is_ip_blocked(ip)

[Tpuznauenns: [lepeBipka uu IP 3a610k0BaHa

IToseprae: True sikmio IP B yopHOMy criucky, iHakie False
block_ip(ip)

[Ipu3nauenns: Jlonasanus [P B yopHMil crincok

Pesynbrar: IP nogaerscs B self.blacklist

4.4.2 Attack signatures

ATTACK_SIGNATURES

Pucynok 4.2 — 3uaxu amaxu
[Tpuznauyenns: PerymnsipHi BUpasu AJisi BUSBICHHS aTak
(?1) - case-insensitive (0e3 po3pi3HEHHS BEIUKUX/MaINX OYKB)
\s+ - oauH a00 OinbIIe IPOOLTIB

k110 BX1J1H1 J1aHi 301ratoThes 3 OyAb-IKMM 3HAKOM —> aTaKa BUsBJIICHA
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4.4.3 Security Middleware

@app.before_request

def security_middleware():
Pucynox 4.3 — @ynkyisa ona 06pobku 3anumis
[Ipu3HaueHHs: MEPEeXOTUICHHS KOKHOTO 3alUTy JO0 HOro oOpoOKH MapiipyToM
(puc. 4.3)
Kpoxk 00po6ku 1 (puc. 4.4):

ip = request.remote_addr

if threat_engine.is_ip_blocked(ip):

recurn 1>@ 4US r 1 e

Pucynoxk 4.4 — [lepesipka woproco cnucky IP
e Ortpumye IP kiienta
o JSxmro IP B wopromy cnicky — 6nokye 3anut (HTTP 403)
Kpok 2 (puc. 4.5):

now = time.time()
if ip not in threat_engine.request_history:

threat_engine.request_history[ip] = []

_engine.request_history[ip] = [t for t in threat_engine.request_history[ip] if now - t <
reat_engine.request_history[ip].append(now)

(threat_engine.request_history[ip]) >

threat_engine.block_ip(ip)

threat_engine.log_incident(ip,

return “a.Z%

Pucynox 4.5 — Rate Limiting (3axucm sio DD0S)
Anroput™m poboTH:
Jlnst koxHO1 [P 30epiratoThes 4acoBi MITKH OCTaHHIX 3aIlUTIB
Bupanstorses 3anutu crapimie 10 cekyHa

Jlo1aeThCsa TOTOYHUM 3aITUT

> W npoe

SAxumo Ounpie 30 3anuTiB — OnokyBaHHs [P

Kpok 3 (puc. 4.6):
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for value in paylo:

(value,

tinue
ck_name, patterns in ATTACK_SIGNATURES.items():

~ pattern in patterns:
if re.search(pattern, value):
threat_engine.log_incident(ip, attack_name, value)

return f 1>4& Se ity Alert 1 BuaeneH npoe aTaKl {attack_name}

Pucynok 4.6 — WAF (ananis 3naxis)
IIlo nepeBipseThCA:
« request.args - mapametpu B URL (?1d=1&name=test)
« request.form - mani 3 popm (POST)
« request.json - JSON nani

4.4.4 MopeJi 0a3u 1aHuX

Mognens 1 (puc. 4.7):

User(UserMixin, db.Model):

id = db.Column(db.Integer,

username = db.Column(db.String(
email = db.Column(db.String( ),

assword_hash = db.Column(db.String( ) =Fal
role = db.Column(db.String(20), )
created_at = db.Column(db.DateTime, =datetime.datetime.now)

Pucynox 4.7 — User Model
Mogensb 2 (puc. 4.8):

class Product(db.Model):
id = db.Column(db.Integer,

name = db.Column(db.String(

price = db.Column(db.Float,

description = db.Column(db.String(
image_emoji = db.Column(db.String(

Pucynox 4.8 — Product Model
Mogens 3 (puc. 4.9):
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class Order(db.Model):

id = db.Column(db.Integer, =True)

user_id = db.Column(db.Integer, db.ForeignKey(
amount = db.Column(db.Float, =False
db.Column(db.String(50),
items_json = db.Column(db.String(
created_at = db.Column(db.DateTime, =datetime.datetime.now)

Pucynox 4.9 — Order Model

4.4.5 MapupyTu

Mapmpyt 1 (puc. 4.10):
Bapp.route(
def index():

products = Product.query.all()

~eturn render_template_string(HTML_TEMPLATE, =content)

Pucynox 4.10 — GET / (I'onosna cmopinka)

DYyHKUIOHAJIbHICTD:
o Ortpumye Bci ToBapu 3 b]]
o I'enepye HTML miist KO’)KHOTO TOBapy
o+ JSIKmio KopucTyBad He YBIMIIOB — mMoKa3ye "YBiiAiTh 1 MOKYMHOK"
o ko yBiimoB — nokazye KHOMKY "+ Jlogatu" /uist KOKHOTO TOBapy

Hoctyn: AHoHiMHUH (€3 aBTOpU3allii)
Mapuipyrt 2 (puc. 4.11):

@app.route(

def register():

Pucynox 4.11 — GET /register (peccmpayis)
GET 3anur (BinoOpa:xxennst gopmu):
[Tokazye dhopmy peectpaiiii 3 MOIIMU:
o IM'a kopuctyBaya (username)
o Email

o Ilaponb
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username = request.form.get('us ame ', ).strip()

email = request.form.get('email ).strip()

password = request.form.get( .

if not username or (username) <
flash( Im\'A NOBWHH

return redirect(url_for('regis

if User.query.filter_by( =username) . first():
h( e

!

“eturn redirect(url_for('regi

if User.query.filter_by( =email).first():
ash( e 1

~eturn redirect(url_for(

user = Use

db.s on.&

on.commit()

Pucynox 4.12 — POST /register (oopobxa peccmpayii)
be3neka:
« Ilapoas xemyerncs uepes generate_password_hash() (bcrypt)
o IlepeBipsroThCcs yHIKATBHICTH Username Ta email
o SQL injection HemoxxHa 3aB1saku SQLAlchemy ORM
PesyabTat: KoprctyBau nepeHanpaBiii€TbCsl HA CTOPIHKY BXOIY

Mapuipyt 3 (puc. 4.13):
Papp.route(
def Llogin():

if request.method == 'POST
username = request.form.get('us ame ', ).strip()

password = request.form.get('pass )

user = User.query.filter_by( =username) .first()

if user and check_password_hash(user.password_hash, password):
login_user(user)

f' B Bitac {username}!"',
ex'))

flash(

Pucynox 4.13 — POST/GET /login (sxio)
besneka:

o Ilaposb He 30epiracThCsi B YUCTOMY BUTIISII
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« check_password_hash() nopisHroe xerri
o Ilomunka "HeBipHuii JOT1H" HE PO3KPUBAE YH ICHYE KOPUCTYBAY
PesyabTat: KoprctyBau aBTeHTH(DIKYETHCS Ta MIEPEHANPABIISETHCS HA KaTaJIOT

Mapuipyt 4 (puc. 4.14):

@app.route(

@login_required
def logout():

logout_user()
flash(

Pucynox 4.14 — GET /logout (suxio)
[Tpu3HayeHHS: 3aBepILCHHS cecii KOpUCTyBaya

Mapupyrt 5 (puc. 4.15):

dapp.route( 1le')

orders = Order.query.filter_by( =current_user.id).order_by(Order.created_at.desc()).all()

Pucynox 4.15 — GET /profile (npogine xopucmysaua)
IMoka3ye:
o Iudopwmarrito mpo kopuctyBaya:
- IM's
- Email
- Jlara peectparrii
« Bci 3aMoBNIeHHS KOpUCTyBaya B TaOJIUIIL:
- ID 3amoBneHHs
- Cyma

Cratyc

- Jlara

Mapuipyrt 6 (puc. 4.16):
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@app.route(

@login_required

add_to_cart(product_id):

product = Product.query.get(product_id)
if not product:
flash(

return redirect(url_for('i

t' 11 (product_id)] art'].get( (product_id), 0) +

- True
Pucynox 4.16 — POST /add_to_cart/<product_id> (dooasarnns 6 kouiux)

Ax npamroe:

[lepeBipsie uu TOBap iCHye

OTpuMye KOLIUK 3 cecii (K0 HEMa€e — CTBOPIOE HOBUIA)

30u1blIYy€E KUIBKICTh TOBapy Ha 1

> . npoE

[Tomivae ceciro sik 3MiHEHY (17151 30€pekeHHsI B cookie)

Mapupyt 7 (puc. 4.17):
@app.route( art')
@login_required
def cart():

cart_ids = session.get(

if not cart_ids:
flash( il Ba
return redirect(url_for('i

products = Product.query.filter(Product.id.in_( ( , cart_ids.keys()))).all()

Pucynox 4.17 — GET [cart (nepeansio kowuka)
DOYyHKUIOHAJbHICTD:
OTpuMye KOIIUK 3 cecii
Otpumye 06'extr ToBapiB 3 B/

OGuucitoe cymy

> e

IToxa3zye TabnuIO 3 TOBapaMH Ta KHOIIKOIO O(hopMIIeHHS

Mapupyt 8 (puc. 4.18):



if not cart_ids:
flash( A
return redirect(url_for('cart'))

products = Product.query.filter(Product.id.in_( ( , cart_ids.keys()))).all()

total =

items_list = []

for product in products:
gty = cart_ids|[ (product.id)]
total += product.price * gty
items_list.append(f"{product.name} x{gty}")

order = Order( =current_user.id, =total, .join(items_1list),
='Pending"')

db.session.add(order)

db.session.commit()

session.pop(
Pucynox 4.18 — POST /checkout (ogpopmnenns zamoenenns)
IIpouec:
OTpuMye TOBapH 3 KOIIIUKA
OOGuuctoe 3arajibHy cyMy (Ha cepBepi - 1J1s1 0€31eKn)
CrBoproe 3ammc Order B B/]

Ouuiae KoMK

a ~ wnp e

[lepenanpasisie Ha podiIb
Be3neka: Cyma 004HCIIIOETHCS HAa CEPBEPI, TOMY KIIIEHT HE MOKE 3MIHUTH ITIHY.

Mapuipyt 10 (puc. 4.19):
@app.route('/a
@Llogin_required
dashboard():
if current_user.role !=
flash( i

return redirect(url_for(

Pucynox 4.19 — GET /admin (nanenv aominicmpamopa)
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4.5 TectyBanns Ta Bepudikauis nporpamMHoi peaJsizamii

Y Xomi eKCHepUMEHTAIBHOI TEpPeBIPKU  Mpare3laTHOCTI  PO3pOOJICHOTO
MporpamMHOro 3ade3rnedeHHs Oyio MPOBEACHO HACKPI3HE TECTYBAHHS KIIOUOBUX Oi13HEC-
MPOIIECIB Ta MEXaHI3MIB 3axucTy. Pe3ynbTaTu 3adikcoBaHi Ha cepii CKPIHIIOTIB, IO

JEMOHCTPYIOTh MTOBEIIHKY CHCTEMH Ha PI3HUX eTarax B3aeEMO/Iii.

4.5.1 TecryBannsa pynkuionany kopucrysada (User Workflow)

Byno nepeBipeHo MOBHUMN ITUKIT pOOOTH KOPUCTYBaya i3 CUCTEMOIO: BiJl peecTpartii
710 CTBOPEHHS 3aMOBJICHHS.
« PeecTpanis Ta aBropu3amis:
— Ha erami peectpartii (puc. 4.20) 6yJyio BBe[eHO BajiHI JaHI KOpUCTyBaya (im's
"Omnexkciit", email).

@ SecureShop Tosapn | Bxia Peccrpauin

[7 Peecrpauis

IM'a kopucTyBava:

Onexclit

Email:

khimchenko2003@gmail.com

Mapone:

Bxe MaeTe akkayHT? YBIAITL

Pucynox 2.20 — @opma peecmpauii
~ Cucrema ycminHo o0poOmia 3anuT, CTBOpUJIA HOBUHM 3amuc y 0asi JaHUX Ta

BijloOpa3uiia MoBIAOMIICHHS PO YCIIIIHY peecTpalito (puc. 4.21), micis 4oro

KOPHUCTYBa4 OTPUMAB JIOCTYT 110 (OPMH BXOY.
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"J Secu reShop Tosapu Bxia Peecrpauis

Kopuctysau Onekciii ycnitwHo 3apeecTposaHuiil

® Bxin,

Im'a kopuctyBaua:

MNaponek:

He maere akkayHTy? 3apeectpyiitech

Pucynox 4.21 — Yeniwna peecmpayis kopucmysaua
o B3aeMogaisi 3 KaTaJI0rOM Ta KOIMIUKOM:

~ Ilicns aBTOpm3amii KOpPUCTYBad TOTPAllMB HA TOJIOBHY CTOPIHKY 3
NIePCOHAII30BaHUM MPUBITAaHHIM (puc. 4.22).

@ SecureShop Tosapu & Kowuk £ Oneciii | Buxig

Bitaemo, Onexciii!

B Karanor toBapis

Bitaemo B SecureShop!

3axuuienuii Hoytéyk YubiKey 5 VPN Mianucka AHTUBIpYyC
$1299.99 $49.99 $9.99 $29.99

HoyT6yK 3 anapatHim WwidpyBaHHaMm Anapathui kniod Geanexu 2FA Piuna nianucka Ha VPN Niversis Ha aHTMBIpyC

Pucynox 4.22 — Asmopusoeana 20106Ha cmopinka
- byno nmporecroBaHo nopaBaHHs ToBapiB y Komuk. KopuctyBau oOpaB Tpu

no3utii: 3axuwenuit Hoymoyk, YubiKey 5 ta Anmusipyc.
~ Cropinka xommka (puc. 4.23) KOpEeKTHO BimoOpaswiia TMeperiK ToBapiB, iX
KUIBKICTh Ta po3paxyBajia 3arajibHy cyMmy 3amoBjicHHS ($1379.97), mo

HiITBEPIKYE MPaBUWIBHICTH podoTu ceciii Flask (session['cart']).
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@ SecureShop Tosapn & Kowuk £ Onekciii | BMXIA

&/ Baw Kowmk

Tosap inbKi Uina Cyma
3axuuwenHuii Hoytbyx $1299.99 $1299.99
YubiKey 5 $49.99 $49.99

AHTMBIpYC $29.99 $29.99

Pasom: $1379.97

m

Pucynox 4.23 — Kowux kopucmysaua 3 000aHumu mosapamu
o OdopmiieHHs1 3aMOBJICHHS

~ Ilicns wnatuckanns "OdopMutu 3aMOBJIEHHS", cHCTeMa 3reHepyBala
3aMOBJICHHS #3.

- B ocobuctomy kabineti (puc. 4.24) craryc 3aMOBJIEHHS BiJOOpakKaEThCs SIK
"Pending", mo BiANOBiAa€E TOYATKOBOMY CTaHy KIHIIEBOIO aBTOMAara
3aMOBJICHb.

@ SecureShop Tosapn & Kowuk £ Onexciii | Buxia

3amosneHHs #3 ycnituHo opopmaero! Cyma: $1379.97

& Npodinsb kopucrysaua
Im’a: Onexciii

Email: khimchenko2003@gmail.com
Peectpauyia: 06.12.2025

Bawi 3amMoBneHHs

Cyma Bara

$1379.97 06.12.2025 13:26

Pucynok 4.25 — Ilpoghine kopucmysaua 3 niomeepoiceHum 3amMoB1eHHIM
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4.5.2. Bepudikanis mizicnocti nanux (Data Integrity)

JIist miATBepIKEHHST KOPEKTHOCTI 30€PEKEeHHSI TaHUX OYJI0 MPOBEACHO
nepeBipky Ha piBHi CYB/I (puc. 4.26).

« BuxopuctoBytouu neperisiiad 6a3 nanux SQLite, Oyio nepeBipeHo TabIUIIIO
order.

o 3amuc 3 1d=3 noBHICTIO BIANOBIIa€ JaHUM 3 iIHTEepdelicy: user id=4, cyma
1379.97, a mose items_json MiCTUTh KOPEKTHUH Nepeik ToBapiB. Lle cBiuuTh

npo Hafiitay pooory ORM SQLAIchemy.

Databases E X Structure Data Constraints Indexes Triggers DDL
Filter by name Grid view Form view
vEewspsans | @ B-8 @9 @ ' ® K H o T Tota rovs oacet 1
w7 Tables (3}
5 i@l i id user_id total_amount status items_json created at
5 g"pmdm 1} 3 4 137997 Pending  3axwwennit HoyToyk x1, YubiKey 5 x1, AuTusipyc x1 2025-12-06 13:26:22.719221
] i :
> |7 user
EE Views

Pucynok 4.26 — Ckpunuwiom 6aszu 0anux 3 000aHUM 3AMOBLEHHAM

4.5.3 TecTtyBaHHA miiIcKCTeMH aAMiHiCTPyBaHHA Ta MOHiTOpUHTY (STEM)

« byno nepeBipeHo poaboBy Moaenb AocTymy. [Ipu BX0o1 mij 00I1KOBUM 3aITUCOM
aamiHicTpaTopa (puc. 4.27) y HaBIraiiHii naHesi 3'SsBUBCS JOJAATKOBUHM MYHKT

"[Tanesnp Oe3nexun'.

{ SecureShop oBapu ¥ admin 4 N 1ex Buxia

Bitaemo, admin!

B Karanor ToBapis

Biraemo B SecureShop!

3axuweHuii Hoytéyk YubiKey 5 AHTUBIpYyC
$1299.99 $49.99

HoyT6yx 3 anapatHit idpysaHHmM Anaparh 1 Beanexw 2FA
m Lol

Pucynox 4.27 — I'onosna cmopinka agmopuzoeanoco aomina
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[Tanens 6e3mexu (puc. 4.28) KOPEKTHO arperye CTaTUCTUKY CUCTEMU: BioOpaxae
3arajibHy KiUIbKICTh KOPUCTYBauiB (4), 3aMOBJICHb (1) Ta cTaTyc cucTeMu
MoHiTOpuHTY 3arpo3 (ThreatMonitor). Ha MoMeHT mepeBipku 1HITUACHTIB HE

BUABJICHO, CUCTCMA IIpalllO€ B IITATHOMY pe)KI/IMl

l:’ SecureShop Tosapu & Kowwk admin 4%

4> Manenb 6eznekw (SIEM)

CrcTemMa MOHITOPUHTY 3arpo3 8 peansbHOMy uaci

4 1 0 0

Kopucrysauis 3amosneHs 3abnokosaHux IP BusasneHo 3zarpos

8 XypHan iHynpentis (Real-time)

Hemae 3arpos. Cuctema npautoe B HOPMaNLHOMY PexuMi

® 3a6nokoBaHi IP agpecn
Hemae 3abnokosanux IP

Pucynok 4.28 — Ilanens 6e3nexu aomina

4.5.4 Ctpec-TecTtyBanHs1 MmexaHi3miB 3axucty (Rate Limiting)

Jlns mepeBipku cTifikocTti 10 DDoS-atak ta 6pytdopcy 0yiio 3M01e1bOBaHO
CUTYAIlII0 HAJICUJIaHHS BEJIMKOI KUTHKOCTI 3aITUTIB 32 KOPOTKHUI MTPOMIKOK Yacy.
Cucrema 3aXMCTy YCHIIIHO 1AeHTU(]IKyBala aHOMaJIbHy aKTUBHICTb 1
3abnokyBana noctyi, noBepHysiu HTTP-kon momunku 429 Too Many
Requests (puc. 4.29), micist goro IP, 3 sKOro HaJCHIAIKCH 3aUTH OYJI0

3abmokxoBaHo (puc. 4.30)

C @ localhost5000/register

429 Too Many Requests

Pucynox 4.29 — Ilonepeooicenns npo 8enuxy KiibKicmov 3anumie
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C @ localhost:5000/register

@ 403 Forbidden

Bam IP 3abmokoBaHO CHCTEMOK Oe3MeKIl.

Pucynox 4.30 — Ilogioomnenus npo 6aokyeanns IP aopecu
o lle miarBepaKye KOpekTHICTH poOoTH anroputMy "Sliding Window",

peanizoBanoro y middleware momartky.
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Po3ais 5. Epronomiunuii anasmi3

5.1. TeopeTnko-HOpMaTHBHA 0232 eProHOMIYHOI OI[IHKHU

DyHIaMEHTOM Il OIIHKK EPrOHOMIKH PO3POOJICHOr0 PIMICHHS € KOMIUIEKC

MibkHapoaHux ctanaaptie ISO 9241 "Epronomika B3aemofli moauHa-cucrema’. Llei

CTaHAApT €BOJIOLIOHYBAB Bl BUMOT 0 (P13MYHOro oOjgagHaHHS (BIACOTEPMIHAIIB) 110

KOMIUICKCHUX HACTAHOB IIOJO0 [03a0UTITI NMPOTrpaMHOro 3a0e3NedeHHs Ta JIFJIWHO-

OpIEHTOBAHOTO MIPOEKTYBAHHS.

KimrouoBum  nmokymentom € ICTY ISO 9241-11:2006 (ISO 9241-11:1998)

"HactanoBu Mmoo npuiHATHOCTI y BUKopucTaHH1". CraHmapTt BU3HAYae 103a01TITI

(usability) He mpocto sk "3pywHICTB", a SK Mipy, 3 SKOI MPOAYKT MOXE OyTH

BI/II(OpI/ICTaHI/Iﬁ IICBHUMHA KOPUCTYBa4aMU OJIA JOCATHCHHS BU3HAYCHUX I.[iJ'ICfI Y IICBHOMY

KOHTEKCTI BUKOPUCTAaHHs. Bu3HaueHHs 0a3yeTbes Ha TPhOX MeTpuKax [25]:

1. EdextuBnicts (Effectiveness): TouHicTh 1 MOBHOTa, 3 SKUMH KOPHUCTyBadi

J0CATAOTh CBOIX L1IeH. Y KoHTeKcTl po3pobieHoro API 1ie o3Hauae KOPEKTHICTh
00poOKM TaHMX Ta BIACYTHICTb BTPAT IH(POpMAILIi.

Pe3yabTaTuBHICTH (Efficiency): CriiBBiTHOIIIEHHS MIXK JOCSITHY TUM
pe3yibTaTOM Ta BUTPAYEHUMHU pecypcaMu (4acoM, MEHTaJIbHUMHU 3yCUIUISIMH).
BnpoBamxenns Rate Limiting miaBumiye 3araibHy pe3yibTaTUBHICTh CHUCTEMH,
3ano0iraroyu Jerpajaiii IpoayKTUBHOCTI MPHU MEPEBAHTAKEHHSX, 10 TapaHTye
CTaOUIbHUM Yac BIATYKY IS JIETITHMHUX KOPUCTYBAviB.

3anoBoJgienicTs (Satisfaction): Cy0'ekTuBHa peakilisi KOpUCTyBaya, BIJCYTHICTh
IUCKOM(OPTY Ta MO3UTHUBHE CTABJIEHHS JO BHUKOPUCTAHHS CHCTEMHU.
[lepenbauyBanicte noBeAiHku API (HaBiTh y BUIAAKY MOMUIIOK) € KJIHOYEM [0

3aJI0BOJICHOCTI PO3POOHUKIB, SIKI IHTETPYIOTh TaHUH CEPBIC.

5.2. Peanizauis npunmunis aiagory 3rigao JICTY EN ISO 9241-110

Crangmapt ACTY EN 1SO 9241-110:2022 "llpunuunu B3aemonii" (paniiie

Bigomuil Ak "llpuHumnm gianory") BCTaHOBIIOE CIM (yHAAMEHTAIBHUX €BPHUCTHK, SIK1
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OMHCYIOTh SKICHY B3a€EMOJII0 MDK KOPUCTYyBadeM Ta cHCTeMor. Hirkue HaBeneHo

JeTaJbHUM aHaji3 BIAMOBIIHOCTI PO3pOOJICHOI CUCTEMH KOXKHOMY 3 IIUX MPUHITUIIIB

[26].

5.2.1. llpupaTHicTh MJisi BUKOHAHHS 3aBaaHHs (Suitability for the task)

I[ianor € IIpUaAaTHUM OJIs1 BUKOHAHHA 3aBJIaHHA, KO BIiH l'[iIlTpI/IMye KOpHUCTYyBa4a

y JOCSITHEHH1 HOTO 1iIel 6e3 3aiiBOro HaBaHTa)KCHHS.

Peanizauin: Po3pobnenuii Flask-nomarok nanae gitkuii API, e xoxen endpoint
BIJIIOBIJIA€ 3a KOHKPETHY aroMapHy orepaiito. Cuctema He BHMAarae Bij
KopuctyBaua (abo kiieHTchbkoro I13) BHUKOHAHHA HAJJIUMIIKOBUX KPOKIB.
Hampuknaz, aBropusaiiiss Ta BUKOHAHHS 3alTUTy MOXYTh BiIOyBaTHUCS B paMKax
onnoro HTTP-Bukiuky (4epe3 3arojioBKH), 10 MIHIMI3Y€ KIJTbKICTh TPAH3aKIIIH.

Rate Limiting: MexaHi3M 0OMEXEHHSI YaCTOTH 3allMTIB TaKOXX TPAIIOE€ Ha Il
IPUHIIUI, TAPAHTYIOUH, IO CUCTEMA 3aJUIIAEThCS IOCTYMHOIO (serviceable) s
BUKOHAHHS 3aBJaHb 1HIIMMHU KOpHCTyBayaMu, He '"majgarouu" BiJ A1 OZHOTO

3JIOBMHCHHKA.

5.2.2. CamoonucoBicthb (Self-descriptiveness)

Jlianor € caMOONMCOBUM, KOJIM KOKHHUI KPOK B3aEMO/IIT € 3p03yMLUIUM caMm 1o co0i1
a00 Ma€ TOSICHEHHS.

Peanizanin: Ile xputnuno BaxknuBo mns API. Konm cmnpanpoBye Rate Limiter,
CUCTEMa IIOBEPTA€ HE MNPOCTO MNOMWIKY 3'e€qHaHHsA, a KoHkpetHuii HTTP
craryc 429 Too Many Requests. Timo BimmoBimi mictuth JSON 3 aetanbHUM
ormucom ({"error": "Rate limit exceeded", "retry after": 15}), mo mnosicHio€
NPUYUHY BiJIMOBHU Ta BKa3y€, KOJU MOKHA MOBTOPUTH cripoOy. Lle poduTs cucremy

"po30por0" [t pO3pOOHUKA-KITIEHTA.
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Hagiramis: URL-aagpecu crpoexTtoBani 3a npunnunamu RESTful, ne mmsx mo
pecypey (Hampukian, /api/users/123) 4iTko ONHKCY€ CYTHICTb, 10 SIKOI #je
3BEPHCHHSI.

5.2.3. KepoBanicts (Controllability)

KOpI/ICTYBaLI ITOBUHEH MaTU MOKJIUBICTh iHiHiIOBaTI/I Ta KOHTPOJIOBATHU HAIIPAMOK

1 TEMII B3aEMOII.

Peanizanin: Y BeO-iHTepdelicax 1€ peamizyeTbcs dyepe3 kHomku '"Hazan",
"CkacyBatu". YV koHtekcti APl 11e o3Hadae, 1m0 KIIEHT KOHTPOJIIOE MOMEHT
HAJCWIAHHS 3anuTy. SKII0 cucrteMa 3aifHsaTa abo JIMIT BUYEpIIaHo, 1HPOpMAaLis
npo yac ouikyBaHHs (Retry-After) mae kimi€eHTy KOHTpOJIb HaJa TUIaHYBAaHHSM

HACTYITHOT'O 3aIUTY, 3aMICTh TOTO 11100 0e3ayMHO "6oMOuTH" ceprep.

5.2.4. BignosigHicTs ouikyBaHHsM kopuctyBada (Conformity with user

expectations)

Cucrema MOBMHHA TIOBOJUTHCS Y3TO/KEHO Ta TependadyBaHO, 0a3yloduch Ha
NONepeIHbOMY JIOCBI/II KOPUCTYBAay4a Ta 3arajJbHONPUUHITHX KOHBEHIIISX.

Peanizanisn: Bukopucranns crangaptaux koqaiB HTTP (200 nns yemixy, 404 s
BiJIcyTHOCTI, 500 [17151 MOMUIJIOK CEpBEPA) MOBHICTIO B1/INOB1/1a€ OYIKYBaHHAM OY/Ib-
aKoro  BeO-po3poOHMKA. JluzaitH  iHTepdelicy  (SKIMO  PO3TIIAIAETHCSA
aJMIHICTpaTUBHA [TaHEIh) BUKOPUCTOBYE 3BUUHE PO3TALTyBAaHHS €JIEMEHTIB: MEHIO
3J11Ba 200 3BEPXY, JIOTOTHII SIK MOCWJIAHHS HA TOJIOBHY, CTAHJIAPTHI 1KOHKHU (JTymna

JUISL TIOIIYKY, XPECTHUK JJI 3aKPUTTS).

5.2.5. ToanepanTtHicTb 10 noMuJIOK (Error tolerance/Use error robustness)
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Cucrema MOBHHHA JOCATaTH OYIKYBAaHOT'O PE3yJIbTaTy HE3BAXKAIOUM HA HE3HAYH1
NOMWJIKU BBEJICHHS, a00 HaJaBaTH IHCTPYMEHTH ISl iX JIETKOT'O BUIIPABIICHHS
[27].

Peanizanisn: Bamimamiss nanux y Flask (wmanpuxman, depe3 Pydantic a6o
Marshmallow) no3Bosisie mnepeBipUTH THUI JAHUX A0 iX 00poOku. ko
KOPUCTYBa4 HaJCHIIA€ PAIOK 3aMicTh umcia B ID, cucrema mosepue 400 Bad
Request 3 BkasiBkoro Ha KoHkperHe moisie, a He 500 Internal Server Error.
Anroputm Sliding Window TakoX € TOJepaHTHUM: BiH He OJIOKYy€ KOpUCTyBaya
HA3aBX/IU 32 TIEPEBUIICHHS JIMITY, a JIUIIE THUMYACOBO OOMEXY€E, aBTOMATUYHO

Bi,ZIHOBJIIOI-O‘II/I AOCTYII 3 4aCOM.

5.2.6. llpuaaTHicTs aus inauBixyatizamii (Suitability for individualization)

MosxuBicTh amanTanii inTepdelicy mx norpedu kopucryBada [28].

Peanizaunisn: Y BeO-momatky 1e Moxke OyTu BuOIp MoBH 1HTepdeiicy abo
TeMHOi/cBiTNIO1 Temu. Ha piBHi APl inauBigyamizaiisi peani3yeTbcs 4epe3
napamMeTpu 3amuTy (Hampukian, ¢iuabTparis pe3ydbTaTiB, BUOIP TMOJIB IS
BiJTOOpaXKeHHs ), M0 J03BOJISE KIIEHTY OTPUMYBATH JIaHI caM€ B TOMY BHIJISI,

AKUN oMy MOTpiOeH.

5.2.7. llpuaaTHicTs 11 HaBuanHs (Suitability for learning/Learnability)

Cucrema TOBMHHA MIATPUMYBATH Ta HANPABISITH KOPUCTyBada B TIpoleci

OCBOEHHS 11 (PYyHKIIIH.

Peanizanin: HasBHicTh IHTEPAKTUBHOI JOKyMEHTaIli1 (Hanmpukia,
Swagger/OpenAPI), 1m0 reHepyeTbcs aBTOMATUYHO, JIO3BOJIIE HOBUM
KOPHUCTYBadaM IIBHAKO 3p03yMmiTH MokimBocTi API, mporectyBaTu 3amuTu Ta

BUBUUTHU CTPYKTYPY JTaHUX 0€3 HEoOX1THOCT]1 YNTATH OAaraToCTOPIHKOBI MaHyalIH.
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5.3. BisyasibHa eproHomika ta ncuxogi3ioioriyHuii BIVIMB AU3aliHy

Hu3zaiin iaTepdeiicy — 1e He JIMIIe eCTEeTHKA, a W BAXKIWBHA €ProOHOMIUYHUN
¢dakTop, MO BIUIMBAE Ha BTOMJIFOBAHICTh Ta MIBUJIKICTh CHIPUUHATTS iHGopmarii. s
po3pobIieHOl cucTemMu (aaMiHICTpaTMBHA MaHelb ab0 JICHAIHT JOKyMEHTalli) OyJo

oOpaHo cienu(ivuHy KOJIipHY ramy.

5.3.1. IIcuxoJ10risl TAa CEMAHTHKA KOJIbLOPY

OOpana mamiTpa BKJIIOYae JBa JOMiHYI4Yl Kojbopu (puc. 5.1): Cunii

(#667eea) ta ®ioseToBuii (#764ba2). lleit BUOIp OOIPYHTOBYETHCS IICHXOJIOTIEID

CHPUNHATTS KOJIbOPY Y BeO-AM3aiiHI.

@ SecureShop Tosapn | Bxia Peectpauin

B4 Karanor rosapis

Bitaemo B SecureShop!

3axuueHmnii Hoytbyk YubiKey 5 VPN Mianucka AHTUBIpYC
$1299.99 $49.99 $9.99 $29.99

HoyTbyk 3 anapatHim widpysaHHaM AnapaThuii Kniow Ge3nexn 2FA Piura nianucka Ha VPN Niuewsis Ha aHTVBipyC

A Yeirgits ans nokynok A Yeiairs ans noxynox A Yeifaits ans nokynox A Yeirairs ans nokyno

Pucynok 5.1 — Konvoposa nanimpa 2o10610i cmopinku
1. Cumniii (#667eea):

o Xapakrtepucrtuka: lleit BiariHok (6nu3pkuii g0 "Royal Blue" a6o
"Cornflower Blue") 3Hax01uThCs B X0JIOIHIN YACTHHI CIICKTPY. 32 MOJICILITIO
HSL (Hue: 229°, Saturation: 76%, Lightness: 66%) BiH € JOCHTH
HAaCHYCHUM, aJie HE arPECUBHUM.

o Ilcuxonoriunmii BrumB: CuHIN KOJIp TPaguIiiiHO acOIIIOETHCS 3 JOBIPOIO,

CIIOKOEM, TEXHOJIOT1UHICTIO, JIOT1KOI Ta Oe3nekoro. Y ¢inancoBux ta IT-
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POJYKTaX BIH € CTAHJAPTOM, OCKIJTbKH 3HM)KY€ TPUBOKHICTh KOPUCTyBada
Ta CTBOprOE BimuyTTs crabinbHOCcTi ("cuHi exkpan" Facebook, LinkedIn,
Intel). BukopucTtanns nporo kobopy st kHonok fii (CTA) abo 3aronoBkiB

MiJICBITOMO CUTHATI3y€ KOPUCTYyBauy: "TyT O€3MeYHO HATUCKATH'.

2. dioaeroBuii (#764ba2):

Xapakrepuctuka: BiATIHOK, 0 TOEIHYE CTa0LIBbHICTh CUHBOT'O Ta EHEPTIIO
yeponoro. 3a HSL (Hue: 270°, Saturation: 37%, Lightness: 46%) BiH €
TEMHIIIUM Ta TJIUOIINUM.

ITcuxonoriunumii BIUIUB: D107IeTOBUN ACOITIFOETHCS 3 MYJIPICTIO,
KpEAaTUBHICTIO, YSIBOI, a TaKOX PO3KIIIIIO Ta SKICTIO (MpeMialbHuN
CerMeHT). ¥ nu3aiiHl 1HTep(elciB BiH YacTO BUKOPUCTOBYETHCS IS
aKICHTIB, MO0 MMAKPECIUTH I1HHOBAIINHHICTh NpoaykKTy. IloemHaHHs
CUHBOTO Ta (10JETOBOro (YaCTO Yy BHIJISAI TPAJlIEHTy, MOIMYJISPHOrO B
cyuacHomy ctwii "Tech SaaS") cTtBoproe Ganmanc MiX HaTIMHICTIO (CUHIN)
Ta Cy4acHICTIO/Mari€r0 TEXHOJOTiH ((i0JeTOBHUI), YHUKAIOYH MPU LIBOMY

"KaHIEIAPCHKOI" HyJIbI'M YUCTOTO CHHBOTO.

5.3.2. loctynnicthb (Accessibility) Ta konTpacthicTs 3rinno WCAG

Epronomika Bumarae, mo6 intepdeiic OyB JOCTYITHUM IS JIFOJIEH 3 BaJlaMU 30DYy.

Crannapr WCAG (Web Content Accessibility Guidelines) 2.1 BcranoBioe cyBopi

BHUMOTH JI0 KOHTPACTHOCTI TEKCTY BITHOCHO (pOHY.

[IpoBenemo aHami3 KOHTPACTHOCTI 0OOpaHUX KoabopiB Ha O611oMy (oni (#FFFFFF),

KU € CTAaHJITapPTHUM JJ1s1 BE€O-CTOPIHOK:

1. ®DioseroBuii (#764ba2) na bintomy:

KoedimienT koHTpacTHOCTI ckinanae npubausno 8.42:1 (iHmn mxepena
BKa3YIOTh Ha BUCOKUU KOHTpACT > 7:1 115t moA10HUX BIJTIHKIB).

Bepaukr: 1leit moka3HUK 3HAYHO TIEpPEeBUIIY€E MiHIManbHUI miopir 4.5:1 myst
piBHs AA 1 wHaBite nopir /:1 nns piBHa AAA (HaliBUIIMII piBEHB

JIOCTYMHOCTI) IUIsl 3BHUYaiiHOTO TekcTy. Lle poOuth QionmeToBmii Komip
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171eaIbHUAM JJIS1 OCHOBHOT'O TEKCTY, 3ar0JIOBKIB Ta BAXKITMBUX TOBITOMJICHD —
BiH OyJie YITKO YUTATHUCA HABITH JIIOJbMHU 31 3HKCHHM 30poM abo Ha
€KpaHax 3 OTaHOIO TIePeaauCto KOJIbOPY.

2. Cumniii (#667eea) na bisiomy:

o Koedimient koHTpacTHOCTI CKiIagae mpubauzuo 4.19:1.

o Bepnukrt: lleli noka3HUK € MeHIIUM 3a HeoOxiaHi 4.5:1 nnsg 3BUYatHOTO
TekcTy (piBeHb AA). lle o3Hauae, 110 BUKOPUCTAHHS LIBOTO KOJbOPY JISI
npioHoro Tekcty (Meniie 14pt bold aGo 18pt regular) € eproHoMiuHOIO
MTOMIJIKOIO, OCKUTBKH TEKCT OyJ1e BaKKO YUTATH.

o Pexomenpamis: 3rimno 3 WCAG, mneit komip MNpOXOIUTh IEPEBIPKY
mutst Benmmkoro Tekery (Large Text, >18pt), ne Bumora cranoButh 3:1. Tomy
B JIM3aiiHI I BIATIHOK CHMHBOTO CIIiJI BUKOPHUCTOBYBATH BUKIFOYHO JIJIS
BEJIMKUX 3aroJIoBKiB, TpadiuHUX 1KOHOK 200 KHOIOK 3 OUIMM TEKCTOM (3a
YMOBH, IO KOHTPACT TEKCTy Ha KHOMIll OyJe JOCTaTHIM), aje He It

OCHOBHOTO KOHTEHTY (body text).

5.4. Tunorpadika Ta CHpUHHATTS TEKCTOBOI iH(popmaii

TekcT € ocHOBHUM HOcieM iHopmarlii B BeO-cuctemi. Bubip mpudty BU3Hauae
MIBUKICTh YATAHHS Ta BTOMJIIOBAHICTh o4eil. [{st cuctemu Oyno obpano mpudt Segoe
Ul.

OO0rpynatryBanns Bubopy Segoe Ul:

1. Cnenianizamis ans ekpanis: Segoe Ul (User Interface) — ne mpudr cimeiictsa
rpoteckiB (sans-serif), po3poOseHuii kopmnopaiiero Microsoft crnemianbHo ist
BiTOOpa)X€HHSI TEKCTy Ha €KpaHaX MOHITOPIB. Moro nu3aiiH onTHMi30BaHO s
TeXHOJOr1i cyOmikcenbHoro peraepunry ClearType, 110 poOUTh TEKCT YITKUM Ta
TJIQJIKKMM HaBITh MIPU HU3BKIH PO3IiIbHIN 3MaTHOCTI ekpany [29].

2. Xapakrepuctuku riigis: llpudr mae Biakputi hopmu mitep (open counters),

10 TIOKpalllye po3Mi3HaBaHHs CUMBOJIIB. BiacyTHICTh 3acidok (serifs) 3mMeHIye
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BI3yaJIbHUM IITYM Ha €KpaHi, MOJIETITYIOYH MBUJIKE CKAHYBAHHS TEKCTY MOTJISIIOM,
10 € TUTIOBUM MaTepPHOM MOBEIIHKHA BeO-KOPUCTYBaUiB.

MyasTuMoBHIcTB: Segoe Ul miaTpuMmye BenMuYe3HUI [1alMa3oH MHCEMHOCTEH,
BKJIIOYAIOYM PO3IIMpeHy Kupwiuiio. lle rapanrtye, 1o yKpaiHCBKUHA TEKCT
(Brrovaroun crnenudivai Jgitepu T, €, 1, 1) OyJe BiIoOpakaTHCs KOPEKTHO Ta
rapMOHIWHO, 0€3 MAMIHM CUMBOJIB 3 IHIIUX MPUQTIB.

BapiatuBHicTh HakpeceHb: HasBHICTh IIMPOKOTO CrieKTpy HakpecieHb (Light,
Semilight, Regular, Semibold, Bold, Black) no3Bonsie au3aiinepy OyayBaTu 4iTKy
Bi3yallbHY 1€papxito iH(opmallii (3arojoBKH, MiA3arojIOBKH, akKIEHTH) 0e3
HEOOX1THOCT1 MIJAKIIOYATH JOAATKOBI MIPU(TOBI TapHITYPH, IO ITO3UTHBHO

BIUIMBA€E HA MIBUKICTh 3aBAHTAXKEHHS CTOPIHKHU.

5.5. Oxopona npani Ta BAMOrd 10 po0040ro cepexoBuIIa

Ockisbku UITIOMHa po0OoTa mnepeadadae He JIUIIE CTBOPEHHS MPOAYKTY, a i

aHajli3 yMOB MOro BUKOPHCTAHHS, HEOOXIHO PO3IJSHYTH acHeKTH OXOPOHHU IMparll.

PoGota omepatopa po3poOiieHOT CHUCTEMH BITHOCHUTHCA 10 Kareropii poOit 3

BimeorepMminaiamu (BT).

3rinno 3 JACTY ISO 9241-5 (Bumoru no po3TairyBaHHs poOodoOi CTaHLIi) Ta

JNCTY ISO 9241-6 (Bumoru 110 cepenoBuiia), HEOOX11HO 3a0€3MEUNTH:

OcaiTjieHHs: 3arajibHE Ta MICIIEBE OCBITJICHHS IOBUHHO OyTH OpPTraHi30BaHE Tak,
00 BUKJIFOYUTH BiJOJIMCKU HA €KpaHI MOHITOPA, SK1 3HIKYIOTh KOHTPACTHICTh
300paskeHHs (0COOIMBO KPUTUYHO MPU BUKOPUCTAHHI CBITIMX TeM 1HTep(deicy)
[30].

Pexxum mnpauni: [Iporpamue 3a0e3neyeHHs MOBUHHO CIHPUATH €(PEKTUBHOMY
BUKOHAHHIO 3aBJIaHb, 1100 MiHIMI3yBaTH Yac nepeOyBaHHs orepaTopa 3a €eKpaHOM.
Bucoka 103a011iTi Ta IIBUAKOAIS cUCTEMH (3a0e3reueHa TEXHIYHUMU PIlIeHHSIMU
Pozniny 4) nmpsiMmo cipusitoTh 3HMKEHHIO 30POBO1 Ta HEPBOBO-EMOIIIHHOT HAIIPYTH

TIepCOHAIy.
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Buchosok

VY Xolll BUKOHAHHS TUIUIOMHOI poOOTHM OyJi0 BUPINIEHO aKTyallbHE HayKOBO-
NPUKJIAJHE 3aBJIaHHS PO3POOKH Ta E€ProHOMIYHOTO 3a0e3NedeHHs] BeO-OpiEHTOBAHO1
CUCTEMHU OOpOOKHM 3aIWTIB 13 3aXMCTOM BiJ aBTOMAaTH30BaHMUX aTaK. 3a pe3yibTaTaMu
IPOBEICHOI0 JIOCHIKEHHs Ta TMPAaKTHYHOI peani3alli MO)KHa 3pOOMTH HACTYIHI
BHCHOBKH:

IIpoBeneHo anaJis npeaMeTHoOI 001acTi Ta 3arpo3 Oe3mnemni. Y nepiux po3aiaax
pobotu Oyio mochipkeHo cydacHui nanmmadT BeO-3arpo3. BcraHoBieHo, MmO i
CUCTEM EJICKTPOHHOT KOMEPIIiT KpUTHIHUMH Bpa3nuBocTsIMU € SQL-1H'exirii, XSS-ataku
ta DDoS-ataku piBHS gonatky. Byno oOrpyHTOBaHO HEOOXINHICTH BIPOBAKEHHS
riOpUIHOT CHUCTEMHU 3aXMCTy, LI0 TO€JHYE CUTHATYPHUM aHail3 BXIJIHHMX JaHUX Ta
aNropuTMiuHEe 00MexeHHs yacTtoth 3amuTiB (Rate Limiting).

OO0rpyHToBaHo BHOIp TEXHOJIOTIYHOIO CTEeKa Ta MeTOodiB 3axucry. Jlud
peamizamii cepBepHOi yacTMHH oOOpaHO MOBY mporpamyBanHs Python Ta
MmikpodpeitmBopk Flask, 1o 3a6e3meunsio rHydkicTh apXiTEKTYpPH Ta BUCOKY IITBUJIKICTh
po3poOku. B sKoCTI anroputmy OOMEXEHHsSI HaBaHTaXKeHHs oOpaHo Meton «Sliding
Window» (KoB3He BikHO), sikuii, Ha BiamiHy Bix metomiB «Fixed Window» un «Leaky
Buckety», 3a0e3neuye OuIbll TOYHE 3IUIAJKyBaHHS CIUIECKIB TpadiKy Ta CHpPaBeIIMBO
PO3MOILIIsiE pecypcH cepBepa 0€3 KOPCTKUX PO3PUBIB HA MEXKAX YaCOBUX 1HTEPBAJIIB.

CnpoexToBaHo apxitektypy cucremu SecureShop. Po3poGieHo cTpykTypy
6a3u nanux (SQLite) 3 TabnuIsIMKU KOPUCTYBadiB, TOBapiB Ta 3aMOBJICHb, SIKa BIJMIOBIIa€
TpeTii HopMmanbHii (opmi. PeamizoBano apxitektypuuii mareps MVC (Model-View-
Controller) 3aco6amu Flask Blueprints Ta ORM SQLAlchemy. CtBopeHo miacucteMy
MOHITOpUHTY 3arpo3 ThreatMonitor, mo Ji€ K OPOMIXKHE MporpamHe 3a0e3MeUeHHS
(middleware), mepexoIIIO0YH 3aIUTH JI0 iX 00pOOKH Gi3HEC-IOTIKOIO.

BukoHaHo mnporpamMHy peajizamilo 3axumieHoro BeO-moaarky. CTBOpeHO
NOBHO(YHKII0HATBHUI MPOTOTUI CUCTEMH, L0 BKIIIOYAE:

- Monaynbe aBTopH3ariii 3 xeuryBanHsaM napodis (werkzeug.security) Ta ynpaBiiHHIM

CECIAMMU.



113

Mexanizsm WAF (Web Application Firewall) Ha ocHOBI perynspHux BHpasiB ajis
osnoxkyBanHsa SQLi1 ta XSS naiinoanis.

Cuctemy Rate Limiting, sika aBromatuuHo 6mokye [P-anpecu npu nepeBuieHH1
JIMITY 3anuTiB (MOBEpTatOuu cTaTyc 429).

[Tanens agmiHICTpaTOpa A MOHITOPUHTY 1HIIUJICHTIB Y PEAIbHOMY 4Yaci.
IIpoBeaeHo TecTyBaHHA Ta €eProOHOMIYHY OLIIHKY.

DdyHKIiOHAIbHE TECTYBAHHS IIIITBEPIUIIO KOPEKTHICTh POOOTH Oi3HEC-JIOTIKU
(peectpaiiisi, KOIIUK, 3aMOBJICHHS ) Ta IIUTICHICTh JaHux y b/I.
Ctpec-TecTyBaHHs (300pakeHE Ha CKPIHIIOTaX 3BITY) JOBENO €(PEKTUBHICTH
3aXHCTYy: CHCTEMa YCIIIIHO 1JeHTU(IKyBaja Ta 3a0JIOKyBajga aHOMAJbHY
AKTHUBHICTb, 30€pIriy Npane3aaTHICTh AJIs JETITUMHUX KOPUCTYBaYiB.
Epronomiunmnii anami3 mokaszaB BIAMOBIAHICTH 1HTepdelicy crangapram [SO
9241-110. BukopucTtanHsi KOJIpHOI cxeMmH (CuHIW/(ioseToBUi) crpuse AOBIpi
kopuctyBauiB, a mpudt Segoe Ul 3abesneuye unrabenbHicTh. KOHTpacTHICTH
enemeHTiB Bianosigae BumoraMm WCAG, mo poOWTh CHUCTEMY JOCTYITHOIO Ta

3pYy4YHOIO Y BUKOPUCTAHHI.



114

Cnucoxk BUKOPHCTAHUX JIAKepeJt

E-Commerce - II{o Take enextporna komepiis? | Wezom. | T-komnanis nosnoeo
YUKy po3pobku npoepamuux npooykmie WEZOM - Kuis, Ykpaina.

URL.: https://wezom.com.ua/ua/blog/elektronna-komertsiya

E-commerce: mo Tpeba 3HaTH 1 sKi 3apa3 Tpenau? | [lkona 6i3necy Hopa ITomira.
URL.: https://online.novaposhta.education/blog/e-commerce-shho-treba-znati-i-yaki-
zaraz-trendi

Data Classification (Data Management): A Complete Overview | Spirion. Spirion.
URL.: https://www.spirion.com/data-classification#phase-3

. A Comprehensive Guide to PCI DSS SAQ Types

CompliancePoint. CompliancePoint.

URL.: https://www.compliancepoint.com/assurance/a-comprehensive-guide-to-pci-
dss-saq-types/

. Top 4 Commercial Data Classification Levels and When to Use Them -
Numerous.ai. Numerous.ai. URL.: https://numerous.ai/blog/commercial-data-
classification-levels

Log Types and Formats: A Comprehensive Guide. Edge Delta.

URL.: https://edgedelta.com/company/blog/log-types-and-formats

Data Classification: Explaining the What, Why, and How [ + Free

Template]. Secureframe. URL.: https://secureframe.com/blog/data-classification

. What is the CIA Triad and Why is it important? | Fortinet. Fortinet.

URL.: https://www.fortinet.com/resources/cyberglossary/cia-triad

CIA triad: Confidentiality, integrity, and availability. Unified identity security: The
core of your modern enterprise. URL: https://www.sailpoint.com/identity-
library/cia-triad

. The Five Pillars of Information Security: CIA Triad and More. Destination

Certification. URL.: https://destcert.com/resources/five-pillars-information-security/


https://wezom.com.ua/ua/blog/elektronna-komertsiya
https://online.novaposhta.education/blog/e-commerce-shho-treba-znati-i-yaki-zaraz-trendi
https://online.novaposhta.education/blog/e-commerce-shho-treba-znati-i-yaki-zaraz-trendi
https://www.spirion.com/data-classification#phase-3
https://www.compliancepoint.com/assurance/a-comprehensive-guide-to-pci-dss-saq-types/
https://www.compliancepoint.com/assurance/a-comprehensive-guide-to-pci-dss-saq-types/
https://numerous.ai/blog/commercial-data-classification-levels
https://numerous.ai/blog/commercial-data-classification-levels
https://edgedelta.com/company/blog/log-types-and-formats
https://secureframe.com/blog/data-classification
https://www.fortinet.com/resources/cyberglossary/cia-triad
https://www.sailpoint.com/identity-library/cia-triad
https://www.sailpoint.com/identity-library/cia-triad
https://destcert.com/resources/five-pillars-information-security/

11.

12.

13.

14.

15.

16.

17.

18.

19.

20.

21.

22.

23.

115

Ukrainian eCommerce Trends in H1 2025 | Research & Insights by

Promodo. Promodo | Performance Marketing Agency.

URL.: https://www.promodo.com/blog/ukrainian-ecommerce-market-in-h1-2025
OWASP Top 10:2021. OWASP Foundation, the Open Source Foundation for
Application Security | OWASP Foundation. URL.: https://owasp.org/Top10/2021/
What is a DDoS attack? | Cloudflare. Learning. URL:
https://www.cloudflare.com/learning/ddos/what-is-a-ddos-attack/

Cymulate. YARA Rules. Cymulate. URL.: https://cymulate.com/cybersecurity-
glossary/yara-rules/

ITE3. [npopmariitna Oe3neka miamprueEMCTBA — OCHOBHI PU3UKH Ta CIIOCOOU
saxucty. ITE3. URL: https://itez.com.ua/blog/information-security-best-practices-
for-small-business-ukraine.html

Rate Limiting The Sliding Window Algorithm. @m-elbably. URL.:
https://medium.com/@m-elbably/rate-limiting-the-sliding-window-algorithm-
daald91e6196

vkarpova7. OcuoBHi nepeBaru ceprudikariii ISO/IEC 27001. ISSP Training.
URL.: https://www.issp.training/post/osnovni-perevahy-sertyfikatsiyi-iso-iec-27001
What is Non-repudiation in Cyber Security? | Bitsight. Bitsight.

URL.: https://www.bitsight.com/glossary/non-repudiation-cyber-security

o Take ceptudikariiss PCI DSS — Interkassa. ITputiom nnameoxcie na caiimi 3
Interkassa. URL.: https://interkassa.com/blog/shcho-take-sertyfikatsiia-pci-dss
Golabek M. Implementing OWASP ASVS | SoftwareMill. SoftwareMill.

URL.: https://softwaremill.com/implementing-owasp-asvs/

GDPR. URL.: https://gdpr-text.com/uk/

Client Side Protection Compliance. akamai.

URL.: https://www.akamai.com/resources/product-brief/client-side-protection-
compliance.

20 HaWMONIMPEHIIINX BU/IIB aTak Ha KibepOe3mneky. Bittnet Training.

URL.: https://www.bittnet.ro/uk/noutati/top-20-cele-mai-frecvente-tipuri-de-atacuri-


https://www.promodo.com/blog/ukrainian-ecommerce-market-in-h1-2025
https://owasp.org/Top10/2021/
https://www.cloudflare.com/learning/ddos/what-is-a-ddos-attack/
https://cymulate.com/cybersecurity-glossary/yara-rules/
https://cymulate.com/cybersecurity-glossary/yara-rules/
https://itez.com.ua/blog/information-security-best-practices-for-small-business-ukraine.html
https://itez.com.ua/blog/information-security-best-practices-for-small-business-ukraine.html
https://medium.com/@m-elbably/rate-limiting-the-sliding-window-algorithm-daa1d91e6196
https://medium.com/@m-elbably/rate-limiting-the-sliding-window-algorithm-daa1d91e6196
https://www.issp.training/post/osnovni-perevahy-sertyfikatsiyi-iso-iec-27001
https://www.bitsight.com/glossary/non-repudiation-cyber-security
https://interkassa.com/blog/shcho-take-sertyfikatsiia-pci-dss
https://softwaremill.com/implementing-owasp-asvs/
https://gdpr-text.com/uk/
https://www.akamai.com/resources/product-brief/client-side-protection-compliance
https://www.akamai.com/resources/product-brief/client-side-protection-compliance
https://www.bittnet.ro/uk/noutati/top-20-cele-mai-frecvente-tipuri-de-atacuri-de-securitate-cibernetica/?srsltid=AfmBOoo4Mfxi1i2_F4xfDMRu-JLE4YraLmt_jVlbwITGKjoMqzRP7jbf

24.

25.

26.

217.

28.

29.

30.

116

de-securitate-cibernetica/?srsltid=AfmBOo004Mfxili2_F4xfDMRu-
JLE4YraLmt_jVIbwITGKjoMqzRP7jbf

o Take SIEM? KommnonenTH, MOKIHBOCTI Ta apxitekrypa. Stellar Cyber.

URL.: https://stellarcyber.ai/uk/learn/what-is-siem/

Contributors to Wikimedia projects. 1ISO 9241 - Wikipedia. Wikipedia, the free
encyclopedia. URL.: https://en.wikipedia.org/wiki/ISO_9241

ISO’s dialogue principles (2020) — DialogDesign. DialogDesign.

URL.: https://www.dialogdesign.dk/isos-dialogue-principles-2019/

Bot Verification. Remote User Testing Tool | Userpeek.com.

URL.: https://userpeek.com/blog/iso-9241-110-ergonomics-of-human-system-
interaction-part-110-interaction-principles/

Weibelzahl S. 1SO 9241-110: Dialog Principles | UX & Usability Toolkit. UX &
Usability Plattform | UX & Usability Toolkit.

URL.: https://www.softwareevaluation.de/en/foundations/iso-9241-110-dialog-
principles/

Segoe Ul font family - Typography. Microsoft Learn: Build skills that open doors in
your career. URL: https://learn.microsoft.com/it-it/typography/font-list/segoe-ui
Kageopa oxoponu npayi, npomucnosoi ma yusinbnoi beznexu | Ogiyitinuti caim.
URL.: https://opcb.kpi.ua/wp-content/uploads/2014/09/Pexomennartii-no-

BukoHauusa-DP.pdf


https://www.bittnet.ro/uk/noutati/top-20-cele-mai-frecvente-tipuri-de-atacuri-de-securitate-cibernetica/?srsltid=AfmBOoo4Mfxi1i2_F4xfDMRu-JLE4YraLmt_jVlbwITGKjoMqzRP7jbf
https://www.bittnet.ro/uk/noutati/top-20-cele-mai-frecvente-tipuri-de-atacuri-de-securitate-cibernetica/?srsltid=AfmBOoo4Mfxi1i2_F4xfDMRu-JLE4YraLmt_jVlbwITGKjoMqzRP7jbf
https://stellarcyber.ai/uk/learn/what-is-siem/
https://en.wikipedia.org/wiki/ISO_9241
https://www.dialogdesign.dk/isos-dialogue-principles-2019/
https://userpeek.com/blog/iso-9241-110-ergonomics-of-human-system-interaction-part-110-interaction-principles/
https://userpeek.com/blog/iso-9241-110-ergonomics-of-human-system-interaction-part-110-interaction-principles/
https://www.softwareevaluation.de/en/foundations/iso-9241-110-dialog-principles/
https://www.softwareevaluation.de/en/foundations/iso-9241-110-dialog-principles/
https://learn.microsoft.com/it-it/typography/font-list/segoe-ui
https://opcb.kpi.ua/wp-content/uploads/2014/09/%D0%A0%D0%B5%D0%BA%D0%BE%D0%BC%D0%B5%D0%BD%D0%B4%D0%B0%D1%86%D1%96%D1%97-%D0%B4%D0%BE-%D0%B2%D0%B8%D0%BA%D0%BE%D0%BD%D0%B0%D0%BD%D0%BD%D1%8F-DP.pdf
https://opcb.kpi.ua/wp-content/uploads/2014/09/%D0%A0%D0%B5%D0%BA%D0%BE%D0%BC%D0%B5%D0%BD%D0%B4%D0%B0%D1%86%D1%96%D1%97-%D0%B4%D0%BE-%D0%B2%D0%B8%D0%BA%D0%BE%D0%BD%D0%B0%D0%BD%D0%BD%D1%8F-DP.pdf

117

HopaTtok A

Koa nmporpamu

import os

import re

import datetime

import time

from flask import Flask, render_template_string, request, redirect, url_for,
flash, session

from flask_sqglalchemy import SQLAlchemy

from flask_login import LoginManager, UserMixin, login_user, logout_user,
login_required, current_user

from werkzeug.security import generate_password_hash, check_password_hash

app = Flask(__name_ )

app.config[ 'SECRET_KEY'] = os.urandom(24)
app.config[ 'SQLALCHEMY_DATABASE_URI']
app.config['SESSION_COOKIE_HTTPONLY']
app.config[ 'SESSION_COOKIE_SECURE'] = False
app.config[ 'SESSION_COOKIE_SAMESITE'] = 'Lax'

‘sqlite:///secure_shop.db’

True

db = SQLAlchemy(app)
login_manager = LoginManager()
login_manager.init_app(app)

login_manager.login_view = 'login'

# CUCTEMA BMABNEHHA 3AIPO3

class ThreatMonitor:

def init_ (self):

self.blacklist = set() # MHOXMHa 3abnokoBaHux IP
self.request_history = {} # IcTtopiAa 3anuTiB no IP
self.logs = [] # XypHan iHumpeHTiB

def log incident(self, ip, attack type, payload):
timestamp = datetime.datetime.now().strftime("%Y-%m-%d %H:%M:%S")



self.logs.append({
"time': timestamp,
‘ip': ip,
"type': attack_ type,
"payload’': payload[:50]

})

def is_ip blocked(self, ip):

return ip in self.blacklist

def block_ip(self, ip):
self.blacklist.add(ip)

threat_engine = ThreatMonitor()

ATTACK_SIGNATURES = {
'SQL Injection':

[r"(?i)union\s+select”,
r"(?i)or\s+1=1",
r"(?i)drop\s+table"],

'XSS':
[r"(?i)<script”,
r"javascript:",

r"onerror="],

@app.before_request
def security _middleware():

ip = request.remote_addr

if threat_engine.is_ip blocked(ip):

return "<h1>@ 403 Forbidden</h1><p>Baw IP 3a610KOBaHO CUCTEMOMW

6esnekun.</p>", 403

now = time.time()
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if ip not in threat_engine.request_history:

threat_engine.request_history[ip] = []

threat_engine.request_history[ip] = [t for t in
threat_engine.request_history[ip] if now - t < 10]

threat_engine.request_history[ip].append(now)

if len(threat_engine.request_history[ip]) > 2:
threat_engine.block_ip(ip)
threat_engine.log_incident(ip, "DDoS Attack", "Too many requests")

return "429 Too Many Requests", 429

payloads = list(request.args.values()) + list(request.form.values())
if request.is_json and request.json:

payloads += [str(v) for v in request.json.values()]

for value in payloads:
if not isinstance(value, str):
continue
for attack _name, patterns in ATTACK SIGNATURES.items():
for pattern in patterns:
if re.search(pattern, value):
threat_engine.log incident(ip, attack_name, value)
return f"<h1>8 Security Alert</hl><p>BusasneHo cnpoby aTaku:

{attack_name}</p>", 403

# MOAENI BA3U JAHUX

class User(UserMixin, db.Model):

id = db.Column(db.Integer, primary_key=True) #
YHikanbHuih ID

username = db.Column(db.String(100), unique=True, nullable=False) # JloriHu
(yHikanbHui)

email = db.Column(db.String(100), unique=True, nullable=False) # Email
(yHikanbHuin)

password_hash = db.Column(db.String(200), nullable=False) # Xew

napona (bcrypt)
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role = db.Column(db.String(20), default='user') # Ponb
(user/admin)

created_at = db.Column(db.DateTime, default=datetime.datetime.now) # JaTa
peecTpauil

class Product(db.Model):

id = db.Column(db.Integer, primary_key=True) # YHikaneHun ID
name = db.Column(db.String(100), nullable=False) # HasBa ToBapy
price = db.Column(db.Float, nullable=False) # UiHa
description = db.Column(db.String(500)) # Onuc

image_emoji = db.Column(db.String(10), default="[4")

class Order(db.Model):
id = db.Column(db.Integer, primary_key=True)
YHikanbHuit ID
user_id = db.Column(db.Integer, db.ForeignKey('user.id'), nullable=False)
ID kopucTyBa4a
total _amount = db.Column(db.Float, nullable=False)
CyMma 3aMOBNEHHS
status = db.Column(db.String(50), default='Pending')
CTaTyc 3aMOBJ/IEHHA
items_json = db.Column(db.String(500))

Cnuncok ToBapiB

created at = db.Column(db.DateTime, default=datetime.datetime.now)

JlaTa 3aMoBsieHHA

@login_manager.user_loader

def load_user(user_id):

return User.query.get(int(user_id))

# HTML WABJIOH

HTML_TEMPLATE = """
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<!DOCTYPE html>
<html lang="uk">
<head>
<meta charset="UTF-8">
<meta name="viewport" content="width=device-width, initial-scale=1.0">
<title>SecureShop - be3neyHun MarasuH</title>
<style>
* { margin: @; padding: ©@; box-sizing: border-box; }
body { font-family: 'Segoe UI', Tahoma, Geneva, Verdana, sans-serif;
background: linear-gradient(135deg, #667eea 0%, #764ba2 100%); color: #333; min-
height: 100vh; }
.navbar { background: rgba(e, @, @, 0.8); padding: 15px 20px; }
.navbar-content { max-width: 1200px; margin: © auto; display: flex;
justify-content: space-between; align-items: center; }
.navbar-brand { color: #fff; font-size: 24px; font-weight: bold; text-
decoration: none; }
.nav-links { display: flex; gap: 20px; align-items: center; }
.nav-links a { color: #fff; text-decoration: none; transition: ©.3s; }
.nav-links a:hover { color: #ffcl07; }
.container { max-width: 1200px; margin: 30px auto; padding: @ 20px; }
.card { background: white; border-radius: 10px; box-shadow: @ 4px 15px
rgba(0,0,0,0.2); padding: 30px; margin-bottom: 20px; }
.alert { padding: 15px 20px; border-radius: 8px; margin-bottom: 20px;
animation: slidelIn ©.3s; }
.alert.success { background: #d4edda; color: #155724; border-left: 5px
solid #28a745; }
.alert.danger { background: #f8d7da; color: #721c24; border-left: 5px
solid #dc3545; }
.alert.info { background: #dlecfl; color: #0c5460; border-left: 5px solid
#17a2b8; }
.form-group { margin-bottom: 15px; }
.form-group label { display: block; margin-bottom: 5px; font-weight: 600;

.form-group input { width: 100%; padding: 10px; border: 1px solid #ddd;
border-radius: 5px; font-size: 14px; }
.form-group input:focus { outline: none; border-color: #667eea; box-

shadow: © @ 5px rgba(102, 126, 234, 0.5); }
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.btn { padding: 12px 25px; border: none; border-radius: 5px; cursor:
pointer; font-size: 16px; font-weight: 600; transition: 0.3s; text-decoration:
none; display: inline-block; }

.btn-primary { background: #667eea; color: white; }

.btn-primary:hover { background: #5568d3; }

.btn-secondary { background: #6c757d; color: white; }

.btn-secondary:hover { background: #5a6268; }

.btn-success { background: #28a745; color: white; }

.btn-success:hover { background: #218838; }

.product-grid { display: grid; grid-template-columns: repeat(auto-fit,
minmax(250px, 1fr)); gap: 20px; margin-bottom: 30px; }

.product-card { background: white; border-radius: 10px; overflow: hidden;
box-shadow: @ 4px 15px rgba(9,0,0,0.1); transition: transform 0.3s; }

.product-card:hover { transform: translateY(-5px); }

.product-image { font-size: 60px; text-align: center; padding: 40px 20px;
background: linear-gradient(135deg, #667eea 0%, #764ba2 100%); color: white; }

.product-name { font-size: 18px; font-weight: 600; margin-bottom: 8px; }

.product-price { font-size: 24px; color: #667eea; font-weight: bold; }

.order-table { width: 100%; border-collapse: collapse; margin-bottom:
20px; }

.order-table th { background: #667eea; color: white; padding: 12px; text-
align: left; }

.order-table td { padding: 12px; border-bottom: 1px solid #ddd; }

.stats-box { background: linear-gradient(135deg, #667eea 0%, #764ba2
100%); color: white; padding: 20px; border-radius: 10px; margin-bottom: 20px; }

.stats-box h3 { font-size: 32px; margin-bottom: 5px; }

.incident-log { background: #fff3cd; border: 1lpx solid #ffcl1@7; border-
radius: 5px; padding: 15px; margin-bottom: 10px; }

.form-container { max-width: 500px; margin: @ auto; }

.text-center { text-align: center; }

@keyframes slideIn { from { opacity: @; transform: translateY(-10px); } to
{ opacity: 1; transform: translateY(©); } }

</style>
</head>
<body>
<div class="navbar">

<div class="navbar-content">
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<a href="/" class="navbar-brand">®) SecureShop</a>
<div class="nav-links">
<a href="/">ToBapu</a>

{% if current_user.is_authenticated %}
<a href="/cart">& Kouwuk</a>

<a href="/profile">& {{ current_user.username }}</a>
{% if current_user.role == 'admin' %}
<a href="/admin" style="color: #ffc107;">4> MaHenb
6esnekun</a>
{% endif %}
<a href="/logout" class="btn btn-secondary"” style="margin: 0;
padding: 8px 15px;">Buxia</a>
{% else %}
<a href="/login" class="btn btn-primary" style="margin: ©;
padding: 8px 15px;">Bxia</a>
<a href="/register" class="btn btn-secondary” style="margin:
0; padding: 8px 15px;">PeecTpauis</a>
{% endif %}
</div>
</div>

</div>

<div class="container">
{% with messages = get flashed messages(with_categories=true) %}
{% if messages %}
{% for category, message in messages %}
<div class="alert {{ 'success' if category == 'success' else
‘danger' if category == 'danger' else 'info' }}">
{{ message }}
</div>
{% endfor %}
{% endif %}
{% endwith %}

{{ content_html|safe }}
</div>

</body>
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</html>

# MAPLIPYTU

@app.route('/")
def index():
products = Product.query.all()
content = '<div class="card"><h1>[8Y§ KaTanor ToapiB</hl><p>BiTaemo B
SecureShop!</p></div><div class="product-grid">'
for product in products:
content += f'"'
<div class="product-card">
<div class="product-image">{product.image_emoji}</div>
<div class="product-info" style="padding: 15px;">
<div class="product-name">{product.name}</div>
<div class="product-price">${product.price:.2f}</div>
<p style="font-size: 14px; color: #666; margin-bottom:
15px; ">{product.description}</p>
if current_user.is_authenticated:
content += f'<form action="/add_to cart/{product.id}"
method="POST"><button type="submit" class="btn btn-success" style="width:
100%; ">+ JomaTtu</button></form>'
else:
content += '<p style="color: #dc3545; font-size: 12px;"> A YeiiiaiTs
AnA nokynok</p>'
content += '</div></div>"'
content += '</div>' # TeHepyBaHHA HTML 3i Bcima TOBapamu

return render_template_string(HTML_TEMPLATE, content_html=content)

@app.route('/register', methods=['GET', 'POST'])
def register():
if request.method == 'POST':

username = request.form.get('username’, '').strip()
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email = request.form.get('email’', '').strip()

password = request.form.get('password', '')

if not username or len(username) < 3:
flash('IM\'A NOBUHHO MicTWUTWM MiHimyMm 3 cumBonu', 'danger')

return redirect(url_for('register'))

if User.query.filter_by(username=username).first():
flash('lei kopucTyBay Bxe icHye', 'danger')

return redirect(url_for('register'))

if User.query.filter_by(email=email).first():
flash('lUei email Bxe 3apeecTpoBaHuit', 'danger')

return redirect(url_for('register'))

user = User(username=username, email=email,
password_hash=generate_password_hash(password))
db.session.add(user)
db.session.commit()
flash(f' [ KopuctyBau {username} ycniwHo 3apeecTpoBaHuii!', 'success')
return redirect(url_for('login'))
content = '"'
<div class="card form-container">
<h2>[} PeecTpauis</h2>
<form method="POST">
<div class="form-group">
<label>Im'a kopucTyBa4da:</label>
<input type="text" name="username" required placeholder="BBeaiTb
im'a">
</div>
<div class="form-group">
<label>Email:</label>
<input type="email" name="email" required
placeholder="example@mail.com">
</div>

<div class="form-group">
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<label>Maponb:</label>
<input type="password" name="password" required
placeholder="MiHimym 8 cumBonis">
</div>
<button type="submit" class="btn btn-primary" style="width:
100%; " >3apeecTpyBaTuca</button>
</form>
<p class="text-center" style="margin-top: 20px;">Bxe MaeTe akKayHT? <a
href="/login">YBingitb</a></p>
</div>

return render_template_string(HTML_TEMPLATE, content_html=content)

@app.route('/login', methods=['GET', 'POST'])
def login():
if request.method == 'POST':
username = request.form.get('username', '').strip()
password = request.form.get('password', '')

user = User.query.filter_by(username=username).first()

if user and check_password hash(user.password hash, password):
login_user(user)
flash(f' |4 Bitaemo, {username}!', 'success')
return redirect(url_for('index'))
else:
flash(' X HenpasunbHuit noriH abo naponb', 'danger')
content = '"'
<div class="card form-container">
<h2>(® Bxia</h2>
<form method="POST">
<div class="form-group">
<label>Im'a kopucTyBa4da:</label>
<input type="text" name="username" required>
</div>

<div class="form-group">
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<label>Maponb:</label>
<input type="password" name="password" required>
</div>
<button type="submit" class="btn btn-primary" style="width:
100%; " >YBinTu</button>
</form>
<p class="text-center" style="margin-top: 20px;">He MaeTe akkayHTy? <a
href="/register">3apeecTpyintecb</a></p>
<hr style="margin: 20px 0;">
<p style="font-size: 12px; color: #666;">
</p>
</div>

return render_template_string(HTML_TEMPLATE, content_html=content)

@app.route('/logout')
@login_required
def logout():
logout_user()
flash(' [ Bu Buiiwnm 3 cuctemn', 'success')

return redirect(url_for('index'))

@app.route('/profile')
@login_required
def profile():

orders =
Order.query.filter_by(user_id=current_user.id).order_by(Order.created_at.desc()).a
110)

content = f'"'

<div class="card">
<h2>8 nNpodinb kopucTyBaya</h2>
<p><strong>Im'sa:</strong> {current_user.username}</p>

<p><strong>Email:</strong> {current_user.email}</p>
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<p><strong>PeecTpauis:</strong>
{current_user.created_at.strftime('%d.%m.%Y"')}</p>
</div>
<div class="card">

<h3>(@ Bawi 3amosneHHsa</h3>

if orders:
content += '<table class="order-

table"><thead><tr><th>ID</th><th>Cyma</th><th>CtaTtyc</th><th>laTa</th></tr></thead

><tbody>'
for order in orders:
status_color = '#28a745' if order.status == 'Completed' else '#ffcl07'
if order.status == 'Pending' else '#dc3545"
content +=

f'<tr><td>#{order.id}</td><td>${order.total_amount:.2f}</td><td style="color:
{status_color};">{order.status}</td><td>{order.created_at.strftime("%d.%m.%Y
BH:%M" ) }</td></tr>"'
content += '</tbody></table>"'
else:
content += '<p style="color: #666;">Y Bac NOKW HEMAaE 3aMOBJ/IeHb. <a
href="/">Mo4yHiTb nNokynku</a></p>"'

content += '</div>'

return render_template_string(HTML_TEMPLATE, content_html=content)

@app.route('/add_to_cart/<int:product_id>', methods=['POST'])
@login_required
def add_to_cart(product id):
product = Product.query.get(product_id)
if not product:
flash(' X Toeap He 3HangeHo', 'danger')

return redirect(url_for('index'))

if 'cart' not in session:

session['cart'] = {}
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session['cart'][str(product _id)] = session['cart'].get(str(product_id), @) + 1
session.modified = True
Flash(f' {product.name} momaHo B Kowuk', 'success')

return redirect(url_for('index"))

@app.route('/cart')
@login_required
def cart():
cart_ids = session.get('cart', {})
if not cart_ids:
flash(' [l Baw kowuk nopoxHiit', 'info')

return redirect(url_for('index'))

products = Product.query.filter(Product.id.in_(map(int,
cart_ids.keys()))).all()
total = ©

content = '<div class="card"><h2>& Baw koumk</h2><table class="order-

table"><thead><tr><th>ToBap</th><th>KinbkicTb</th><th>Uina</th><th>Cyma</th></tr><
/thead><tbody>"

for product in products:
qty = cart_ids[str(product.id)]
cost = product.price * qty
total += cost
content +=
f'<tr><td>{product.name}</td><td>{qty}</td><td>${product.price:.2f}</td><td>${cost
2F R /td></tr> !

content += f'</tbody></table><h3 style="text-align: right; margin-top: 20px;
color: #667eea;">Pa3zom: ${total:.2f}</h3>"

content += '<form action="/checkout" method="POST" style="margin-top:
20px; "><button type="submit" class="btn btn-success">E Opopmutu
3amoBneHHA< /button> <a href="/" class="btn btn-secondary">«

Hazap</a></form></div>"



return render_template_string(HTML_TEMPLATE, content_html=content)

@app.route('/checkout', methods=['POST'])
@login_required
def checkout():
cart_ids = session.get('cart', {})
if not cart_ids:
flash(' /A Kowuk nopoxHiin', 'danger')

return redirect(url_for('cart'))

products = Product.query.filter(Product.id.in_(map(int,
cart_ids.keys()))).all()
total = ©

items_list = []

for product in products:
gty = cart_ids[str(product.id)]
total += product.price * qty
items_list.append(f"{product.name} x{qty}")

order = Order(user_id=current_user.id, total amount=total, items_json="

".join(items_list),
status="'Pending')
db.session.add(order)

db.session.commit()

session.pop('cart', None)

session.modified = True

flash(F' 3amoBneHHs #{order.id} ycniwHo odopmneHo! Cyma: ${total:.2f}',

'success"')

return redirect(url_for('profile'))

@app.route('/admin')

@login_required
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def admin_dashboard():
if current_user.role != 'admin':
flash(' X [HdocTyn 3abopoHeHo', 'danger')

return redirect(url _for('index'))

logs = threat_engine.logs[-10:]

blocked _ips = list(threat_engine.blacklist)
total_users = User.query.count()
total_orders = Order.query.count()

total_threats = len(threat_engine.logs)

content = f'""'
<div class="card">
<h2>4> NaHenb 6e3neku (SIEM)</h2>
<p>CncTemMa MOHiTOpPUHry 3arpo3 B peajsbHOMY 4aci</p>
</div>
<div style="display: grid; grid-template-columns: repeat(auto-fit,
minmax(200px, 1fr)); gap: 20px; margin-bottom: 30px;">

<div class="stats-box"><h3>{total_users}</h3><p>KopucTtyBauie</p></div>

<div class="stats-box"><h3>{total_orders}</h3><p>3amoBneHb</p></div>
<div class="stats-box"><h3>{len(blocked _ips)}</h3><p>3abnokoBaHux
IP</p></div>
<div class="stats-box"><h3>{total_threats}</h3><p>BuasneHo
3arpos</p></div>
</div>
<div class="card">

<h3>8 XypHan iHumpeHTiB (Real-time)</h3>

if logs:
for log in reversed(logs):
content += f'<div class="incident-log"><div class="time">{J
{log["time"]}</div><div><span style="background: #fo0fefe; padding: 2px 6px;
border-radius: 3px; font-family: monospace;">{log["ip"]}</span> <strong
style="color: #d39e00;">{log["type"]}</strong> <small style="color:
#666;">"{log[ "payload"]}"</small></div></div>"'

else:
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content += '<p style="color: #28a745;">QRd Hemae 3arpo3. CucTtema npauwE B

HOpMasbHOMY pexumi.</p>"

content += '</div><div class="card"><h3>Q) 3a6nokosani IP agpecu</h3>"
if blocked_ips:
for ip in blocked_ips:
content += f'<code style="background: #f@f0fe; padding: 3px 6px;
margin-right: 5px; border-radius: 3px;">{ip}</code>'
else:
content += '<p style="color: #28a745;">fd Hemae 3a6bnokoBaHux IP</p>'

content += '</div>'

return render_template_string(HTML_TEMPLATE, content_html=content)

# IHIUIANI3AUIA

def init_db():
with app.app_context():
db.create_all()

if not User.query.filter_by(username="admin").first():
admin = User(username='admin', email='admin@shop.com',
password_hash=generate_password_hash('admin123"),
role="admin")

db.session.add(admin)

if not Product.query.first():
products = [

Product(name="3axuweHunit HoyTbyk", price=1299.99,

description="HoyTbyk 3 anapaTHuUM wudpyBaHHAM",
image_emoji="m"),

Product(name="YubiKey 5", price=49.99, description="AnapaTHui K4
6esnekn 2FA", image emoji="{®"),

Product(name="VPN Nignucka", price=9.99, description="PiyHa

nianucka Ha VPN", image_emoji="@"),
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Product(name="AHTuBipyc", price=29.99, description="/liueH3isa Ha
aHTuBipyc", image_emoji="©"),

Product(name="Yoxon pna tenedony", price=19.99,
description="3axucHuii 4yoxon", image_emoji="[@"),

Product(name="USB Onewka 64GB", price=24.99,
description="3auwudposaHa dnewka", image emoji="[]"),

]
db.session.add_all(products)

db.session.commit()

print (" Basa aanux iwiuianisosawa!™)

T ]

if _ name__ == "'_main__':
init_db()

app.run(debug=True, port=5000, host='0.0.0.0")
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3
AHaJii3 npeaMeTHOI 00J1aCTi Ta MOCTAHOBKA 3a1a4i

[IpeameTrHor0 00MACTIO i€l pOOOTH € eIeKTPOHHA KoMepis (e-
commerce) — rajqy3b eKOHOMIKH, B AKIH peKiaMa, mpoCyBaHHS
NPOAYKTIB, TOPTOBENIbHI YTOAH Ta (PIHAHCOBI TPAH3AKIIT 3IHCHIOIOTHCS
Oe3nocepennbo B InTepHeri. Koy BU HI0Ch KymyeTe M poaeTe y
Mepexi, 11e 1 € e-commerce.

E-commerce po3aiisioTh Ha MIICTH OCHOBHUX BHIIB 3QJIE/KHO BiJ
B3a€MO/I11 CTOPIH: KJIIEHTIB, Oi3HeCy Ta agmiHIcTpauii. Bugamu ta
THUIIAMHU €JIEKTPOHHOT KOMepLi €:

* B2B — enexrponna komepiis 1 Oi3Hecy. Lle pisHOBHA €TeKTPOHHOT
KOMepI1ii, AKHi MpaIioe 3a MpuHuunoM "Bij Oi3Hecy - 6i3Hecy"
(Business-to-Business);

4
AHaJii3 npeaMeTHOol 00J1aCTi TA MOCTAHOBKA 3a1a4i

* B2C — enexrponHa komepiis ais cnokuBada. Hapasi mogens Business-to-
Consumer (B2C) — ue nHalinommpeHimui BU €EKTPOHHOI KOMEPIIIi;

* C2C — enekTpoHHa KOMepILis MK cniokuBayamu. Lle moaens enekrpoHHO1
KOMepLii, B MeKax sIKOi OJIMH CIIOMkMBAY [POJIAE IOCh HIIMM CIIOKUBayaMm,
marouu 3 HUMH piBHui craryc (Consumer-to-Consumer);

* C2B - enekTpoHHA KOMepLis Bij criokuBada Jio Oiznecy. Lle gakruuno
npsiMa nporuiekHicts B2C, OCKiIbKM B IbOMY BHITAJIKY BXKE CIIOKHBAY
Hajae nesHi ToBapu Ta nocnyru 6i3necy (Consumer-to-Business);

* B2A — 6i3Hec-aaMminictpyBanna. Mozaens B2A (Business-to-Administration)
abo B2G (Business-to-Government) noaiona B2B;

* C2A — enieKTpOHHA KOMEpILisi MIXK CIIO)KMBAYaMH Ta aZMIHICTPALli€r0
(Consumer-to-Administration).
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. . .. 7
Kuaacudikaisi 3arpo3 Ta MeToau iX BUSIBJIEHHS

V KoHTeKCTI faHoi poOoTH 0y10 BHAIIEHO TaKi OCHOBHI I'PYIH 3arpo3:
* aTaku Ha Be0-/10/1aTOK;

* aTaKM Ha MEPeXeBil 1HPACTPyKTYpi;

* aTaku Ha OOJIKOBI 3aITMCH KOPHCTYBAUiB;

* 3arpo3u, NOB’fA3aHi 3 MIATLKHAMU OTEpaLisaMHu;

* 3arpo3M Ha OCHOBI COIIANIBHOI 1H)KeHepii Ta BHYTPILIHIX 370BXKHBaHb.

MeToaun BHSIBJIEHHS 3arpo3 y CHCTeMax eeKTPOHHOT KOMEpIil MOXHa
TMOJTUTH HA TaKi IPyTH:

* CUTHATYpHI (IIPaBHUJIOBI) METON;

* METO/IM AHOMAJIIMHOI JETEKIIIT;

* METOJM MALIMHHOTO Ta ITMOMHHOTO HAaBYAHHS;
* NOBEIIHKOBUI aHali3;

* KOHTEKCTHHII Ta KOpeNsALiiHUI aHami3 MojiH.

IIpakTHuHa peaJizanis 8

) SecureShop

[] Peecrpauyin

Iu's KopcTywana:

[Ipouec peectpartii
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30epeskeHHs JaHUX KOPUCTYBa4a

[Ticns yenimHoi peectpauii, B 0a3i AaHUX 3’ ABISETHCS 3aUC MPO
HOBOTO KOPHCTYBa4a. Sk MOJKHa TOMITHTH, 30epeKeHuit mapoib €
3amudpoBaHUM

usermame  emal password_hash e created_at
1 admin admin@shop.com ea333&7%&?3.:5&057:'maouacmwsma::s-uzmm:a-mmeaso:aza1r:«w:3rco:v¢mazoe5:‘mazmssmmms|aL"wn 2025-12-06 21:24:04.485003
2 Onexcin  khimchenko2003@gmail.com scrypt. user 2025-12-06 21:27:54.667503

Jns mmdpyBaHHS BUKOPHCTOBYEThCs 0i0mioTeka werkzeug MOBH
nporpamysaHHs python

Ipouec 3amMoBIeHHsI TOBapy i fogaBanus 1o BJ{

¥ SecureShop

F—
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. 1
IlepeBipka 0e3nexku

C @® localhost:5000/register

429 Too Many Requests

® localhost:5000/register

@ 403 Forbidden

Baut IP 3a6noxopano cicremon Sexnexn,

[Ticnsa HagcuIaHHs BEIMKOT KUIBKOCTI 3alMTIB, CHCTEMA CIIpUIIMae
1e sk 3arpo3y i ouokye IP agpecy, 3 saxoi Oyna nigo3piia akTHBHICTh
1 HaJICWJIA€ThCS NONepe/KeHH po OiokyBaHHs [P anpecu.

Peaunizanis 0e3nexu Bix DDoS araku

3axuct Bijg DDoS arak (HagMipHOT KUIBKOCTI1 3aITUTIB)
peanizyerbes 3a JJ0NOMOIOK0 TePEBIPKU KUIBKOCTI 3alUTIB, Jie
3anuTH crapime 10 cekyH1 BUAQISIOTHCS, a SKIIO KUIBKICTh
3anuTiB nepesuiye 30, Toai I[P norparuisie 10 4OPHOIO CIUCKY.



. 13
ITanean 0e3nexu agMiHa
) SecureShop
% st Camivacu UM
)lfyp‘ua‘n luwnu.v!l (RNAI-”tlv‘Vl.ﬂ.)‘ ‘
14

BucHoBok

ITix yac BuKOHaHHS poOOTH OYIIO NOCHIKEHO BUIM JAaHUX B
CJICKTPOHHIN Oe3melli Ta BUMOTH /10 iXHbO1 O6e3neku. byno posrisinyro
KJacuQiKalliio 3arpo3 i METOIH iX BUSBJICHHS.

ITicns TeopeTruHOro aHamizy Oya0 CpOEKTOBAHO apXITEKTYPY CHCTEMHU
1 BUKOHAHHS IPOrPaMHO1 peajti3allii 3aXUIIeHOT CUCTEMH, SIKa BPaXOBYe
BUMOTH iH(pOpMaLiifHOT Oe3neKH.

[Iposenieno TecTyBanHs pospoﬁnenm CHCTEMH, IT1]] Hac sKoro Bidymach
nepesipKa XellyBaHHs 1apolliB KOPUCTYBaYiB i 3MoAenboBano DDoS
aTaky, sika Oy/a yCIIilIHO BUSIBIICHA Ta 3HEIIKO/KEHA.
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